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Ausgabe Januar 2026 

Allgemeine Geschäftsbedingungen 

Diese Allgemeinen Geschäftsbedingungen («AGB») regeln die Grund-
lagen der Geschäftsbeziehungen zwischen dem Kunden¹ und UBS 
Switzerland AG («UBS»), soweit keine speziellen Vereinbarungen ge-
troffen werden. 

1. Zinsen, Gebühren, Kommissionen, Spesen und Steuern 
Die vereinbarten oder üblichen Zinsen, Gebühren (inkl. Guthabenge-
bühren), Kommissionen, Spesen und Steuern werden dem Kunden 
nach Wahl von UBS umgehend, monatlich, vierteljährlich, halbjährlich 
oder jährlich gutgeschrieben bzw. belastet. 
Die aktuellen Zinssätze, Gebühren und Kommissionen richten sich 
nach einsehbaren Listen/Produktemerkblättern. Änderungen sind je-
derzeit aufgrund veränderter Marktverhältnisse bzw. Kosten durch 
Anpassung der Listen/Produktemerkblätter möglich; sie werden in ge-
eigneter Weise bekannt gemacht. Mit Bekanntgabe steht dem Kun-
den im Widerspruchsfall die umgehende Kündigung der von der Än-
derung betroffenen Dienstleistung zur Verfügung. 

2. Fremdwährungskonti 
UBS kann Vermögenswerte, die dem Kundenguthaben in fremder 
Währung entsprechen, in gleicher Währung innerhalb oder ausserhalb 
des Währungsraums anlegen. 
Der Kunde trägt anteilsmässig die wirtschaftlichen und rechtlichen Fol-
gen der Massnahmen zuständiger Behörden (z.B. Zahlungs- oder 
Transferverbote), welche die jeweilige Währung betreffen könnten. 
Bei Fremdwährungskonti erfüllt UBS ihre Verpflichtungen am Sitz der 
kontoführenden Geschäftsstelle, indem sie dem Kunden eine Gut-
schrift bei einer Zweigniederlassung, einer Korrespondenzbank oder 
der vom Kunden bezeichneten Bank im Lande der Währung verschafft. 

3. Gutschrift und Belastung von Fremdwährungsbeträgen 
Beträge in fremder Währung werden in Schweizer Franken gutge-
schrieben oder belastet, ausser der Kunde besitzt ein Konto in der be-
treffenden Fremdwährung oder erteilt UBS rechtzeitig andere Weisun-
gen. 
Verfügt der Kunde weder über ein Konto in Schweizer Franken noch 
über ein Konto in der entsprechenden Fremdwährung, kann UBS nach 
ihrer Wahl die Beträge einem Fremdwährungskonto des Kunden gut-
schreiben oder belasten. 

4. Wechsel und Checks 
Hat UBS Wechsel und Checks dem Kunden gutgeschrieben, kann sie 
dem Kunden die entsprechenden Beträge zurückbelasten, soweit das 
Inkasso in der Folge fehlschlägt. Dies gilt auch, wenn sich bereits be-
zahlte Checks nachträglich als abhandengekommen, gefälscht oder 
mangelhaft erweisen. Trotzdem verbleiben alle Zahlungsansprüche, 
die sich aus solchen Papieren ergeben, bei UBS. 

5. Pfand- und Verrechnungsrecht 
UBS hat an allen Vermögenswerten, die sie auf Rechnung des Kunden 
bei sich oder anderswo aufbewahrt, wie auch an allen Forderungen 
des Kunden gegen sie ein Pfandrecht. 
UBS hat für ihre Ansprüche aus oder im Zusammenhang mit der Ge-
schäftsbeziehung mit dem Kunden unabhängig von Fälligkeit und 
Währung ein Verrechnungsrecht an allen Forderungen des Kunden 
gegenüber UBS. 
Dies gilt auch für Kredite und Darlehen mit oder ohne spezielle Sicher-
heiten. 
UBS ist zur freien oder zwangsrechtlichen Verwertung der Pfänder be-
rechtigt, sobald der Kunde mit seiner Leistung in Verzug ist. 

6. Legitimation und Sorgfaltspflicht 
UBS prüft die Identität ihrer Kunden und ihrer bevollmächtigten Ver-
treter mit angemessenen Mitteln und der geschäftsüblichen Sorgfalt. 
UBS trifft angemessene Massnahmen, um Betrügereien zu erkennen 
und zu verhindern. Verletzt UBS dabei die geschäftsübliche Sorgfalt, 
trägt sie den dadurch verursachten Schaden. 
Verluste oder Schäden, die nicht durch eine Verletzung der Sorgfalts-
pflicht durch UBS oder den Kunden verursacht wurden, sind von der-
jenigen Partei zu tragen, in deren Einflussbereich die schadensbegrün-
dende Handlung eingetreten ist. Insbesondere übernimmt UBS keine 

Haftung für Schäden aus Übermittlungsfehlern, technischen Störun-
gen und rechtswidrigen Eingriffen in IT-Systeme oder Geräte des Kun-
den. 

7. Handlungsunfähigkeit des bevollmächtigten Vertreters 
Der Kunde hat UBS sofort schriftlich zu informieren, sollte der von ihm 
bevollmächtigte Vertreter handlungsunfähig werden. Andernfalls trägt 
der Kunde den aus den Handlungen des bevollmächtigten Vertreters 
entstehenden Schaden, ausser UBS hat die geschäftsübliche Sorgfalt 
verletzt. 

8. Mitteilungen 
Der Kunde ist verpflichtet, UBS seine persönlichen Angaben sowie ge-
setzlich oder regulatorisch notwendige Informationen (insbesondere 
Name, Adresse, E-Mail-Adresse, Sitz-Adresse, Domizil, Steuerdomizil, 
Kontakt- und Korrespondenzangaben, Nationalität/Nationalitäten) so-
wie weitere von UBS im Zusammenhang mit der Erbringung ihrer 
Dienstleistungen verlangten Informationen vollständig und korrekt 
mitzuteilen und auf Aufforderung von UBS entsprechende Nachweise 
unverzüglich einzureichen. 
Der Kunde ist verpflichtet, UBS unverzüglich eine Änderung vorge-
nannter Angaben und Informationen mitzuteilen. 
Mitteilungen von UBS gelten als dem Kunden zugestellt, wenn sie ge-
mäss den Korrespondenzinstruktionen oder an die letzte vom Kunden 
bekannt gegebene Zustelladresse verschickt wurden. 

9. Einhaltung von Gesetzen und Beschränkungen von 
Dienstleistungen 

Der Kunde ist für die Einhaltung von auf ihn, auf seine Vermögens-
werte oder auf andere in die Bankbeziehung involvierte Personen an-
wendbaren gesetzlichen und regulatorischen Bestimmungen (ein-
schliesslich Steuergesetzen sowie Beschränkungen und Kontrollen des 
Kapitaltransfers oder von Fremdwährungen) verantwortlich. 
Im Rahmen ihres Risikomanagements oder um die Einhaltung der ge-
schäftsüblichen Sorgfalt sicherzustellen, ist UBS unter Umständen ge-
halten, ausländische gesetzliche und regulatorische Vorgaben und Be-
stimmungen, Marktusanzen sowie vertragliche Verpflichtungen, bei-
spielsweise im Zusammenhang mit Vorschriften zur Bekämpfung der 
Geldwäscherei und zu Sanktionen, zu beachten und umzusetzen. Um 
diese Anforderungen zu erfüllen, kann UBS Dienstleistungen (z.B. Ein-
und Auszahlungsaufträge jeglicher Art, Überweisungs- oder Übertra-
gungsaufträge jeglicher Art, inkl. Aufträge zur Kontoschliessung) und 
Produkte beschränken oder aussetzen sowie Vermögenswerte segre-
gieren oder blockieren. 

10. Ausführung von Aufträgen 
Erteilt der Kunde einen oder mehrere Aufträge, die sein verfügbares 
Guthaben oder den ihm gewährten Kredit übersteigen, kann UBS un-
abhängig vom Datum oder Zeitpunkt des Eingangs nach eigenem Er-
messen bestimmen, inwieweit sie einzelne Aufträge ganz oder teil-
weise ausführt. 
Werden Aufträge (ausgenommen Börsenaufträge) mangelhaft oder zu 
Unrecht nicht bzw. nicht rechtzeitig ausgeführt und entsteht ein Scha-
den, haftet UBS für den Zinsausfall. 
Droht im Einzelfall ein darüber hinausgehender Schaden, muss der 
Kunde UBS vorgängig auf diese Gefahr hinweisen, andernfalls trägt er 
diesen Schaden. 

11. Beanstandungen 
Will der Kunde geltend machen, dass Aufträge mangelhaft oder nicht 
ausgeführt wurden, oder Konto-/Depotauszüge oder andere Mittei-
lungen (zusammen «Mitteilung») von UBS beanstanden, muss er dies 
sofort nach Empfang der entsprechenden Mitteilung vorbringen. Die 
Mitteilung gilt als vom Kunden genehmigt, wenn nicht innerhalb 
der gesetzten Frist oder, sofern keine Frist gesetzt wurde, innerhalb 
eines Monats schriftlich Widerspruch erhoben wird. 

12. Offenlegung von Kundendaten 
Der Kunde anerkennt und stimmt zu, dass UBS Daten über den 
Kunden und mit dem Kunden verbundene Personen wie wirt-
schaftlich Berechtigte und bevollmächtigte Vertreter sowie weitere 

¹ Sämtliche Personenbezeichnungen gelten gleichermassen für alle Geschlechter. 

Weitere wichtige Informationen zur Geschäftsbeziehung mit UBS sowie auch Hinweise zu Risiken und regulatorischen Entwicklungen befinden sich auf folgender Internetseite: 
www.ubs.com/legalnotices 
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Ausgabe Januar 2026 

Daten im Zusammenhang mit der Kundenbeziehung («Kundenda-
ten») nach eigenem Ermessen offenlegen darf: 

1. weltweit an Empfänger wie Korrespondenzbanken, Dritt- und 
Zentralverwahrer, Broker, Börsen, Register, Emittenten oder Ge-
richte und Behörden, im Zusammenhang mit aktuellen, vergan-
genen oder zukünftigen Kundentransaktionen und -dienstleis-
tungen (wie Zahlungen, Handel und Verwahrung von Wert-
schriften, Derivat- und Fremdwährungsgeschäfte), z.B. um ver-
traglichen Verpflichtungen, gesetzlichen oder regulatorischen 
Anforderungen, Selbstregulierungen, Risiko- und Compliance-
Standards, Marktusanzen oder Bedingungen von Emittenten, 
Dienstleistern und anderen Parteien, auf welche UBS für die Ab-
wicklung solcher Transaktionen und Dienstleistungen angewie-
sen ist, nachzukommen. UBS kann weitere Informationen zur 
Offenlegung von Kundendaten für Transaktionen und Dienst-
leistungen und damit zusammenhängende Aktualisierungen 
auf ihrer Webseite veröffentlichen (www.ubs.com/legalnotices); 

2. weltweit an Konzerngesellschaften und an Dritte wie Berater, 
Gerichte oder Behörden, um die berechtigten Interessen von 
UBS zu wahren, insbesondere im Falle potenzieller oder tat-
sächlicher rechtlicher Massnahmen durch oder gegen UBS 
oder eine Konzerngesellschaft, um Ansprüche von UBS gegen 
den Kunden zu sichern, um vom Kunden oder Dritten gestellte 
Sicherheiten zu realisieren, um Betreibungsverfahren durchzu-
führen, um schweizerische oder ausländische Gesetze und 
Vorschriften einzuhalten (z.B. im Zusammenhang mit von 
schweizerischen oder ausländischen Behörden erteilten Lizen-
zen) sowie für Compliance- und Risikomanagementzwecke, 
insbesondere im Zusammenhang mit Know-Your-Client-Pro-
zessen, Geldwäschereibekämpfung, Betrugsprävention, Sankti-
onen und Meldepflichten sowie Risikobewertungen; 

3. in der Schweiz an Konzerngesellschaften und verbundene 
Gesellschaften wie UBS Anlagestiftungen und UBS Vorsorge-
stiftungen zum Zweck des Marketings oder der Bereitstellung 
ihrer Dienstleistungen für den Kunden, wie beispielsweise Ge-
schäftsentwicklung (z.B. um die Bedürfnisse und Vorlieben des 
Kunden besser zu verstehen und personalisierte Informationen 
zu Produktangeboten bereitzustellen) und Kundenmanage-
ment (z.B. Kommunikation mit dem Kunden in Bezug auf Pro-
dukte und Dienstleistungen oder Onboarding-Management). 

Der Kunde stimmt zu, dass jede Offenlegung von Kundendaten ge-
mäss Artikel 12 und 13 eine zulässige Nutzung von Kundendaten dar-
stellt und nicht gegen die Vertraulichkeitspflichten von UBS, ein-
schliesslich des Schweizer Bankgeheimnisses, verstösst. Daten, die an 
Empfänger im Ausland offengelegt werden, unterliegen den Gesetzen 
und regulatorischen Bestimmungen des Ziellandes, einschliesslich der 
Bestimmungen zum Datenzugriff durch ausländische Behörden. 

Kundendaten, die gemäss diesem Artikel 12 offengelegt werden, un-
terliegen der Kontrolle der Empfänger. UBS hat unter Umständen 
weder Kenntnis darüber noch Einfluss darauf, wie diese Daten aufbe-
wahrt, verwendet oder weitergegeben werden. 

Die Datenschutzhinweise für Kunden unter www.ubs.com/data-
privacy-notice-switzerland enthalten Informationen darüber, warum 

und wie UBS Personendaten bearbeitet und wie Kunden ihre Rechte 
gemäss dem geltenden Datenschutzrecht ausüben können. Eine Kopie 
kann über den Kundenberater bezogen werden. 

13. Nutzung von Dienstleistern durch UBS 
UBS kann Dienstleistungen von Konzerngesellschaften und Drittpartei-
en in der Schweiz und im Ausland beziehen (Konzerngesellschaften 
und beauftragte Dritte zusammen «Dienstleister»). Dies betrifft insbe-
sondere die Verwaltung von Wertpapieren und anderen Finanzinstru-
menten, Transaktions- und Zahlungsabwicklung, IT-Dienstleistungen, 
Datenbearbeitung, -verwaltung und -aufbewahrung, Risikomanage-
ment, Compliance, die interne Anti-Geldwäschereifachstelle, Stamm-
datenverwaltung und Rechnungswesen (Finanzbuchhaltung und 
-controlling) sowie die Zurverfügungstellung von Produkten und 
Dienstleistungen für den Kunden, wie beispielsweise Produkt- und 
Dienstleistungsdesign, die gezielte Ausrichtung und Bereitstellung 
sowie die damit verbundenen Kenntnisse und Informationen. 

Um Dienstleistungen in Anspruch zu nehmen, können Kundendaten 
an Dienstleister mit Sitz in der Schweiz und anderen ausgewählten 
Ländern gemäss den Datenschutzhinweisen für Kunden (www.ubs. 
com/data-privacy-notice-switzerland) offengelegt oder übermittelt und 
von den Dienstleistern aufbewahrt oder bearbeitet werden. Die Daten-
schutzhinweise für Kunden können von Zeit zu Zeit gemäss den in 
den Datenschutzhinweisen für Kunden festgelegten Bestimmungen 
geändert werden. 

UBS stellt sicher, dass die von ihr beauftragten Dienstleister angemes-
senen Vertraulichkeitsverpflichtungen unterliegen und geeignete tech-
nische und organisatorische Massnahmen zum Schutz der Kunden-
daten aufrechterhalten. UBS beurteilt die relevanten Risiken, bevor sie 
Dienstleister beauftragt, und hat ein solides Rahmenkonzept für perio-
dische Risikobeurteilungen. 

14. Änderungen der Bedingungen 
UBS steht in begründeten Fällen das Recht zu, die Allgemeinen Ge-
schäftsbedingungen jederzeit zu ändern. Dabei obliegt es UBS, die 
Änderungen vorgängig und in geeigneter Weise, unter anderem 
durch Publikation im Internet, bekannt zu geben. Ohne schriftli-
chen Widerspruch innert Monatsfrist seit Bekanntgabe gelten die 
Änderungen als genehmigt. Im Widerspruchsfall steht es dem Kun-
den frei, die Geschäftsbeziehung mit sofortiger Wirkung zu kündigen. 
Vorbehalten bleiben spezielle Vereinbarungen. 

15. Gleichstellung der Samstage mit Feiertagen 
Samstage sind im Geschäftsverkehr mit UBS einem staatlich anerkann-
ten Feiertag gleichgestellt. 

16. Kündigung der Geschäftsbeziehungen 
Der Kunde und UBS können mit sofortiger Wirkung bestehende Ge-
schäftsbeziehungen aufheben sowie zugesagte oder benützte Kredite 
kündigen, sofern nicht schriftlich etwas anderes vereinbart wurde. Un-
terlässt der Kunde auch nach einer von UBS angesetzten angemesse-
nen Nachfrist, ihr mitzuteilen, wohin die vom Kunden bei UBS hinter-
legten Vermögenswerte und Guthaben zu transferieren sind, kann 
UBS die Vermögenswerte physisch ausliefern oder sie liquidieren. 
Den Erlös sowie die noch vorhandenen Guthaben des Kunden kann 
UBS mit befreiender Wirkung am vom Richter bezeichneten Ort 
hinterlegen. 

¹ Sämtliche Personenbezeichnungen gelten gleichermassen für alle Geschlechter. 

Weitere wichtige Informationen zur Geschäftsbeziehung mit UBS sowie auch Hinweise zu Risiken und regulatorischen Entwicklungen befinden sich auf folgender Internetseite: 
www.ubs.com/legalnotices 
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Ausgabe Januar 2026 

Offenlegung von Kundendaten 

Informationen zur Offenlegung von Kundendaten im Zusammenhang mit Transaktionen und 
Dienstleistungen 

Eine zunehmende Anzahl von Gesetzen, Vorschriften, Vertrags- und 
sonstigen Bedingungen, Branchenusanzen sowie Compliance-Stan-
dards verlangt die Offenlegung von Kundendaten im Zusammenhang 
mit der Erbringung gewisser Finanzdienstleistungen. Um diesen Anfor-
derungen nachzukommen, muss UBS in der Lage sein, die erforderli-
chen Informationen offenzulegen. Artikel 12 unserer Allgemeinen Ge-
schäftsbedingungen (AGB, Ausgabe Januar 2026) bildet die vertragli-
che Grundlage dazu. Das vorliegende Dokument enthält weiterfüh-
rende Informationen und ergänzt das Informationsdokument (Informa-
tion der SBVg über die Bekanntgabe von Kundendaten und weiteren
Informationen im internationalen Zahlungsverkehr und bei Investitionen
in ausländische Wertschriften) der Schweizerischen Bankiervereinigung. 

1. Warum müssen wir Kundendaten offenlegen? 
Die Einhaltung der anwendbaren Gesetze, Vorschriften, Zulassungs-
und Vertragsbedingungen, Branchenusanzen sowie Compliance-Stan-
dards ist Voraussetzung für unsere Geschäftstätigkeit. Offenlegungs-
anforderungen können verschieden ausgestaltet sein. Sie können die 
Form von Meldepflichten haben (z.B. Transaktionsmeldungen an eine 
Börse) oder die Verpflichtung beinhalten, Kundendaten auf konkrete 
Aufforderung hin offenzulegen (z.B. ungewöhnliche Transaktionen). 
Solche Offenlegungsanforderungen bestehen insbesondere im Zusam-
menhang mit Handel und Verwahrung von Wertschriften (einschliess-
lich Kapitalmassnahmen sowie Transaktionen mit Wertschriften, die 
im Ausland gehandelt werden, wo eine lokale Investoren- oder Steu-
ernummer erforderlich ist), Zahlungsverkehr, Devisengeschäften, Deri-
vaten, Edelmetallen und Rohstoffen. 

2. Wer kann Ihre Kundendaten unter Umständen erhalten? 
Je nach Art der Transaktion, der Dienstleistung und der konkreten 
Rolle des jeweiligen Dritten können unter anderem Banken, Broker, 
Börsen, Wertpapierhandelsplattformen, Transaktionsregister, System-
betreiber, Verarbeitungseinheiten, Clearinghäuser, Depotbanken, Zen-
tralverwahrer und Emittenten Empfänger der Daten sein. Auch Zweig-
niederlassungen oder Konzerngesellschaften von UBS können zu den 
Empfängern solcher Daten gehören. 
Darüber hinaus können ausländische Aufsichtsorgane sowie ausländi-
sche Behörden und von diesen beauftragte Stellen mögliche Empfän-
ger sein. 

3. Welche Kundendaten könnten offengelegt werden? 
Folgende Kundendaten könnten beispielsweise offengelegt werden: 

– Angaben zu Kunden, ermächtigten Vertretern, wirtschaftlich 
Berechtigten (natürliche Personen, in deren Eigentum oder 

unter deren Kontrolle der Kunde letztlich steht, und/oder die 
natürlichen Personen, in deren Auftrag eine Transaktion oder 
Tätigkeit ausgeführt wird) sowie anderen beteiligten Parteien 
(zu den offengelegten Informationen gehören z.B. Name, Ad-
resse, Domizil, Staatsangehörigkeit, ID, Passnummer, Kontakt-
angaben) 

– Angaben zu Transaktionen oder Dienstleistungen (z.B. Her-
kunft von Geldmitteln oder andere Hintergrundinformationen 
über Transaktionen und Dienstleistungen sowie sonstige com-
pliancerelevante Informationen wie Kundenstatus, Kundenhis-
torie und Umfang der Kundenbeziehung zu UBS) 

4. Wann und wie werden Kundendaten offengelegt? 
Offenlegungen können vor, während oder nach der Ausführung einer 
Transaktion oder Erbringung von Dienstleistungen und selbst nach 
dem Ende der Bankbeziehung erforderlich werden. Sie können unter 
anderem auch Daten im Zusammenhang mit Transaktionen oder 
Dienstleistungen beinhalten, die vor Inkrafttreten der AGB im Januar 
2026 getätigt bzw. erbracht wurden. UBS bestimmt jeweils, welche 
Kundendaten im Rahmen der Offenlegungen angemessen sind. Kun-
dendaten können über sämtliche Kommunikationskanäle, die UBS als 
angemessen erachtet, übermittelt werden, einschliesslich per ver-
schlüsselter oder nicht verschlüsselter E-Mail. 

5. Wie werden offengelegte Kundendaten geschützt? 
Die Empfänger von Kundendaten unterstehen den gesetzlichen und 
aufsichtsrechtlichen Datenschutzstandards derjenigen Rechtsordnung, 
in der sie tätig sind. Bitte beachten Sie, dass Kundendaten nach ihrer 
Offenlegung nicht mehr der Kontrolle durch UBS unterliegen und Sie 
aus praktischen Gründen davon ausgehen müssen, dass die Daten 
auch nicht mehr durch das Schweizer Datenschutzgesetz sowie das 
Schweizer Bankkundengeheimnis geschützt sind. Innerhalb des UBS-
Konzerns sind die Empfänger solcher Kundendaten an die globalen In-
formationssicherheitsstandards von UBS gebunden. 
UBS hat nicht zwangsläufig Kenntnis darüber oder Einfluss darauf, 
wie Kundendaten nach ihrer Offenlegung verwendet werden. Nor-
malerweise dürfen die Daten nach lokalen Gesetzen und Vorschriften 
beispielsweise zur Bekämpfung von Geldwäscherei, Terrorismusfinan-
zierung und Korruption, zur Gewährleistung der Einhaltung lokaler 
Wertschriftengesetze oder zur Untersuchung verdächtiger Transaktio-
nen genutzt werden. Die offengelegten Daten könnten jedoch letzt-
lich auch für Zwecke eingesetzt werden, die über das hinausgehen, 
was nach dem Wortlaut der Gesetze oder Vorschriften vorgegeben 
ist. 

Weitere Informationen befinden sich auf der Webseite: www.ubs.com 
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Ausgabe Januar 2026 

Zahlungsverkehrsbedingungen 

1. Anwendungsbereich 
Diese Zahlungsverkehrsbedingungen regeln zwischen UBS Switzerland 
AG (nachstehend «UBS») und dem Kunden¹ die Ausführung und den 
Empfang von inländischen und grenzüberschreitenden Zahlungsauf-
trägen und Zahlungseingängen. Sie gelten unabhängig davon, über 
welches Zahlungsverkehrsprodukt die Zahlungsabwicklung erfolgen 
soll und welche Finanzinstitute, Korrespondenzbanken und Zahlungs-
verkehrsdienstleister (nachstehend gemeinsam «Finanzinstitute») in-
volviert sind. Vorbehalten bleiben andere produkt- oder dienstleis-
tungsspezifische Verträge sowie sonstige Spezialregelungen des Zah-
lungsverkehrs. 

2. Zahlungsaufträge und Zahlungseingänge 

2.1 Voraussetzungen für die Ausführung eines 
Zahlungsauftrags 

UBS führt eine Überweisung im Auftrag (nachstehend «Zahlungsauf-
trag») des Kunden aus, wenn die folgenden Voraussetzungen vollum-
fänglich erfüllt und allfällige zusätzliche Informationen (z.B. währungs-
und bezahllösungsspezifische Angaben) enthalten sind (unter Vorbe-
halt der Regelungen unter Ziffer 2.4.3 und 2.9.1). 

2.1.1 Angaben im Zahlungsauftrag 
Der Kunde hat UBS mindestens folgende Angaben zu übermitteln: 

– Die IBAN (International Bank Account Number) oder allenfalls 
die Kontonummer des zu belastenden Kontos; 

– Seinen Namen und Vornamen bzw. die Firma sowie jeweils die 
Adresse; 

– Den zu überweisenden Betrag und die Währung; 
– Die IBAN, allenfalls die Kontonummer oder eine andere mit 

UBS vereinbarte Referenz (z.B. Mobilnummer) des Zahlungs-
empfängers; Sofern die Kontonummer angegeben wird: zu-
sätzlich den BIC (Business Identifier Code) und/oder die natio-
nale Clearingnummer sowie den Namen des Finanzinstituts 
des Zahlungsempfängers; 

– Den Namen und Vornamen bzw. die Firma sowie jeweils die 
Adresse (in einer von UBS akzeptierten Struktur) des Zahlungs-
empfängers. 

2.1.2 Verfügungsberechtigung 
Der Kunde muss für das zu belastende Konto verfügungsberechtigt 
sein. Zudem dürfen keine Verfügungsverbote oder Verfügungsbe-
schränkungen bestehen, insbesondere keine gesetzlichen oder regula-
torischen Vorschriften, keine behördlichen Anordnungen oder keine 
Vereinbarungen (z.B. Verpfändung von Kontoguthaben), welche die 
Verfügungsberechtigung ausschliessen oder beschränken. 

2.1.3 Guthaben 
Der Kunde muss zum Zeitpunkt der Ausführung des Zahlungsauftrags 
auf seinem zu belastenden Konto frei verfügbare Mittel (Guthaben 
und/oder Kreditlimite) mindestens im Umfang des auszuführenden 
Zahlungsauftrags haben. 
Erteilt der Kunde Zahlungsaufträge, die seine verfügbaren Mittel über-
steigen, kann UBS unabhängig vom Zeitpunkt des Eingangs des Zah-
lungsauftrags nach eigenem Ermessen bestimmen, inwieweit sie Auf-
träge ausführt. Wird ein Zahlungsauftrag trotz unzureichendem Gut-
haben ausgeführt, so belastet UBS dem Kunden Zinsen gemäss Ver-
einbarung bzw. Konditionen in einsehbaren Listen/Produktemerkblät-
tern. 

2.1.4 Einlieferung von Zahlungsaufträgen 
Zahlungsaufträge müssen in der Regel über die elektronischen UBS-
Produkte oder schriftlich im Original mit rechtsgültiger Unterschrift 
(nachstehend «schriftlich») eingeliefert werden. 

2.2 Änderungen, Widerruf und Rückruf von 
Zahlungsaufträgen 

Änderungen an bereits erteilten Zahlungsaufträgen sowie der Wider-
ruf von Zahlungsaufträgen müssen in der Regel über die elektroni-
schen UBS-Produkte oder schriftlich erfolgen. 
Wurde der Zahlungsauftrag bereits ausgeführt, kann der Kunde einen 
Rückruf beantragen. 
Rückrufe und Änderungsanträge ausgeführter Zahlungsaufträge wer-
den von UBS an das Finanzinstitut des Zahlungsempfängers weiterge-
leitet. Es liegt jedoch nicht in der Verantwortung von UBS, ob der 

Rückruf zu einer Rückzahlung führt oder der Änderungsantrag akzep-
tiert wird. 

2.3 Besondere Arten von Zahlungsaufträgen 

2.3.1 Sammelaufträge 
Bei mehreren Zahlungsaufträgen mit gleichem Ausführungsdatum, bei 
denen die Ausführung als Sammelauftrag gewünscht wird, müssen 
die Voraussetzungen für die Ausführung bei jedem einzelnen Zah-
lungsauftrag erfüllt sein. Andernfalls behält sich UBS vor, den gesam-
ten Sammelauftrag oder Teile davon nicht auszuführen. 

2.3.2 Daueraufträge 
Neuerfassungen, Änderungen und Löschungen von Daueraufträgen 
müssen mindestens fünf Bankwerktage vor dem Ausführungsdatum 
bei UBS eingegangen sein. Andernfalls können sie in der Regel erst bei 
der darauffolgenden Auftragsauslösung/Fälligkeit berücksichtigt wer-
den. UBS behält sich das Recht vor, Daueraufträge in begründeten 
Einzelfällen unter Einhaltung einer Frist von 30 Tagen vor dem Aus-
führungsdatum zu löschen und den Kunden entsprechend zu infor-
mieren. 

2.4 Ausführung von Zahlungsaufträgen 

2.4.1 Zeitpunkt der Ausführung 
UBS führt den Zahlungsauftrag per gewünschtem Ausführungsdatum 
aus, sofern die jeweiligen Annahmeschlusszeiten (Ziff. 2.4.2) eingehal-
ten wurden und alle Voraussetzungen (Ziff. 2.1) für die Ausführung 
eines Zahlungsauftrags erfüllt sind. Das angegebene Konto wird mit 
dem gewünschten Ausführungsdatum belastet. Abhängig von wäh-
rungsspezifischen Marktzeiten und Auftragsart ist UBS ermächtigt, die 
Verarbeitung eines Zahlungsauftrags vor dem gewünschten Ausfüh-
rungsdatum vorzunehmen. Das Konto des Kunden wird im Zeitpunkt 
der Verarbeitung mit Valuta des gewünschten Ausführungsdatums 
belastet. Wenn die Voraussetzungen (Ziff. 2.1) für die Ausführung des 
Zahlungsauftrags erst nach dem Ausführungsdatum vollständig erfüllt 
sind, ist UBS ermächtigt, den Zahlungsauftrag auch dann noch auszu-
führen. Ist im Zahlungsauftrag kein Ausführungsdatum angegeben, 
führt UBS den Auftrag unter Berücksichtigung der jeweiligen Annah-
meschlusszeiten (Ziff. 2.4.2) aus, sofern alle Voraussetzungen (Ziff. 
2.1) für die Ausführung eines Zahlungsauftrags erfüllt sind. UBS hat 
keinen Einfluss darauf, wann die Gutschrift auf dem Konto des Zah-
lungsempfängers bei einem anderen Finanzinstitut erfolgt. 

2.4.2 Annahmeschlusszeiten 
Die Annahmeschlusszeiten sind in der Liste «Annahmeschlusszeiten» 
für Zahlungsaufträge und Zahlungseingänge aufgeführt, die dem 
Kunden in geeigneter Form bekannt gegeben wird. Erfolgt die Einlie-
ferung des Zahlungsauftrags durch den Kunden nach der entspre-
chenden Annahmeschlusszeit, kann der Zahlungsauftrag in der Regel 
erst am nächstfolgenden Bankwerktag ausgeführt werden. 

2.4.3 Anpassungen und Ergänzungen durch UBS 
UBS kann formale oder inhaltliche Änderungen bzw. Ergänzungen 
von Zahlungsaufträgen jeglicher Art vornehmen (z.B nicht unterstützte 
Zeichen, Bereinigung von Schreibfehlern, Umwandlung einer Konto-
nummer ins IBAN-Format, Einfügen oder Anpassen des BIC [Business 
Identifier Code] und/oder der nationalen Clearing-Nr.), um eine effizi-
entere Verarbeitung zu ermöglichen. 
Zudem ist UBS berechtigt, den Zahlungsauftrag trotz mangelhafter 
oder fehlender Angaben auszuführen, wenn diese Angaben durch 
UBS zweifelsfrei berichtigt und/oder ergänzt werden können. 
Weiter ist der Kunde damit einverstanden, dass UBS Angaben über 
den Zahlungsempfänger, sofern ihr diese bekannt sind, vervollständi-
gen und dem Auftraggeber auf allfälligen Belastungsanzeigen oder 
ähnlichen einzelfallweisen oder periodischen Auszügen die vervoll-
ständigten Daten bekannt geben kann. 
UBS hat zudem das Recht, den Leitweg, d.h. die an der Überweisung 
beteiligten Parteien (z.B. zwischengeschaltete Finanzinstitute) zu be-
stimmen bzw. allfällige Angaben des Kunden abzuändern. 

2.5 Gutschrift von Zahlungseingängen 
Erfolgt der Zahlungseingang nach Ablauf der entsprechenden Annah-
meschlusszeit, wird dieser in der Regel am nächstfolgenden Bankwerk-
tag gutgeschrieben. Grundsätzlich wird der Betrag gemäss Zahlungs-
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eingang dem genannten Konto gutgeschrieben. Ist keine vollständige 
IBAN/Kontonummer/Referenz angegeben, legt UBS fest, welchem 
Konto der Betrag gutgeschrieben wird. 

2.6 Währungsumrechnung und Kursrisiko 
Währungsumrechnungen erfolgen für jede Zahlungstransaktion zum 
aktuellen Devisenkurs zum Zeitpunkt der Zahlungsauftragsverarbei-
tung durch UBS. 
Allfällige Kursgewinne und Kursverluste (z.B. bei einer Rücküberwei-
sung) gehen zu Gunsten bzw. zu Lasten des Kunden. 

2.7 Verstoss gegen rechtliche und bankinterne Vorschriften 
UBS ist nicht verpflichtet, Zahlungsaufträge auszuführen oder Zah-
lungseingänge zu verarbeiten, die anwendbares Recht, regulatorische 
Vorschriften oder Anordnungen von zuständigen Behörden verletzen 
oder auf andere Weise nicht im Einklang mit internen oder externen 
Verhaltensregeln und Massnahmen von UBS (z.B. Embargo- oder 
Geldwäschereivorschriften) stehen. UBS haftet nicht für allfällige Ver-
zögerungen, die aufgrund von notwendigen Abklärungen entstanden 
sind, es sei denn, sie habe dabei die geschäftsübliche Sorgfalt verletzt. 

2.8 Länder- und währungsspezifische Besonderheiten 
Länder- oder währungsspezifische Besonderheiten (gesetzliche oder 
regulatorische Einschränkungen, politische Unruhen, Naturkatastro-
phen usw.) können Verzögerungen oder die Nichtausführung von 
Zahlungsaufträgen oder Zahlungseingängen zur Folge haben. Entspre-
chend behält sich UBS das Recht vor, jederzeit den Zahlungsverkehr in 
gewisse Länder oder für gewisse Währungen teilweise oder ganz ein-
zustellen. Der Kunde wird über derartige Einschränkungen oder Ein-
stellungen in geeigneter Form informiert. Vorschriften und Besonder-
heiten für den Zahlungsverkehr aus und in die entsprechenden Länder 
sind vom Kunden zu beachten. UBS haftet nicht für Verzögerungen 
oder Nichtausführung von Zahlungsaufträgen und Zahlungseingängen 
bzw. erhöhte Kosten, die sich aus länder- und währungsspezifischen 
Besonderheiten ergeben. 

2.9 Zurückweisung und Rücküberweisung 

2.9.1 Zurückweisung von Zahlungsaufträgen 
Sind eine oder mehrere der Voraussetzungen für die Ausführung eines 
Zahlungsauftrags nicht erfüllt und erfolgt durch UBS keine Bereini-
gung, führt UBS den Zahlungsauftrag nicht aus. Zudem kann der Zah-
lungsauftrag auch durch eine andere an der Überweisung beteiligte 
Partei (z.B. durch das Finanzinstitut des Zahlungsempfängers) zurück-
gewiesen werden. 
Bei einer Zurückweisung informiert UBS den Kunden in geeigneter 
Form. Hat UBS den Zahlungsauftrag bereits ausgeführt, schreibt sie 
den erhaltenen Betrag nach Wiedereingang dem Konto wieder gut. 
Die Kosten und Gebühren gehen zu Lasten des Kunden, sofern sie 
nicht durch UBS infolge Verletzung der geschäftsüblichen Sorgfalt ver-
ursacht wurden. 
Ist UBS in der Lage, den Grund für die Zurückweisung des Zahlungs-
auftrags selbst zu beseitigen, ist sie auch ohne Rücksprache mit dem 
Kunden berechtigt, den Zahlungsauftrag erneut auszuführen. 

2.9.2 Rücküberweisung von Zahlungseingängen 
UBS überweist Zahlungseingänge an das Finanzinstitut des Zahlungs-
auftraggebers zurück, wenn Gründe vorliegen, die eine Gutschrift ver-
hindern (z.B. kein Konto vorhanden, gesetzliche oder regulatorische 
Vorschriften, behördliche Anordnungen, Regelwerke). 
Im Zusammenhang mit einer solchen Rücküberweisung ist UBS be-
rechtigt, allen an der Zahlungstransaktion beteiligten Parteien (inkl. 
dem Zahlungsauftraggeber) den Grund für die nicht erfolgte Gut-
schrift bekannt zu geben. 

2.10 Datenabstimmung 
Grundsätzlich bedürfen Zahlungseingänge der IBAN/Kontonummer/ 
Referenz sowie der damit übereinstimmenden Namen und Vornamen 
bzw. Firma und Adresse. Als Zahlungsempfänger ist der Kunde jedoch 
einverstanden, dass die Gutschrift des Überweisungsbetrags durch 
UBS einzig anhand der angegebenen IBAN/Kontonummer/Referenz 
und ohne Abstimmung dieser Angaben mit Namen und Vornamen 
bzw. Firma und Adresse des Zahlungsempfängers erfolgen kann. UBS 
behält sich vor, diese Abstimmung nach eigenem Ermessen dennoch 
vorzunehmen und die korrekten Daten beim Finanzinstitut des Zah-
lungsauftraggebers nachzufragen bzw. den Zahlungseingang bei 
Nichtübereinstimmungen zurückzuweisen. Als Auftraggeber nimmt 
der Kunde zur Kenntnis, dass das Finanzinstitut des Zahlungsempfän-
gers die Gutschrift entweder einzig anhand der angegebenen IBAN/ 

Kontonummer/Referenz ohne Abstimmung derselben mit Namen und 
Vornamen bzw. Firma und Adresse des Zahlungsempfängers vorneh-
men oder aber eine solche Abstimmung durchführen und bei Nicht-
übereinstimmungen mit UBS Kontakt aufnehmen und Rückfragen 
stellen bzw. den Zahlungsauftrag zurückweisen kann. Bei Rückfragen 
ist UBS berechtigt, die entsprechenden Informationen zu erteilen. 

2.11 Datenbearbeitung und Datenweitergabe 
Der Kunde ist einverstanden, dass im Rahmen von Zahlungstransaktio-
nen bei allen Kontoarten die Daten des Kunden, wie Name und Vor-
name bzw. Firma und Adresse, IBAN/Kontonummer/Referenz und wei-
tere Angaben gemäss Zahlungsauftrag allen Beteiligten, wie z.B. den 
in- und ausländischen Finanzinstituten, Zahlungssystembetreibern und 
SWIFT bekanntgegeben werden. Je nach Zahlungstransaktion (z.B. 
Fremdwährung) und Zahlungsabwicklung (z.B. Abwicklung über 
SWIFT) gilt dies für inländische und grenzüberschreitende Zahlungs-
transaktionen. 
Bestimmte Währungen werden ganz oder teilweise nicht über Korres-
pondenzbanken, sondern über Zahlungsverkehrsdienstleister abgewi-
ckelt. 
Für die Nutzung von Dienstleistern und die Offenlegung von Kunden-
daten gelten die Allgemeinen Geschäftsbedingungen. 

2.12 Deckungszahlungen 
UBS behält sich vor, Zahlungseingänge in Fremdwährung, die mit 
einer Deckungszahlung (Anschaffung der entsprechenden Währung 
durch ein anderes Finanzinstitut) verbunden sind, erst nach endgülti-
ger Bestätigung des Deckungseingangs durch die Korrespondenzbank 
gutzuschreiben. Wenn UBS die Zahlungseingänge dem Konto den-
noch sofort gutschreibt, behält UBS sich das Recht vor, ungeachtet 
eines zwischenzeitlich erfolgten Kontoabschlusses, das Konto jederzeit 
wieder zu belasten, falls die Deckung nicht innert zwei Bankwerkta-
gen von den Korrespondenzbanken eintreffen sollte. Abweichende 
Vereinbarungen bleiben vorbehalten. 

2.13 Avisierung von Zahlungseingängen 
Der Kunde kann Zahlungseingänge gemäss der Liste «Annahme-
schlusszeiten» für Zahlungsaufträge und Zahlungseingänge avisieren. 
Er ist gegenüber UBS für Fehlavisierungen vollumfänglich verantwort-
lich und haftet für einen allfälligen Schaden, insbesondere wenn das 
Valutadatum abweicht, die Gutschrift nicht oder bei einem anderen Fi-
nanzinstitut als dem avisierten eintrifft oder eine Betragsdifferenz be-
steht, ausser UBS hat die geschäftsübliche Sorgfalt verletzt. 

2.14 Zusätzliche besondere Bestimmungen für SEPA-
Zahlungstransaktionen 

Zahlungsaufträge nach den SEPA-Zahlungsverkehrsstandards (Single 
Euro Payments Area) können nur ausgeführt werden, wenn neben 
den allgemeinen Voraussetzungen für die Ausführung von Zahlungs-
aufträgen alle folgenden Voraussetzungen erfüllt sind: 

– Der Zahlungsauftrag ist in Euro; 
– Der Zahlungsauftrag enthält die IBAN des Zahlungsempfän-

gers; 
– Die Einlieferung des Zahlungsauftrags ist über die elektroni-

schen UBS-Produkte erfolgt; 
– Das Finanzinstitut des Zahlungsempfängers nimmt an SEPA teil; 
– Aufteilung der Kosten, d.h. Zahlungsempfänger und Auftrag-

geber tragen die beim eigenen Finanzinstitut anfallenden Kos-
ten jeweils selbst; 

– Es werden keine Spezialinstruktionen erteilt; 
– Die max. Betragslimite ist nicht überschritten (siehe separate 

Bestimmungen). 
Bei SEPA Instant-Zahlungen sind zudem die nachfolgenden zusätzli-
chen Bestimmungen für Instant-Zahlungen anwendbar. 

2.15 Zusätzliche besondere Bestimmungen für Instant-
Zahlungen 

Bei Instant-Zahlungen wird – in Abweichung der Regelungen zu den 
Annahmeschlusszeiten und Bankwerktagen – der Zahlungsauftrag in 
der Regel sofort ausgeführt und dem Zahlungsempfänger gutge-
schrieben. Für Instant-Zahlungen gelten Betragslimiten (siehe separate 
Bestimmungen) und sie erfordern eine erfolgreiche Validierung. 
Instant-Zahlungen können nur ausgeführt werden, wenn neben den 
allgemeinen Voraussetzungen für die Ausführung von Zahlungsaufträ-
gen insbesondere folgende Voraussetzungen erfüllt sind: 

– UBS und das Finanzinstitut des Zahlungsempfängers unterstüt-
zen Instant-Zahlungen; 

– Das zu belastende Konto weist Guthaben mindestens im Um-
fang der auszuführenden Instant-Zahlung auf. 
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Kann eine Instant-Zahlung nicht ausgeführt werden, ist UBS berech-
tigt, diese als Nicht-Instant-Zahlung auszuführen. 

2.16 Lastschriftverfahren 
Für Lastschriftverfahren gelten besondere Bedingungen. Liegen die 
entsprechenden vertraglichen Vereinbarungen mit dem Kunden nicht 
vor, hat UBS das Recht, alle eingehenden Lastschriften ohne Benach-
richtigung des Kunden zurückzuweisen. 

2.17 Scheck 
Für Schecks gelten besondere Bedingungen. 

3. Schlussbestimmungen 

3.1 Preise 
UBS kann für Zahlungsverkehrsdienstleistungen (Zahlungsaufträge 
und Zahlungseingänge) Preise erheben, die sich nach jederzeit änder-
baren und einsehbaren Listen richten. 
Änderungen sind jederzeit aufgrund veränderter Marktverhältnisse 
bzw. Kosten durch Anpassung der Listen/Produktemerkblätter mög-
lich. Sie werden in geeigneter Weise bekannt gemacht. Mit Bekannt-
gabe steht dem Kunden im Widerspruchsfall die umgehende Kündi-
gung der von der Änderung betroffenen Dienstleistung zur Verfügung. 

3.2 Bankwerktage 
Fällt ein Gutschrifts- oder Belastungsdatum auf einen Samstag, Sonn-
tag oder einen Feiertag, ist UBS berechtigt, die Gutschrift bzw. Belas-
tung am nächstfolgenden Bankwerktag vorzunehmen. Vorbehalten 
bleiben abweichende Vereinbarungen mit dem Kunden. 
Zahlungsaufträge bzw. Belastungen und Zahlungseingänge bzw. Gut-
schriften können sich auch infolge regionaler, ausländischer oder insti-
tutsspezifischer Regelungen zu Bankwerk- und Feiertagen verzögern. 

3.3 Datenbereinigung 
Korrekte, standardgemäss formatierte und vollständige Daten unter-
stützen die effiziente und kostengünstige Abwicklung von Zahlungs-
aufträgen und Zahlungseingängen. UBS ist berechtigt, Kundendaten 
ohne vorgängige Mitteilung an den Kunden zu bereinigen (z.B. unvoll-
ständige oder fehlerhafte Kontonummern/IBAN/Referenz, Name und 
Vorname bzw. Firma und Adresse, Umwandlung einer Kontonummer 
ins IBAN-Format). Der Kunde ist einverstanden, dass UBS die bereinig-
ten Kundendaten in der Schweiz domizilierten Personen bekannt 
geben kann, die auf Wunsch des Kunden Zahlungsaufträge zu seinen 
Gunsten erteilen und dazu die entsprechenden Angaben vom Kunden 
erhalten haben. Diese Bereinigung dient der reibungslosen Abwick-
lung von zukünftigen Zahlungen an den Kunden. 

3.4 Stornobuchungen 
Bei irrtümlichen oder fehlerhaften Buchungen durch UBS oder sonst 
zu Unrecht erfolgten Gutschriften hat UBS das Recht, jederzeit ohne 

Rücksprache mit dem Kunden diese Buchungen wieder rückgängig zu 
machen (Stornobuchung). 

3.5 Anzeigen über Gutschriften und Belastungen 
Anzeigen über Gutschriften und Belastungen werden dem Kunden in 
geeigneter Form bzw. gemäss Vereinbarung zur Verfügung gestellt. 
Will der Kunde geltend machen, dass Aufträge mangelhaft oder 
nicht ausgeführt wurden, oder Gutschrifts- und Belastungsanzeigen 
von UBS beanstanden, muss er dies sofort nach Erhalt der entspre-
chenden Anzeige, spätestens aber innert 30 Tagen ab Datum der 
Anzeige vorbringen. Die Anzeige gilt als vom Kunden genehmigt, 
wenn nicht innerhalb der Frist schriftlich Widerspruch geltend ge-
macht wird. 

3.6 Risikohinweise 
UBS informiert über mögliche Risiken bei der Verwendung von beleg-
gebundenen Produkten in den entsprechenden Produktebeschreibun-
gen. Auf mögliche Risiken bei der Nutzung von elektronischen UBS-
Produkten wird in den entsprechenden Vertrags- und Nutzungsbe-
stimmungen hingewiesen. 

3.7 Haftung 
UBS haftet nur für direkte Schäden, die von ihr durch eine Verletzung 
der geschäftsüblichen Sorgfalt verursacht wurden. 

3.8 Allgemeine Geschäftsbedingungen und weitere 
Bestimmungen 

Ergänzend zu diesen Zahlungsverkehrsbedingungen sind insbesondere 
die Allgemeinen Geschäftsbedingungen sowie Bestimmungen betref-
fend Kontobeziehung und elektronische UBS-Produkte anwendbar. 

3.9 Änderungen der Zahlungsverkehrsbedingungen 
UBS steht in begründeten Fällen das Recht zu, die Zahlungsverkehrs-
bedingungen jederzeit zu ändern. Dabei obliegt es UBS, die Änderun-
gen vorgängig und in geeigneter Weise, unter anderem durch Publi-
kation im Internet, bekannt zu geben. Ohne schriftlichen Widerspruch 
innert Monatsfrist seit Bekanntgabe, auf jeden Fall aber mit der ersten 
Benutzung der davon betroffenen Dienstleistung, gelten die Änderun-
gen als genehmigt. Im Widerspruchsfall steht es dem Kunden frei, die 
Geschäftsbeziehung mit sofortiger Wirkung zu kündigen. Vorbehalten 
bleiben spezielle Vereinbarungen. Die derzeit gültige Version ist im In-
ternet verfügbar (www.ubs.com/legalnotices). 

3.10 Anwendbares Recht und Gerichtsstand 
Die vorliegende Vereinbarung untersteht schweizerischem materiellem 
Recht. 
Ausschliesslicher Gerichtsstand für alle Verfahren ist Zürich oder der 
Ort der kontoführenden Geschäftsstelle. Dies ist zugleich auch der Er-
füllungsort sowie für Kunden mit Domizil im Ausland der Betreibungs-
ort. Vorbehalten bleiben zwingende gesetzliche Gerichtsstände. 

¹ Die Einzahl umfasst auch die Mehrzahl, die männliche Form auch die weibliche. 
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Basisbestimmungen für UBS Digital Banking 
(E-Banking und Mobile Banking für Firmen, Körperschaften und sonstige Institutionen) 

Diese Basisbestimmungen von UBS Switzerland AG («UBS») regeln 
den Zugang zu und die Nutzung von UBS Digital Banking und seinen 
Funktionen. Details zu diesen Funktionen sind auf der UBS Website 
(ubs.com) zu finden. 

«Kunde» ist die Person, die eine Bankverbindung besitzt, welche für 
UBS Digital Banking freigeschaltet ist. Derjenige, der als Kunde oder 
bevollmächtigte Person UBS Digital Banking nutzt, wird «Zugriffsbe-
rechtigter» genannt. Kunden und bevollmächtigte Personen werden 
gemeinsam «Vertragspartner» genannt. 

Sofern aus der zugrundliegenden «Erklärung zu UBS Digital Banking» 
nicht etwas Anderes hervorgeht, ist der darin aufgeführte Zugriffsbe-
rechtigte für die Benutzung von UBS Digital Banking analog zu dessen 
Ermächtigung gestützt auf die zugrundeliegende Vollmacht (z.B. 
«Rechtsverbindliche Unterschriften») berechtigt, falls eine solche Be-
nutzung technisch machbar ist und angeboten wird. 

Die Pflichten in diesen Basisbestimmungen gelten für Kunden, Ver-
tragspartner und Zugriffsberechtigte. Vertragspartner sind dafür ver-
antwortlich, dass ihre Zugriffsberechtigten diese Pflichten und weitere 
Anweisungen von UBS im Rahmen von Digital Banking zu Kenntnis 
nehmen und einhalten. Bevollmächtigte, die diese Vereinbarung ein-
gehen, müssen die Zustimmung des Kunden haben und diesen über 
die Risiken von UBS Digital Banking aufklären. 

Der Begriff «IT-System» umfasst jeweils Hardware und Software, die 
für den Zugang zu und die Nutzung von UBS Digital Banking verwen-
det wird. 

I. Allgemeine Bestimmungen 

1. Persönliche Zugangsmittel und Benutzeranleitungen 
Der Zugriff auf UBS Digital Banking und die damit angebotenen Funk-
tionen erfolgt, nachdem der Zugriffsberechtigte sich unter Verwen-
dung der persönlichen Legitimationsmittel, z.B. UBS Access App, 
UBS Mobile Banking App, Access Card und Kartennummer, PIN, Si-
cherheitscode, Vertragsnummer («Zugangsmittel»), gegenüber UBS 
legitimiert hat. UBS stellt dem Zugriffsberechtigten die persönlichen 
Zugangsmittel nur zum bestimmungsgemässen Gebrauch zur Verfü-
gung. Die auf der UBS Webseite (ubs.com) verfügbaren Nutzungsin-
formationen («Anleitung») beschreiben die korrekte Verwendung 
des jeweiligen persönlichen Zugangsmittels zum Nachweis der Zu-
griffsberechtigung. Nach Erhalt der Anleitung wird diese mit dem ers-
ten Einsatz der persönlichen Zugangsmittel als verbindlich anerkannt 
(vgl. Ziff. 2). UBS kann die persönlichen Zugangsmittel jederzeit aus-
tauschen oder anpassen. 

Die UBS Access App sowie die UBS Mobile Banking App lassen sich 
mittels PIN oder Biometrie (z.B. Fingerabdruck oder Gesichtserken-
nung) entsperren. Für die Biometrie-Prüfung nutzt UBS die Technolo-
gie des Mobilgeräts. UBS kann dabei diese Technologie weder beein-
flussen noch kontrollieren und kann auch die auf dem Mobilgerät hin-
terlegten biometrischen Daten nicht einsehen. Entsprechend muss der 
Zugriffsberechtigte sicherstellen, dass er die einzige Person ist, deren 
biometrische Daten auf dem Mobilgerät hinterlegt sind. Der Zugriffs-
berechtigte muss sein Mobilgerät zudem vor dem Zugriff durch Dritte 
schützen und die UBS Mobile Banking App sowie die UBS Access App 
unverzüglich deaktivieren, falls sein Mobilgerät abhandengekommen 
ist. Im Übrigen gelten die Sorgfaltspflichten gemäss Ziff. 5. 

2. Legitimation und Sperrung des Zugangs 
Für die Nutzung von UBS Digital Banking und den damit angebotenen 
Funktionen prüft UBS die Identität der Zugriffsberechtigten nur an-
hand der persönlichen Zugangsmittel (vgl. Ziff. 1). Eine Unterschriften-
oder Ausweisprüfung gibt es nicht. Jeder, der mit persönlichen Zu-
gangsmittel auf UBS Digital Banking zugreift, wird von UBS als 
berechtigt betrachtet. Dies gilt unabhängig davon, ob es sich 
um den tatsächlichen Zugriffsberechtigten bzw. um eine vom 
Vertragspartner autorisierte Person handelt oder nicht. 

Das bedeutet, dass nach erfolgter Legitimationsprüfung, sämtli-
che bei UBS über UBS Digital Banking eingehenden Weisungen 

und Instruktionen als vom Zugriffsberechtigten verfasst gelten 
und UBS als beauftragt gilt, im Rahmen des üblichen Geschäfts-
gangs diese Weisungen auszuführen sowie den Instruktionen 
und Mitteilungen nachzukommen. 

Jeder Zugriffsberechtigte kann den Zugang zu UBS Digital Banking 
sperren lassen (z.B. über einen Anruf im UBS Call Center). 

Der Zugriffsberechtigte trägt das Risiko für den Einsatz seiner 
persönlichen Zugangsmittel bis zum Zeitpunkt der innert ge-
schäftsüblicher Frist wirksam gewordenen Sperrung. 

Zugriffsberechtigungen und persönliche Zugangsmittel werden nicht 
automatisch ungültig, z.B. durch Tod, Handlungsunfähigkeit, Strei-
chung der Zeichnungsbefugnis oder Löschung aus einem Register. Die 
Sperrung des Zugangs muss immer ausdrücklich durch den Kun-
den, seine Rechtsnachfolger oder die Zugriffsberechtigten an-
geordnet werden. UBS behält sich vor, den Zugriff auf UBS Digital 
Banking bei Nichtbenutzung ohne vorgängige Anzeige von sich aus zu 
sperren oder dauerhaft zu deaktivieren. 

3. UBS-Hardware und -Software (inkl. Apps) 
Für die Nutzung von UBS Digital Banking kann der Zugriffsberechtigte 
spezielle von UBS bereitgestellte Hardware (z.B. Kartenleser) und Soft-
ware (z.B. UBS Mobile Banking App) nutzen. Diese sind innert Wo-
chenfrist ab Erhalt zu prüfen. Allfällige Mängel sind umgehend bei 
UBS zu rügen, ansonsten gilt die Hard-/Software als funktionstüchtig 
abgenommen. 

UBS übernimmt soweit gesetzlich zulässig keine Gewähr für die abso-
lute Fehlerfreiheit der gelieferten Hard-/Software. Auch übernimmt 
UBS keine Gewähr dafür, dass die Hard-/Software in allen Teilen den 
Vorstellungen des Zugriffsberechtigten entspricht sowie in allen An-
wendungen und Kombinationen mit anderen vom Zugriffsberechtig-
ten ausgewählten Programmen und Geräte-/Netzkonfigurationen feh-
lerfrei funktioniert. Bei Mängeln oder Fehlern, welche die Funktions-
tüchtigkeit beeinträchtigen oder aufheben, hat der Zugriffsberechtigte 
deren Benutzung zu unterlassen und UBS unverzüglich zu informieren. 

Der Einsatz der von UBS bereitgestellten Hard- und Software auf nicht 
von UBS kontrollierten Geräten, insbesondere die Nutzung von 
Apps auf einem mobilen Gerät, kann dazu führen, dass Dritte 
(z.B. Gerätehersteller, Anbieter von App-Vertriebsplattformen, 
Netzbetreiber) auf eine Bankbeziehung mit UBS schliessen oder 
an Bankkundeninformationen gelangen können (z.B. bei Spei-
cherung von Bankkundeninformationen auf dem Gerät oder bei 
Verlust des Geräts). 

Mit der Nutzung der von UBS bereitgestellten Hard- und Software an-
erkennt der Vertragspartner, dass diese auf eigenes Risiko verwendet 
werden. 

Für die Nutzung von Software gewährt UBS dem Vertragspartner das 
nicht ausschliessliche, nicht übertragbare, unentgeltliche Recht, die 
Software herunterzuladen, auf einem Gerät zu installieren, welches 
sich im Besitz und unter der Kontrolle des Vertragspartners befindet, 
und für die Nutzung von UBS Digital Banking und den damit angebo-
tenen Funktionen einzusetzen. 

Aus Sicherheitsgründen ist UBS berechtigt, die Verwendung der von 
UBS bereitgestellten Software auf Geräten zu blockieren, z.B. auf Ge-
räten mit möglicherweise schädlicher Software oder entfernten vorge-
sehenen Nutzungsbeschränkungen (sogenanntes Rooten oder Jail-
break). UBS ist berechtigt, die von ihr bereitgestellte Software auf ge-
wissen Gerätetypen einiger Hersteller nicht zu unterstützen oder die 
Unterstützung einzustellen (z.B. aufgrund von Sicherheitslücken). 

Solange UBS die geschäftsübliche Sorgfalt wahrnimmt, übernimmt 
UBS keine Gewähr für einen störungsfreien, jederzeit ununterbroche-
nen Zugang zu ihren Dienstleistungen. Damit entfällt auch jede Haf-
tung für Schäden infolge Störung, Unterbrüchen (inkl. systembeding-
ter Wartungsarbeiten) oder Überlastung von Automaten bzw. IT-Sys-
temen von UBS. 
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Sofern die UBS Mobile Banking App oder die UBS Access App für wei-
tere Dienstleistungen von UBS verwendet wird, z.B. für zusätzliche Be-
stätigungen, ist der Zugriffsberechtigte verpflichtet, die in der jewei-
ligen App dargestellten Transaktionsdaten sorgfältig zu prüfen 
und ausschliesslich dann zu bestätigen, wenn die angezeigte Trans-
aktion ausgeführt werden soll. 

Mit der UBS Access App sowie der Zugangsfunktion in der Willkom-
mensseite der UBS Mobile Banking App dürfen ausschliesslich QR-
Codes von Login-Seiten von UBS gescannt werden. QR-Codes, die 
über andere Kanäle (z.B. via E-Mail oder SMS) erhalten werden, dür-
fen unter keinen Umständen gescannt werden. 

4. Benachrichtigungsdienste 
In UBS Digital Banking und den damit angebotenen Funktionen erhält 
der Vertragspartner die Möglichkeit, sich mittels elektronischer Mittei-
lungen (z.B. E-Mail, SMS oder Push-Benachrichtigungen) über be-
stimmte Ereignisse zu informieren. Diese Benachrichtigungen erfolgen 
systembedingt über unverschlüsselte Kommunikationskanäle. 
UBS kann technisch bedingt keine Gewähr dafür übernehmen, dass 
die Mitteilungen auch tatsächlich in jedem Fall dem Benutzer zugehen 
(z.B. Verzögerungen, Fehlleitungen oder Serviceunterbrüche bei 
Dienstbetreibern). Ausserdem kann es zu Veränderungen, Verfäl-
schungen oder Abfangen von Informationen durch Dritte kommen. 

Ohne besondere Instruktionen behält sich UBS vor, im Rahmen der 
gesamten Geschäftsbeziehung des Kunden (inklusive künftiger 
Bankbeziehungen) elektronische Mitteilungen wie Sicherheitsnach-
richten und -empfehlungen, Ereignismeldungen, Tipps, Bestätigungen 
zu Terminanfragen, Publikationen sowie allgemeine und personali-
sierte Produkt- und Dienstleistungsinformationen über unverschlüs-
selte Kommunikationskanäle an die UBS bekannt gegebenen 
Endgeräte, Telefonnummern oder E-Mail-Adressen zu senden. 
Aus diesen Mitteilungen kann ersichtlich sein, dass der Kunde über 
bestimmte UBS-Produkte und -Dienstleistungen verfügt, wodurch 
Dritte wie Netz- und Dienstbetreiber allenfalls auf die Bankbe-
ziehung schliessen können. 

5. Sorgfaltspflichten 
Der Vertragspartner hat die Anweisungen von UBS im Zusammenhang 
mit der Nutzung von UBS Digital Banking zu befolgen, insbesondere 
Anweisungen zu Sicherheitsvorkehrungen. UBS kann diese Anweisun-
gen auf der UBS-Website, innerhalb von UBS Digital Banking, in der 
UBS Mobile Banking App sowie der UBS Access App oder in anderer 
geeigneter Weise zur Verfügung stellen. 

Der Zugriffsberechtigte ist verpflichtet, seine Zugangsmittel beson-
ders sorgfältig und voneinander getrennt aufzubewahren. Die 
Zugangsmittel (insbesondere PIN und Sicherheitscode und Kartennum-
mer der Access Card) dürfen keinesfalls weitergegeben oder auf 
andere Weise anderen Personen zugänglich gemacht werden. 
PIN sind unverzüglich nach Erhalt zu ändern und geheim zu halten. 
PIN dürfen nicht auf einem der Zugangsmittel (wie etwa der Access 
Card) notiert werden und müssen bei elektronischer Speicherung an-
gemessen verschlüsselt werden (z.B. im UBS Safe). PIN dürfen nicht 
leicht ermittelbar sein (keine Telefonnummern, Geburtsdaten, Auto-
kennzeichen, einfach ermittelbare Zahlenfolgen etc.). 

Der Zugriffsberechtigte darf nicht auf E-Mails, SMS oder andere Nach-
richten, die angeblich von UBS stammen und zur Bekanntgabe von 
Zugangsmitteln auffordern (z.B. durch Eingabe von Benutzernamen, 
Vertragsnummern oder Sicherheitscodes auf Internetseiten, die via 
Link aufgerufen werden können), reagieren. UBS ist umgehend darü-
ber zu informieren. Besteht Grund zur Annahme, dass eine andere 
Person von PIN/ Kenntnis erhalten hat, muss der Zugriffsberechtigte 
diese unverzüglich ändern. Der Verlust eines Zugangsmittels ist UBS 
sofort zu melden. 

Wird via Internet oder anderen elektronischen Netzwerken mit UBS Di-
gital Banking Verbindung aufgenommen, ist der Zugriffsberechtigte 
zwecks Bekämpfung von Irrtümern und Missbräuchen verpflichtet, die 
Richtigkeit der angewählten UBS-Adresse und die Echtheit des zuge-
hörigen UBS-Server-Zertifikats (Fingerprint) zu verifizieren, sofern dies 
nicht von der UBS-Software oder den für das Einloggen (Login) einge-
setzten persönlichen Zugangsmitteln bereits automatisch ausgeführt 
wird (nähere Angaben dazu finden sich in der Anleitung). Bei Unregel-
mässigkeiten darf kein Einloggen erfolgen bzw. ist die Verbindung 
umgehend abzubrechen und UBS zu kontaktieren. Die persönlichen 
Zugangsmittel sind ausschliesslich an UBS zu übermitteln. Das Einlog-

gen hat immer nur auf der UBS Login-Internetseite zu erfolgen und 
nie auf einer Internetseite eines Drittanbieters. 

Es ist möglich, dass sich unberechtigte Dritte unbemerkt Zugang zum 
IT-System des Zugriffsberechtigten zu verschaffen versuchen. 
Deshalb ist der Zugriffsberechtigte verpflichtet, die üblichen Schutz-
massnahmen zu treffen, um bestehende Sicherheitsrisiken (z.B. die Ri-
siken im Internet) zu minimieren. Insbesondere Betriebssystem und 
Browser sind aktuell zu halten, d.h. die von den jeweiligen Anbietern 
zur Verfügung gestellten und empfohlenen Sicherheitskorrekturen 
(Patches) sind vom Zugriffsberechtigten zu installieren. Die für öffentli-
che elektronische Netzwerke üblichen Sicherheitsvorkehrungen sind 
zu treffen (z.B. durch Verwendung einer Firewall und eines Anti-Virus-
programms, die laufend aktualisiert werden). Es ist die Verantwortung 
des Zugriffsberechtigten, sich über die erforderlichen Sicherheitsvor-
kehrungen genau zu informieren und diesen nachzukommen. 

Zur Erhöhung der Sicherheit kann der Zugriffsberechtigte bei der Ertei-
lung von Aufträgen aufgefordert werden, ausgewählte Transaktionsda-
ten, z.B. den Zahlungsempfänger, oder die ganze Transaktion zu bestä-
tigen (z.B. mittels UBS Mobile Banking App oder UBS Access App). In 
diesem Fall ist der Zugriffsberechtigte verpflichtet, die zur Bestätigung 
angezeigten Informationen entsprechend der ihm ursprünglich vorlie-
genden Auftragsinstruktion, d.h. unabhängig von den in UBS Digital 
Banking angezeigten Informationen, auf Richtigkeit zu überprüfen und, 
sofern korrekt, mit Hilfe der persönlichen Zugangsmittel zu bestätigen. 
Die korrekte und sorgfältige Ausführung der Bestätigung liegt in der al-
leinigen Verantwortung des Zugriffsberechtigten. UBS kann die vorhan-
denen Schutzmechanismen jederzeit anpassen sowie neue einführen. 

6. Risiken 
Die Legitimationsabrede (vgl. Ziff. 2) bedeutet, dass die Risiken 
beim Vertragspartner liegen, die sich (i) aus Manipulationen am 
IT-System des Zugriffsberechtigten, (ii) aus missbräuchlicher 
Verwendung der persönlichen Zugangsmittel, (iii) aus Verlet-
zung von Sorgfaltspflichten oder (iv) aus Eingriffen unberech-
tigter Dritter in die Datenübermittlung ergeben. 

Der Vertragspartner und der Zugriffsberechtigte sind sich der Risiken 
des Informations- und Datenaustauschs über öffentliche und private 
Datenübermittlungsnetze sowie des Einsatzes der von UBS bereitge-
stellten Hard- und Software bewusst. Auch wenn bei UBS Digital Ban-
king via Internet der zu übermittelnde Dateninhalt, mit Ausnahme von 
Absender und Empfänger, automatisch verschlüsselt wird, fällt das Ri-
siko gezielter Manipulationen am IT-System des Zugriffsberechtigten 
in den Einflussbereich des Zugriffsberechtigten und ist dementspre-
chend von diesem bzw. vom Vertragspartner zu tragen. Für die durch 
Übermittlungsfehler, Fehlleitungen, technische Mängel und Störun-
gen, Betriebsausfälle oder rechtswidrige/missbräuchliche Eingriffe in 
IT-Systeme des Zugriffsberechtigten oder eines Dritten (inkl. jeder-
mann zugänglicher Systeme und Übermittlungsnetze) verursachten 
Schäden übernimmt UBS somit keine Haftung, es sei denn, UBS hat 
die geschäftsübliche Sorgfalt verletzt. 

7. Informationen von Automaten, Terminals, Bildschirmen 
oder anderen IT-Systemen 

Bei der Anzeige von Informationen über Automaten, Terminals, Bild-
schirme oder andere IT-Systeme (inklusive Apps) achtet UBS auf ge-
schäftsübliche Sorgfalt. Jede weitergehende Gewährleistung und Haf-
tung für Aktualität, Richtigkeit und Vollständigkeit schliesst UBS aus. 
Die angezeigten Informationen und Mitteilungen gelten als 
vorläufig und unverbindlich, es sei denn, gewisse Angaben würden 
im Rahmen einer Funktion ausdrücklich als verbindlich bezeichnet. 

8. Besondere Nutzungsbestimmungen und rechtliche 
Hinweise 

Gewisse von UBS Digital Banking angebotene Funktionen bedürfen 
einer zusätzlichen Vereinbarung. Diese kann UBS dem Zugriffsberech-
tigten in elektronischer Form vorlegen, nachdem er sich über UBS Di-
gital Banking legitimiert hat. Dies gilt auch für die Anpassung oder Er-
gänzung der vorliegenden Basisbestimmungen. Die Funktionen wer-
den freigegeben, sobald der Zugriffsberechtigte, sofern erforderlich, 
sie erfolgreich beantragt und den entsprechenden funktionsspezifi-
schen Bestimmungen elektronisch zugestimmt hat. Damit werden die 
Bestimmungen für den Zugriffsberechtigten bzw. Kunden verbindlich. 
Elektronisch abgeschlossene Vereinbarungen werden den handschrift-
lich unterzeichneten Vereinbarungen gleichgestellt. Die Bestimmun-
gen können ausgedruckt werden und sind in UBS Digital Banking ein-
sehbar. UBS kann ihr Dienstleistungsangebot jederzeit ändern. 
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Zusätzlich kann insbesondere zur elektronischen Unterzeichnung von 
ausgewählten Dokumenten (z.B. Erklärungen, Verträgen), welche 
Dienstleistungen und Produkte ausserhalb von UBS Digital Banking 
betreffen, die Funktion «Vereinbarungen» genutzt werden (vgl. Ziff. 
19). 

Aufgrund der Internationalisierung der Märkte und der laufenden Er-
weiterung der elektronischen Dienstleistungen muss UBS elektronisch 
veröffentlichte Informationen und Dienstleistungen mit zusätzlichen 
rechtlichen Hinweisen versehen. Diese werden mit der Anzeige für 
den Zugriffsberechtigten bzw. Kunden verbindlich. Will er sie nicht an-
erkennen, hat er auf die betroffenen Informationen/Dienstleistungen 
zu verzichten. 

9. Länderspezifische Schranken, ausländische Import- und 
Exportbeschränkungen 

Das Angebot von Finanzdienstleistungen für Zugriffsberechtigte im 
Ausland kann lokalen rechtlichen Restriktionen unterliegen. Verfügt 
UBS nicht über die notwendigen lokalen Bewilligungen, muss der Um-
fang der Dienstleistungen für Zugriffsberechtigte des jeweiligen Lan-
des eingeschränkt werden. Diese Beschränkungen unterliegen dem 
laufenden Wandel der Rechtsentwicklung und des regulatorischen 
Umfeldes jedes Landes. UBS ist berechtigt, den Umfang der zur 
Verfügung stehenden Funktionen jederzeit und ohne vorgän-
gige Anzeige anzupassen bzw. zu beschränken. 

Die von UBS überlassenen persönlichen Zugangsmittel können spezifi-
schen Import-/Export- sowie Nutzungsrestriktionen unterliegen. 
Zudem kann der Import/Export und der Gebrauch der persönlichen 
Zugangsmittel durch den Zugriffsberechtigten in Drittländern, d.h. an-
deren Ländern als das Land der ursprünglichen Zustellung durch UBS, 
zusätzlichen länderspezifischen Gesetzen unterliegen. Die Kenntnis 
und Beachtung aller relevanten Restriktionen und Gesetze obliegen 
dem Zugriffsberechtigten. UBS lehnt diesbezüglich jede Haftung ab. 

Im Übrigen gelten die auf der jeweiligen Internetseite enthaltenen län-
derspezifischen bzw. seitenspezifischen Informationen und Hinweise. 

10. Preise, Gebühren und Konditionen 
Die Preise für die Nutzung von UBS Digital Banking und den damit an-
gebotenen Funktionen sowie für das Überlassen der persönlichen Zu-
gangsmittel (inkl. deren Ersatz und Zusatzbestellungen) und der zuge-
hörigen Hardware sind in einer separaten Preisliste aufgeführt. Eine 
allfällig geschuldete Mehrwertsteuer und andere Abgaben werden zu-
sätzlich zu den vereinbarten Preisen in Rechnung gestellt. Die verein-
barten Preise werden dem Kunden nach Wahl von UBS umgehend, 
monatlich, vierteljährlich oder jährlich belastet. Die von UBS überlasse-
nen persönlichen Zugangsmittel können beim Import im Ausland Zol-
labgaben und Einfuhrsteuern unterliegen. Daneben können weitere 
Gebühren, z.B. Zollabwicklungskommissionen entstehen. Da UBS un-
verzollt liefert, gehen sämtliche Abgaben und Gebühren im Zusam-
menhang mit einem Import im Ausland zulasten des Kunden. 

Für den Datentransfer über das Internet (inkl. Roaming) gelten die Ge-
bühren gemäss dem Vertrag mit dem jeweiligen Netzbetreiber. 

UBS steht aufgrund der veränderten Marktverhältnisse bzw. Kosten 
durch Anpassung der Listen/Produktemerkblättern das Recht zu, die 
Konditionen (Preise, Gebühren, eventuelle Rabatte, Umfang und Art 
und Weise der Erbringung der Dienstleistungen) für UBS Digital Ban-
king und die damit angebotenen Funktionen in begründeten Fällen je-
derzeit zu ändern. Änderungen werden vorgängig und in geeigneter 
Weise bekannt gegeben. Ohne schriftlichen Widerspruch innert Mo-
natsfrist seit Bekanntgabe, auf jeden Fall mit der ersten Benutzung der 
davon betroffenen Dienstleistung, gelten die Änderungen als geneh-
migt. Mit Bekanntgabe steht dem Vertragspartner im Widerspruchsfall 
die umgehende Kündigung der von der Änderung betroffenen Dienst-
leistung zur Verfügung. 

11. Datenschutz und Cookies 
Es gelten die auf der jeweiligen Internetseite enthaltenen «Nutzungs-
bedingungen» und die «Datenschutzerklärung». 

UBS erhebt individuelle Cookie-Daten zum Zugriffsberechtigten über 
dessen Nutzung von UBS Digital Banking, um UBS Digital Banking und 
die damit angebotenen Funktionen kontinuierlich zu verbessern, ge-
mäss den Bedürfnissen und Interessen der Vertragspartner weiterzu-
entwickeln (z.B. schnellere Behebung von technischen Fehlern, verbes-
serte Auffindbarkeit von Inhalten, persönliche Tipps und Angebote zur 

Nutzung von UBS Angeboten) und allfällige Sicherheitsrisiken zu er-
kennen. Dies ermöglicht UBS, den Vertragspartner individuell als Per-
son zu identifizieren. UBS kann solche Cookie-Daten an UBS-Konzern-
gesellschaften in der Schweiz weitergeben. 

UBS ist berechtigt, die mit UBS geführten Telefongespräche aufzu-
zeichnen. 

12. Änderungen der Bestimmungen und Funktionen 
UBS steht in begründeten Fällen das Recht zu, die Basisbestimmun-
gen, die Anleitungen, allfällige Anweisungen zu Sicherheitsvorkehrun-
gen, Zusatzvereinbarungen oder besondere Bestimmungen zu den 
einzelnen Funktionen jederzeit zu ändern. Dabei obliegt es UBS, die 
Änderungen vorgängig und in geeigneter Weise z.B. elektronisch am 
Bildschirm (vgl. Ziff. 8) oder in anderer geeigneter Weise bekannt zu 
geben. Ohne schriftlichen Widerspruch innert Monatsfrist nach Be-
kanntgabe, auf jeden Fall aber mit der ersten Nutzung von UBS Digital 
Banking seit Bekanntgabe, gelten die Änderungen als genehmigt. Im 
Widerspruchsfall steht es dem Vertragspartner frei, die betroffene 
Dienstleistung vor Inkrafttreten der Änderungen mit sofortiger Wir-
kung zu kündigen, falls der Vertragspartner sich mit UBS bis zu jenem 
Zeitpunkt nicht anderweitig einigen kann. 

UBS ist berechtigt, die von UBS Digital Banking angebotenen Funktio-
nen jederzeit ohne vorgängige Anzeige zu ändern oder diese (ganz 
oder teilweise) einzustellen. 

13. Kündigung 
Der Vertragspartner und UBS können mit sofortiger Wirkung die Nut-
zung von UBS Digital Banking oder - sofern angeboten - von einzel-
nen von UBS Digital Banking angebotenen Funktionen kündigen. 
Nach vollständiger Kündigung von UBS Digital Banking sind die über-
lassenen Zugangsmittel unbrauchbar/unleserlich zu machen und der 
kontoführenden Geschäftsstelle unaufgefordert und unverzüglich zu-
rückzugeben bzw. zu deinstallieren. 

UBS bleibt trotz Kündigung berechtigt, sämtliche noch vor 
Rückgabe der persönlichen Zugangsmittel ausgelösten Transak-
tionen rechtsverbindlich für den Vertragspartner zu verarbei-
ten. 

II. Funktionsspezifische Bestimmungen 
Die nachfolgenden funktionsspezifischen Bestimmungen gelten zu-
sätzlich zu den vorstehenden allgemeinen Bestimmungen. Der Um-
fang der angebotenen Funktionen kann in E-Banking und Mobile Ban-
king unterschiedlich sein. 

14. Mailbox und Chat-Funktion 
UBS und der Zugriffsberechtigte können sich mittels Mailbox oder der 
Chat-Funktion Mitteilungen («Mitteilungen») austauschen, ein-
schliesslich Informationen und Hilfeleistungen zu Produkten und 
Dienstleistungen der UBS. Die Chat -Funktion beinhaltet den UBS 
Virtual Assistant oder den Live Chat mit einem UBS-Mitarbeiter. 

An den Vertragspartner bzw. Zugriffsberechtigten gerichtete 
Mitteilungen gelten diesem zum Zeitpunkt der elektronischen 
Abrufbarkeit in UBS Digital Banking als ordnungsgemäss zuge-
gangen. Damit trägt der Vertragspartner bzw. Zugriffsberechtigte die 
volle Verantwortung, dass die an ihn adressierten Mitteilungen zeitge-
recht zur Kenntnis genommen werden. 

An UBS gerichtete Mitteilungen werden ohne prioritäre Behand-
lung im Rahmen der bisherigen Geschäftsabläufe an Bankwerkta-
gen während der üblichen Geschäftszeiten von der zuständigen UBS-
Fachstelle bearbeitet. Dementsprechend dürfen UBS keine zeitkriti-
schen oder fristgebundenen Mitteilungen (z.B. zeitkritische Zah-
lungsaufträge und Börsenaufträge, Aufträge zur Zeichnung von Emis-
sionen und Tätigung anderer fristgebundener Wertpapiergeschäfte, 
Widerrufe von Aufträgen und Vollmachten, Sperren von Kreditkarten 
und anderen Dienstleistungen) mittels Mailbox oder Chat Funktion zu-
gestellt werden. 
Der UBS Virtual Assistant verwendet künstliche Intelligenz, um bei der 
Kundeninteraktion die Eingaben (z.B. Fragen) zu interpretieren und Er-
gebnisse automatisch bereitzustellen, die manchmal falsche oder un-
erwartete Ergebnisse liefern kann. Sie sind allein dafür verantwortlich, 
Entscheidungen zu treffen und Massnahmen zu ergreifen, die auf den 
vom UBS Virtual Assistant erhaltenen Informationen basieren. UBS 
übernimmt keinerlei Gewähr für die Eignung, Genauigkeit oder Voll-
ständigkeit der via UBS Virtual Assistant bereitgestellten Ergebnisse. 
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Sofern nicht ausdrücklich abweichend angezeigt, erbringt UBS über 
den UBS Virtual Assistant keine Anlage-, Rechts- oder Steuerberatung 
und es können über diese Funktion auch keine Aufträge an UBS erteilt 
werden. 

Die Speichermöglichkeit von Mitteilungen ist zeitlich und umfangmäs-
sig beschränkt und darf nicht zur Erfüllung gegebenenfalls bestehen-
der gesetzlicher Aufbewahrungspflichten eingesetzt werden. UBS gilt 
als ermächtigt, geöffnete und ungeöffnete Mitteilungen, die älter als 
12 Monate sind oder einen maximalen Gesamtspeicherplatz über-
schreiten, zu löschen. 

15. Zustellung von Korrespondenz und Erteilen von 
Corporate Actions-Instruktionen in elektronischer Form 

Mit entsprechender Instruktion ermächtigt der Vertragspartner UBS 
mit der «Erklärung zur Nutzung von Digital Banking» und den damit 
angebotenen Funktionen, die nach den geltenden Bestimmungen zur 
Bankbeziehung per Post zuzustellende Korrespondenz (insbesondere 
Konto-/Depotauszüge, Gutschrifts-/Belastungsanzeigen, Bestätigun-
gen bzw. Bescheinigungen, Kreditkartenabrechnungen, weitere Ab-
rechnungen, Benachrichtigungen im Zusammenhang mit Kapitaltrans-
aktionen, weitere Anzeigen) und weitere Dokumente gemäss separat 
auf der UBS-Website abrufbarer Liste (gesamthaft «Dokumente») 
dem Zugriffsberechtigten in elektronischer Form (z.B. als digitale 
Bankdokumente) über UBS Digital Banking und die damit angebote-
nen Funktionen zuzustellen. Dies gilt für sämtliche Produkte und 
Dienstleistungen (z.B. Konten, Depots und Kreditkarten), die 
zur betreffenden Bankbeziehung gehören; inbegriffen sind 
dabei auch Dokumente zu eventuellen Produkten und Dienst-
leistungen, die vom Zugriff via UBS Digital Banking ausgenom-
men sind, sowie Dokumente zu Bankbeziehungen, die laut Ver-
sandinstruktion dem Zugriffsberechtigten zuzustellen sind. Soll 
im Einzelfall ein konkret bezeichnetes Dokument per Post zugestellt 
werden, kann jederzeit eine Kopie davon gegen eine angemessene 
Bearbeitungsgebühr von UBS verlangt werden. 

Auf Weisung des Kunden oder in begründeten Fällen stellt UBS die 
Dokumente wieder per Post an die angegebene Adresse zu. Zudem 
können Zugriffsberechtigte mit uneingeschränktem Zugriff auf elekt-
ronische Bankdokumente in UBS Digital Banking die Art der Zustel-
lung (physisch oder elektronisch) ausgewählter Dokumente und Be-
lege jederzeit auswählen. Die zu diesem Zeitpunkt bereits mittels UBS 
Digital Banking abrufbaren Dokumente bleiben für den Adressaten 
weiterhin elektronisch zugänglich. Die Umstellung kann sich auf die 
Kosten auswirken. 

Die elektronisch zugestellten Dokumente entfalten dieselben Rechts-
wirkungen wie per Post zugestellte und verkörpern das Original (bzw. 
das Original von elektronisch zugestellten Kopien, Duplikaten etc.). 

Der Zugriffsberechtigte hat die eingehenden Dokumente sorgfältig 
auf Vollständigkeit und Richtigkeit zu prüfen. Beanstandungen müs-
sen sofort nach Zustellung, spätestens aber innerhalb des üblichen 
Geschäftsgangs bzw. einer angezeigten Frist erfolgen, andernfalls gel-
ten sie als genehmigt. 

Ein Dokument gilt zum Zeitpunkt der elektronischen Abrufbar-
keit via UBS Digital Banking und den damit angebotenen Funk-
tionen als dem Adressaten ordnungsgemäss zugegangen. Damit 
trägt der Vertragspartner bzw. Zugriffsberechtigte die volle Verant-
wortung, dass die an ihn adressierten Dokumente zeitgerecht zur 
Kenntnis genommen werden. 

Für die Speicherung der zugestellten Dokumente besteht grundsätz-
lich keine feste zeitliche Befristung. UBS behält sich jedoch vor, die 
Speichermöglichkeit von zugestellten Dokumenten zeitlich und um-
fangmässig zu beschränken. Zudem wird ausdrücklich darauf hinge-
wiesen, dass die Speicherung in UBS Digital Banking angesichts der 
formalrechtlichen Anforderungen an ein elektronisches Archiv vom 
Adressaten nicht zu Archivierungszwecken benutzt werden darf. 

Mit entsprechender Instruktion ermächtigt der Vertragspartner UBS 
zudem, Corporate Actions (z.B. Wahldividenden oder Kapitaler-
höhungen) in elektronischer Form in UBS Digital Banking zuzustel-
len und diesbezüglich elektronische Instruktionen von entsprechend 
bevollmächtigten Zugriffsberechtigten (z.B. Einzelzeichnungsberechti-
gung für Zahlungs- und/oder Handelsaufträge) entgegenzunehmen 
und auszuführen. Es obliegt dem Vertragspartner bzw. seinen 
Zugriffsberechtigten, die Benachrichtigungsfunktion für Corpo-

rate Actions einzurichten, um Instruktionen rechtzeitig erteilen 
zu können und das Wahlrecht nicht zu verlieren. Auf Weisung 
des Vertragspartners oder in begründeten Fällen kann die Zustellungs-
art auf Papier umgestellt werden. 

16. Quotes 
Quotes (einschliesslich des «Virtuellen Portfolios» und anderer Funkti-
onen) stellt Kurse und vielfältige Informationen über Finanzprodukte, 
Währungen, Unternehmen etc. sowie verschiedene Benachrichti-
gungsinstrumente (z.B. Marktbenachrichtigungen, Fälligkeitsbenach-
richtigung oder Benachrichtigung bei Neuemissionen) zur Verfügung. 

UBS erhält die Kurse und Informationen in Quotes teilweise von 
Dritten. Obwohl UBS die Datenquellen und die technischen Systeme 
sehr sorgfältig auswählt, können zeitliche Verzögerungen auftre-
ten oder die Kurse und Informationen können Fehler enthalten 
oder unvollständig sein. Aus diesen Gründen können auch bei allen 
Benachrichtigungsinstrumenten zeitliche Verzögerungen (z.B. bei Er-
reichen der Limiten) oder Fehler auftreten. Sämtliche Kurse und In-
formationen in Quotes bzw. in den Benachrichtigungsinstrumenten 
sind somit rein indikativer Natur. 

Die Kurse und die Informationen in Quotes sowie die Informationen, 
die durch die Benachrichtigungsinstrumente zugestellt werden, stel-
len kein Angebot, keine Empfehlung und keine persönliche An-
lageberatung dar. Für eine individuelle Beratung oder um die Eig-
nung eines bestimmten Produktes zu prüfen, ist der Kundenberater zu 
kontaktieren. 

UBS stellt in Quotes die gesetzlich vorgeschriebenen Produktin-
formationen für Anleger zur Verfügung; beispielsweise mittels Basi-
sinformationsblatt (BIB), PRIIPs KID oder Key Investor Information Do-
cuments (KIID). Eine Produktinformation enthält die gesetzlich vorge-
schriebenen Angaben zu den wesentlichen Merkmalen des betreffen-
den Anlageprodukts wie Identität, kurze Beschreibung der Anlageziele 
und Anlagepolitik, Risiko- und Ertragsprofil, Kosten und Gebühren, 
bisherige Wertentwicklung sowie gegebenenfalls Performance-Szena-
rien. Diese Informationen sind gesetzlich vorgeschrieben, um die Art 
dieser Anlageprodukte und die damit verbundenen Risiken zu erläu-
tern. Produktinformationen werden vom jeweiligen Anbieter des be-
treffenden Anlageprodukts erstellt. UBS haftet nicht für die Richtigkeit 
von Informationen, die von Drittanbietern erstellt wurden. Es handelt 
sich dabei nicht um Werbematerial. UBS empfiehlt, die zur Verfügung 
gestellten Produktinformationen sorgfältig zu lesen, um die grundle-
genden Aspekte, die Funktionsweise sowie die Risiken und Kosten der 
betreffenden Anlageprodukte verstehen und darauf basierend selbst 
eine fundierte Anlageentscheidung treffen zu können. Mit der Ertei-
lung jedes Zeichnungsauftrags bestätigt der Vertragspartner, 
die jeweils relevante Produktinformation über Quotes erhalten, 
gelesen und verstanden zu haben. Sollten die elektronisch zur Ver-
fügung gestellten Produktinformationen in Papierform benötigt wer-
den, ist der Kundenberater zu kontaktieren. 

In Quotes können auch Informationen über kollektive Kapitalanlagen 
enthalten sein, die in und aus der Schweiz nur qualifizierten Anlegern 
gemäss dem Bundesgesetz über die kollektiven Kapitalanlagen (KAG) 
angeboten werden dürfen (u.a. an beaufsichtigte Finanzintermediäre, 
öffentlich-rechtliche Körperschaften und Vorsorgeeinrichtungen mit 
professioneller Tresorerie, Unternehmen mit professioneller Tresorerie, 
vermögende Privatpersonen, die schriftlich erklärt haben, dass sie als 
professionelle Kunden gelten möchten sowie Vermögensverwaltungs-
und Anlageberatungskunden). In Quotes haben qualifizierte Anle-
ger Zugang zu erweiterten Produkt- und Finanzinformationen, 
sofern die qualifizierenden Voraussetzungen erfüllt sind und 
eine entsprechende Berechtigung vorliegt. Diese erweiterten 
Produkt- und Finanzinformationen umfassen auch Informatio-
nen über ausländische kollektive Kapitalanlagen, die in der 
Schweiz keinen Vertreter und keine Zahlstelle ernannt haben. 
In der Schweiz richtet sich der Inhalt dieser Quotes-Internetsei-
ten ausschliesslich an qualifizierte Anleger gemäss KAG. 

Basierend auf den Zulassungsdaten der Lieferanten von UBS werden 
diejenigen kollektiven Kapitalanlagen, die in der Schweiz nicht oder 
nur qualifizierten Anlegern angeboten werden dürfen, mit einem 
deutlich erkennbaren Hinweistext (Disclaimer) gekennzeichnet. 
Diese kollektiven Kapitalanlagen sind ausdrücklich von einem An-
gebot in und aus der Schweiz bzw. von einem Angebot an 
nichtqualifizierte Anleger ausgeschlossen. Anleger werden gebe-
ten, die besonderen Hinweise sowie die rechtlichen Dokumente zu 
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den kollektiven Kapitalanlagen aufmerksam zu lesen und sie erklären 
sich damit einverstanden, einzig in Übereinstimmung mit den an-
wendbaren Anlagerestriktionen in kollektive Kapitalanlagen zu inves-
tieren. 

In Quotes können auch Informationen über strukturierte Produkte 
enthalten sein, die in und aus der Schweiz nur professionellen und ins-
titutionellen Kunden sowie Privatkunden mit einem auf Dauer ange-
legten Vermögensverwaltungs- oder Anlageberatungsverhältnis ange-
boten werden dürfen. Basierend auf den Informationen der Lieferan-
ten von UBS werden diejenigen strukturierten Produkte, die in und 
aus der Schweiz nicht oder nur professionellen und institutionellen 
Kunden sowie Privatkunden mit einem auf Dauer angelegten Vermö-
gensverwaltungs- oder Anlageberatungsverhältnis angeboten werden 
dürfen, mit einem deutlich erkennbaren Hinweistext (Disclaimer) 
gekennzeichnet. Diese strukturierten Produkte sind ausdrücklich von 
einem Angebot in und aus der Schweiz bzw. von einem Ange-
bot an Privatkunden (ohne ein dauerhaftes Vermögens- oder 
Anlageberatungsverhältnis) ausgeschlossen. 

17. Wertschriften 
Über UBS Digital Banking können Börsenaufträge erteilt werden. Der 
Vertragspartner nimmt zur Kenntnis, dass UBS bei Erteilung von Bör-
senaufträgen über die Funktion «Wertschriften» nicht systematisch 
überprüfen kann, ob das vom Vertragspartner gewählte Produkt für 
seine spezielle Situation geeignet oder angemessen ist. Informationen 
über Geschäftsarten mit erhöhtem Risikopotenzial und komplexem Ri-
sikoprofil finden sich in der Broschüre «Risiken im Handel mit Finan-
zinstrumenten». Für eine persönliche Anlageberatung ist der Kunden-
berater zu kontaktieren. 

Nur pendente sowie teilausgeführte Aufträge können geändert 
bzw. widerrufen werden. 
UBS leitet die vom Vertragspartner erteilten Aufträge an den zuständi-
gen Handelspartner / das zuständige Handelssystem im In- oder Aus-
land (Bank, Broker, Händler) weiter. Trotz der Entgegennahme und 
umgehenden Weiterleitung einer Änderung bzw. eines Widerrufs des 
ursprünglichen Auftrages durch UBS kann es in Einzelfällen vorkom-
men, dass nachträgliche Änderungen bzw. Widerrufe vom zuständi-
gen Handelspartner/Handelssystem erst zu einem Zeitpunkt bearbeitet 
werden können, zu dem der ursprüngliche Auftrag des Vertragspart-
ners bereits vollständig oder teilweise ausgeführt worden ist. 
Kann die Änderung bzw. der Widerruf des ursprünglichen Auf-
trags bei aller Sorgfalt von UBS somit nicht mehr rechtzeitig 
vom Handelspartner/Handelssystem bearbeitet werden, gilt die 
Änderung bzw. der Widerruf des ursprünglichen Auftrages als 
UBS verspätet zugegangen. 

Zum Zeitpunkt der Änderung bzw. des Widerrufs des ursprüng-
lichen Auftrages kann keine Angabe darüber gemacht werden, 
ob die Änderung bzw. der Widerruf des ursprünglichen Auftra-
ges tatsächlich ausgeführt werden kann oder ob dieser ur-
sprüngliche Auftrag vom Handelspartner/Handelssystem be-
reits teilweise oder voll zugeteilt worden ist. Der Vertragspart-
ner verpflichtet sich hiermit, den aktuellen Status des ursprüng-
lichen Auftrages in der zugehörigen Auftragsübersicht selbst zu 
kontrollieren: 

– Der Auftragsstatus «Änderung pendent» bzw. «Annullie-
rung pendent» bedeutet, dass UBS vom Handelspartner/Han-
delssystem noch keine Bestätigung der Änderung bzw. des Wi-
derrufs des ursprünglichen Auftrages erhalten hat; 

– ändert sich der Auftragsstatus von «Änderung pendent» 
bzw. «Annullierung pendent» zu «Pendent», wurde die 
Änderung bzw. der Widerruf des ursprünglichen Auftrags vom 
Handelspartner/Handelssystem entgegengenommen; 

– der Auftragsstatus «Teilausgeführt» bedeutet, dass nur ein 
Teil des ursprünglichen Auftrags geändert bzw. widerrufen 
werden konnte. Der Rest des ursprünglichen Auftrags war be-
reits vor der Änderung bzw. dem Widerruf zugeteilt worden. 
Die Zuteilungsgrösse ist in den Auftragsdetails des ursprüngli-
chen Auftrags ersichtlich; 

– der Auftragsstatus «Annulliert» bedeutet, dass UBS vom Han-
delspartner/Handelssystem eine Bestätigung erhalten hat, wo-
nach der ursprüngliche Auftrag des Vertragspartners aufgrund 
seines Widerrufes rechtzeitig annulliert werden konnte. 

UBS stellt in UBS Digital Banking die gesetzlich vorgeschriebenen 
Produktinformationen für Anleger zur Verfügung, beispielsweise 
mittels Basisinformationsblatt (BIB), PRIIPs KID oder Key Investor Infor-

mation Documents (KIID). Die Bestimmungen zu den Produktinforma-
tionen für Anleger für Quotes in diesen Basisbestimmungen gelten für 
die Funktion «Wertschriften» sinngemäss. Anleger erklären sich damit 
einverstanden, einzig in Übereinstimmung mit den anwendbaren An-
lagerestriktionen in kollektive Kapitalanlagen zu investieren (insbeson-
dere ist es einem nicht qualifizierten Anleger untersagt, in eine kollek-
tive Kapitalanlage für qualifizierte Anleger zu investieren). 

Je nach Funktion und Berechtigung in UBS Digital Banking kann der 
Vertragspartner in Anlageprodukte wie beispielsweise kollektive Kapi-
talanlagen, strukturierte Produkte und ähnliche Produkte von UBS-
Konzerngesellschaften sowie von unabhängigen Dritten investieren 
(«Finanzinstrumente»). Mit dem Kauf oder Verkauf eines Finanzinst-
ruments fallen grundsätzlich direkte Kosten und Gebühren, z.B. eine 
Zeichnungs- und Rückgabekommission, sowie indirekte Kosten und 
Gebühren, z.B. eine Fondsverwaltungs- und Administrationsgebühr, 
an. Ebenso können indirekte Kosten wie Vertriebsentschädigungen 
zugunsten von UBS und/oder mit UBS verbundenen Unternehmen an-
fallen. Soweit verfügbar und zulässig stellt UBS in UBS Digital Banking 
die Informationen bereit, welche die entsprechenden Kosten und Ge-
bühren und deren Verwendung ausweisen. Im Übrigen sind Anfragen 
betreffend Kosten und Gebühren direkt an den jeweiligen Anbieter 
des betreffenden Anlageprodukts oder an den Kundenberater zu 
richten. 

UBS haftet nicht für die Richtigkeit von Informationen, die von Drittan-
bietern erstellt wurden. Zudem erhält UBS typischerweise von Fi-
nanzinstrumente-Herstellern auf periodischer Basis und/oder im 
Voraus monetäre Leistungen wie Vertriebsentschädigungen/Be-
standespflegekommissionen, Rabatte und ähnliche Leistungen 
als Entgelt für den Vertrieb und/oder die Verwahrung dieser Fi-
nanzinstrumente. Solche monetären Leistungen können bei UBS zu 
Interessenkonflikten führen. Sie können insbesondere einen Anreiz 
dafür begründen, bestimmte Finanzinstrumente, die höhere monetäre 
Leistungen vergüten, anderen Finanzinstrumenten ohne Leistungen 
oder Finanzinstrumenten mit tieferen monetären Leistungen vorzuzie-
hen. UBS hat angemessene organisatorische Massnahmen getroffen, 
um diesbezügliche Risiken, welche aus Interessenkonflikten resultie-
ren, zu minimieren. Damit der Vertragspartner einen informierten An-
lageentscheid fällen kann, legt UBS die massgeblichen Bandbreiten 
der monetären Leistungen offen. Das Informationsblatt zu monetären 
und nicht monetären Leistungen («Informationsblatt»), welches in-
tegraler Bestandteil dieser Basisbestimmung bildet, enthält detaillierte 
Angaben hierzu, insbesondere zur Höhe der monetären Leistungen 
dargestellt mittels Prozentbandbreiten für verschiedene Kategorien 
von Finanzinstrumenten. Zusätzlich stellt UBS vor- und beim Handels-
abschluss den Kunden (auf Nachfrage) ein produktspezifisches Kos-
teninformationsblatt zur Verfügung. Der Vertragspartner erklärt sich 
damit einverstanden, dass UBS die von UBS-Konzerngesellschaften 
und/oder unabhängigen Dritten erhaltenen monetären Leistungen 
vollumfänglich einbehält, und verzichtet hiermit ausdrücklich auf 
die Weitergabe dieser monetären Leistungen an ihn. Der Ver-
tragspartner nimmt zur Kenntnis, dass diese Regelung von der vorge-
sehenen Erstattungspflicht gemäss Art. 400 Absatz 1 des Schweizeri-
schen Obligationenrechts oder einer anderen gesetzlichen Vorschrift 
mit ähnlichem Inhalt abweicht. 

Der Vertragspartner kennt und akzeptiert die systembedingten 
Risiken im Zusammenhang mit der Funktion «Wertschriften», 
namentlich das oben umschriebene Risiko des verspäteten Zugangs 
einer Änderung bzw. eines Widerrufs des ursprünglichen Auftrages 
und entbinden UBS von jeglicher Haftung für Schäden aus der Nut-
zung dieser Funktion, soweit dies das Gesetz erlaubt. 

18. Devisen 
Die nachfolgenden funktionsspezifischen Bestimmungen gelten er-
gänzend zur «Rahmenvereinbarung für Transaktionen in Derivaten 
und Termingeschäften», sofern anwendbar. 

Mit dieser Funktion kann der Zugriffsberechtigte über UBS Digital Ban-
king auf eigene Rechnung und eigenes Risiko Käufe oder Verkäufe 
(«Transaktionen») von nachfolgend aufgeführten Deviseninstrumen-
ten («Anlageinstrumente») tätigen, sofern die für die Ausführung 
von Devisengeschäften notwendigen Ermächtigungen vorliegen: 

– Spot 
– Forward (Laufzeit maximal 1 Jahr) 
– Swap (Laufzeit maximal 1 Jahr) 

Der Vertragspartner bestätigt, dass der Zugriffsberechtigte über die er-
forderlichen Kenntnisse und die notwendige Erfahrung im Umgang 
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mit den Risiken der betroffenen Transaktionen und Anlageinstru-
mente verfügt und sämtliche Transaktionen aufgrund eigener Beurtei-
lung der Marktverhältnisse und -entwicklung abschliesst. Die Transak-
tionen werden von UBS als reines Ausführungsgeschäft (Execution 
Only) abgewickelt. Der Vertragspartner ist sich somit bewusst, dass bei 
den betroffenen Devisengeschäften über UBS Digital Banking keinerlei 
Überwachung, Risikoeinschätzung und Beratung durch UBS hinsicht-
lich des Portfolios, der Handelsaktivitäten und der Angemessenheit 
oder Eignung einer Transaktion oder eines Anlageinstruments erfolgt, 
ausser es ist gesetzlich vorgeschrieben. Der Vertragspartner wird im 
Zeitpunkt der Durchführung solcher Transaktionen nicht erneut darü-
ber informiert, dass keine Angemessenheits- und Eignungsprüfung er-
folgt. Der Vertragspartner nimmt zur Kenntnis und ist damit einver-
standen, dass UBS nicht verpflichtet ist, zusätzliche mit den Anlageins-
trumenten verbundene Risiken offenzulegen oder weitere Informatio-
nen zu liefern. 

Der Vertragspartner ist sich ebenfalls bewusst, dass von der vergange-
nen Kursentwicklung von Devisengeschäften oder einzelnen Devisen 
nicht auf die zukünftige Wertentwicklung geschlossen werden kann. 
Der Vertragspartner bestätigt, dass weder mündliche noch schriftliche 
Garantien oder Zusicherungen in Bezug auf die Kursentwicklung des 
Devisengeschäfts oder der einzelnen Devisen abgegeben wurden, um 
ihn zu einer entsprechenden Transaktion zu veranlassen. Kein Vertre-
ter oder Beauftragter von UBS ist berechtigt, jetzt oder in Zukunft Zu-
sicherungen irgendeiner Art abzugeben. 

Der Vertragspartner ist damit einverstanden, dass UBS oder ihre asso-
ziierten und verbundenen Unternehmen (oder deren Mitarbeiter) je-
derzeit ebenfalls Anlageinstrumente, die unter diese Vereinbarung fal-
len, kaufen oder verkaufen, als Eigenhändler oder Vermittler Ge-
schäfte in diesen Anlageinstrumenten tätigen und mit diesen zusam-
menhängende Beratungsdienste oder andere Dienstleistungen erbrin-
gen können. 

Der Vertragspartner bestätigt, jederzeit über ausreichende Kontogut-
haben (oder Überziehungslimiten) bei UBS zu verfügen, die es UBS ge-
statten, ausstehende und abgeschlossene Transaktionen abzuwickeln. 
Falls die Kontoguthaben für die Abwicklung einer ausstehenden 
Transaktion durch UBS unzureichend sind, weist UBS den Vertrags-
partner an, die erforderlichen Mittel innerhalb einer bestimmten Frist 
bereitzustellen. Falls die erforderlichen Mittel nicht innerhalb der von 
UBS festgelegten Frist bereitgestellt werden, ist UBS berechtigt, die 
ausstehende Transaktion abzuwickeln oder deren Abwicklung zu 
verweigern. 

Die Abwicklung von Devisengeschäften via UBS Digital Banking 
kann jederzeit aufgrund definierter Handels- und Kreditlimiten 
sowie aufgrund eigener Risikoeinschätzung seitens UBS einge-
schränkt bzw. verweigert werden. Mit dieser Vereinbarung sind 
weder der Vertragspartner noch UBS zum Abschluss eines Devisenge-
schäfts verpflichtet. Die Eingabe eines Auftrags in UBS Digital Banking 
stellt eine verbindliche Offerte des Vertragspartners an UBS dar. Mit 
der in UBS Digital Banking angezeigten Annahme des Auftrags durch 
UBS wird das Devisengeschäft abgeschlossen. UBS kann die Annahme 
unter entsprechender Anzeige in UBS Digital Banking ohne Grundan-
gabe verweigern. Es ist möglich, dass sich die Ausführung aus diver-
sen Gründen (Markt, Systemfehler etc.) verzögert oder nicht erfolgt. 
Für die daraus entstehenden Schäden übernimmt UBS keine Haftung, 
es sei denn, UBS habe ihre geschäftsübliche Sorgfalt verletzt. Der Ver-
tragspartner kann Stornierungen, Rückbuchungen und sonstige Ände-
rungen der Transaktion während Bürozeiten über seinen Kundenbera-
ter bei UBS vornehmen. Der Vertragspartner hat UBS für alle Kosten, 
Auslagen und Schäden, die UBS durch die nachträglichen Stornierun-
gen, Rückbuchungen und sonstigen Änderungen einzelner Transaktio-
nen, durch unzureichende Kontoguthaben oder aus einem anderen 
Grunde bei vertragsgemässer Abwicklung durch UBS entstehen, zu 
entschädigen. 

Bei der Erfüllung ihrer Pflichten aus dieser Vereinbarung übt UBS das 
geschäftsübliche Mass an Sorgfalt aus. UBS haftet nur für direkte 
Schäden. UBS haftet in keinem Fall für Folge- oder Sonderschäden. 
UBS haftet nicht für Verluste, die durch die Handelsaktivitäten des 
Vertragspartners entstehen, es sei denn, UBS habe diese durch vor-
sätzliches oder grobfahrlässiges Handeln verursacht. 

19. Elektronische Unterzeichnung 
UBS Digital Banking, insbesondere die Funktion «Vereinbarungen», 
erlaubt es dem Vertragspartner, ausgewählte Dokumente entspre-

chend seiner Zeichnungsberechtigung elektronisch zu unterzeichnen. 
Die elektronische Unterzeichnung umfasst im Folgenden sämtliche 
Formen einer elektronischen Zustimmung, insbesondere das elektroni-
sche Akzeptieren und Unterzeichnen. Die elektronisch unterzeichne-
ten Dokumente werden nach deren Bearbeitung in UBS Digital Ban-
king abgelegt und angezeigt. 

Der Vertragspartner hat das eingehende Dokument sorgfältig auf Voll-
ständigkeit und Richtigkeit zu prüfen. Beanstandungen müssen umge-
hend erfolgen. Mit Klick auf die entsprechende Schaltfläche bringt der 
Vertragspartner zum Ausdruck, dass er das Dokument in der Form un-
terzeichnen will, wie es ihm im Rahmen dieser Funktion zugestellt 
wurde. Dieses Dokument gilt damit als unterzeichnet. Die elektronisch 
unterzeichneten Dokumente entfalten dieselben Rechtswirkungen wie 
handschriftlich unterzeichnete und verkörpern das Original. Eine 
Kopie eines elektronisch unterzeichneten Dokuments, das nach-
träglich ausgedruckt und handschriftlich unterzeichnet wird, 
entfaltet keine Rechtswirkung. 

Für die elektronische Unterzeichnung kann UBS elektronische 
Zertifikate anerkannter Anbieterinnen von Zertifizierungsdiens-
ten einsetzen. Für elektronische Zertifikate von Swisscom 
(Schweiz) AG gelten die Nutzungsbestimmungen der Swisscom 
(Schweiz) AG in der jeweils aktuellen Fassung (abrufbar unter 
https://www.ubs.com/e-signature-agreement). Der Vertrags-
partner akzeptiert hiermit diese Nutzungsbestimmungen und 
hält deren Bestimmungen ein. Setzt UBS elektronische Zertifi-
kate einer anderen Anbieterin von Zertifizierungsdiensten ein, 
werden deren Nutzungsbestimmungen durch diese zugänglich 
gemacht oder dem Vertragspartner bzw. dem vom Vertrags-
partner bevollmächtigten Nutzer in geeigneter Weise in UBS Di-
gital Banking zur Verfügung gestellt. Das Zertifikat darf nur zur 
elektronischen Unterzeichnung von UBS-Dokumenten und Ver-
trägen mit UBS verwendet werden. 

Der Vertragspartner anerkennt hiermit ausdrücklich die Ver-
bindlichkeit, Gültigkeit und Zulässigkeit von unter Verwendung 
der Dienstleistungen von Swisscom (Schweiz) AG resp. anderen 
von UBS eingesetzten Anbietern von Zertifizierungsdiensten er-
stellten oder aufbewahrten elektronischen Signaturen und 
elektronischen Zertifikaten als Beweismittel für alle Handlun-
gen und Transaktionen zwischen dem Vertragspartner und 
UBS. Soweit unter anwendbarem Recht zulässig, verzichtet der 
Vertragspartner darauf die Verbindlichkeit, Gültigkeit oder Zu-
lässigkeit solcher elektronischen Signaturen und elektronischen 
Zertifikate als Beweismittel zu bestreiten oder anzuzweifeln. 

Der Vertragspartner bestätigt, dass seine bei der Identifizierung ge-
machten Angaben (wie Name, Vorname, Geburtsdatum, Nationalität 
und Wohnsitzadresse) zum Zeitpunkt der elektronischen Unterzeich-
nung eines Dokumentes nach wie vor korrekt und vollständig sind. 
Der Vertragspartner hat das elektronisch unterzeichnete Dokument 
bzw. das verwendete Zertifikat der anerkannten Anbieterin von Zertifi-
zierungsdiensten auf seine Richtigkeit hin zu prüfen. Fehler und nicht 
stimmige oder unvollständige Informationen sind UBS sofort zu 
melden. 

Die persönlichen Zugangsmittel dienen im Rahmen dieser Funktion 
auch dem Zugriff auf die für die elektronische Unterzeichnung rele-
vanten Zertifikate. Die persönlichen Zugangsmittel sind deshalb be-
sonders sorgfältig und voneinander getrennt aufzubewahren und dür-
fen keinesfalls weitergeben oder in einer anderen Weise anderen Per-
sonen zugänglich gemacht werden (vgl. Ziff. 5). 

Sofern der Vertragspartner eine missbräuchliche Verwendung seiner 
Zugangsmittel entdeckt oder vermutet, muss er UBS sofort informie-
ren, damit unter anderem die Nutzung des elektronischen Zertifikats 
zur Unterzeichnung von Dokumenten eingestellt werden kann. 

Soll im Einzelfall ein konkret bezeichnetes Dokument per Post zuge-
stellt werden, kann jederzeit eine Kopie davon gegen eine angemes-
sene Bearbeitungsgebühr von UBS verlangt werden. 

Die zugestellten Dokumente bleiben in der Regel für 10 Jahre in UBS 
Digital Banking und den damit angebotenen Funktionen gespeichert. 
UBS gilt als ermächtigt, geöffnete sowie ungeöffnete Dokumente, die 
älter als 10 Jahre sind, zu löschen. Zudem behält sich UBS das Recht 
vor, geöffnete sowie ungeöffnete Dokumente jederzeit nach vorgän-
gigem Informieren des Vertragspartners zu löschen. 
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20. eBill 
Die Dienstleistung eBill («eBill») ermöglicht dem Vertragspartner, am 
eBill-Rechnungssystem teilzunehmen, um in UBS Digital Banking elekt-
ronische Rechnungen («eBill-Rechnungen») zu erhalten und zu 
bezahlen. 

Zur Nutzung von eBill muss der Vertragspartner mittels E-Mail-Adresse 
beim eBill-Rechnungssystem angemeldet werden. Die Anmeldung 
für eBill erfolgt grundsätzlich automatisch. UBS teilt dazu die 
an UBS bekanntgegebene E-Mail-Adresse dem Betreiber des 
eBill-Rechnungssystems mit. Jeder Zugriffsberechtigte gilt als 
ermächtigt, am eBill-Rechnungssystem teilzunehmen, eigen-
ständig weitere eBill-Funktionen zu aktivieren und zu nutzen 
und gegebenenfalls dafür zusätzliche Vereinbarungen abzu-
schliessen (vgl. Ziff. 8) sowie eBill-Rechnungen zu bearbeiten. 
Der Vertragspartner ist für die Aktivierung und Nutzung von 
eBill durch seine Zugriffsberechtigten verantwortlich. 

eBill erlaubt dem Vertragspartner, eBill-Rechnungen abzurufen und zu 
bearbeiten. Der Vertragspartner kann eBill auch bei anderen am eBill-
Rechnungssystem teilnehmenden Finanzinstituten nutzen. Er kann 
seine eBill-Rechnungen bei allen Finanzinstituten abrufen und bearbei-
ten, bei denen er sich mit derselben E-Mail-Adresse beim eBill-Rech-
nungssystem angemeldet hat. Der Vertragspartner kann Rechnungen 
mittels Zahlungsauftrag über UBS Digital Banking auf einfache Weise 
bezahlen oder die Ablehnung von Rechnungen dem Rechnungssteller 
auf elektronischem Weg übermitteln. 

Zur Vereinfachung der Rechnungsbegleichung werden im Zahlungs-
auftrag via UBS Digital Banking einzelne Angaben aus der präsentier-
ten Rechnung vorgängig automatisch erfasst. Der Vertragspartner ist 
verpflichtet, den so vorbereiteten Zahlungsauftrag sorgfältig auf Voll-
ständigkeit und Richtigkeit zu prüfen. Die Verantwortung zur korrek-
ten Erteilung des Zahlungsauftrages liegt allein beim Vertragspartner. 

Ist die Funktion «Rechnungssteller automatisch hinzufügen» aktiviert, 
können die teilnehmenden Rechnungssteller dem Vertragspartner 
umgehend und ohne vorgängige Ankündigung eBill-Rechnun-
gen zustellen. Zudem werden gewisse Daten zum Vertragspartner 
und zum Zugriffsberechtigten (z.B. Profilinformationen wie E-Mail-Ad-
resse und Mobilnummer sowie Unternehmens- oder technische Identi-
fikationsnummer) für Rechnungsteller einsehbar. 

Mit der Funktion «eBill Sharing» können eBill-Rechnungen zur weite-
ren Bearbeitung mit beliebigen anderen eBill-Nutzern («Mitbenut-
zer») geteilt werden. Zudem werden dem Mitbenutzer insbesondere 
folgende Rechte eingeräumt: (i) volle Einsicht in eBill-Rechnungen, 
inkl. Rechnungsdetails mit allenfalls vertraulichen Informationen (z.B. 
Arztrechnung mit Details); (ii) Einsicht in Dauerfreigaben mit den dazu-
gehörenden Informationen (Rechnungssteller, Gültigkeitsdauer, Aus-
führungstag, Limite); (iii) An- und Abmeldung des Vertragspartners für 
eBill-Rechnungen bei Rechnungsstellern. Der Name der Person, die 
eine eBill-Rechnung freigegeben oder abgelehnt hat, ist auch für alle 
Mitbenutzer ersichtlich. 

Der Vertragspartner beauftragt UBS, zwecks Erbringung der Dienstleis-
tung eBill den Status der Bearbeitung der eBill-Rechnung und weitere 
Daten des Vertragspartners und Zugriffsberechtigten (z.B. Vor- und 
Nachname, Geburtsdatum, Adresse, Profilinformationen wie E-Mail-
Adresse und Mobilnummer, Unternehmens- oder technische Identifi-
kationsnummer, Business Case- oder Rechnungs-ID) dem Betreiber 
und, weiteren am eBill-Rechnungssystem teilnehmenden Finanzinsti-
tute, den jeweiligen Rechnungsstellern und seinen Netzwerkpartnern 
sowie gegebenenfalls von diesen beigezogenen Dritten zugänglich zu 
machen. Die Empfänger der Daten können diese gegebenenfalls zu ei-
genen Zwecken bearbeiten. UBS ist ermächtigt, sämtliche Daten im 
Zusammenhang mit der Nutzung von eBill gemäss Ziff. 11 der Basis-
bestimmungen zu bearbeiten. Zusätzliche Vereinbarungen für eBill-
Funktionen können weitere Bestimmungen zur Bearbeitung von Per-
sonendaten enthalten. 

UBS hat keinen Einfluss auf die Rechnungstellung durch teilnehmende 
Rechnungssteller, insbesondere nicht darauf, ob diese eBill-Rechnun-
gen versenden oder den Versand von Rechnungen über bisherige Ka-
näle (z.B. per Post oder E-Mail) ohne vorgängige Ankündigung einstel-
len. Beanstandungen bezüglich eBill-Rechnungen (z.B. Zustellung, In-
halt und Höhe) hat der Vertragspartner mit dem Rechnungssteller zu 
regeln. 

Der Vertragspartner ist für die Archivierung der eBill-Rechnungen ver-
antwortlich. Diese werden nicht bei UBS archiviert. Die dem Vertrags-
partner angezeigten eBill-Rechnungen bleiben nur während ca. 720 
Tagen ab Fälligkeitsdatum über UBS Digital Banking abrufbar. Der 
Vertragspartner nimmt zudem zur Kenntnis, dass eBill-Rechnungen 
den formellen steuerrechtlichen Anforderungen möglicherweise nicht 
genügen (z.B. zur Geltendmachung des Vorsteuerabzugs der Mehr-
wertsteuer durch Gewerbetreibende). 

Der Vertragspartner kann sich von der Dienstleistung eBill abmelden 
oder einzelne Rechnungssteller entfernen. Bereits freigegebene eBill-
Rechnungen bleiben pendent und werden ausgeführt, es sei denn, 
der Vertragspartner hat den Zahlungsauftrag widerrufen oder ge-
ändert. 

Für die Erbringung der Dienstleistung eBill, z.B. Anmeldung am 
eBill-Rechnungssystem, Zustellung und Speicherung von eBill-
Rechnungen als auch Aufbereiten des Zahlungsauftrages (inkl. 
IBAN der selektierten Konten), zieht UBS Dritte bei, welche ih-
rerseits weitere Dienstleister beiziehen können. 

UBS lehnt jegliche Haftung in Zusammenhang mit der Rechnungsstel-
lung ab. UBS übernimmt keine Haftung für Schäden aus Übermitt-
lungsfehlern, technischen Mängeln, Störungen, Betriebsausfällen oder 
rechtswidrigen Eingriffen in Übermittlungsnetze, IT-Systeme des Be-
nutzers oder Betreibers des eBill-Rechnungssystems, Netzwerkpartnern 
oder Rechnungsstellern. Aus technischen Gründen oder wartungsbe-
dingt kann UBS auch keine Gewähr für einen jederzeitig störungs-
freien, ununterbrochenen Zugang zu eBill übernehmen. 
UBS erhält vom Betreiber des eBill-Rechnungssystems monat-
lich Entgelte für Leistungen im Zusammenhang mit der Erbrin-
gung der Dienstleistung eBill. Die Höhe der Entgelte ist abhängig 
von der Anzahl eBill-Rechnungen, die im vorangegangenen Kalender-
jahr insgesamt von allen Marktteilnehmern über die eBill-Infrastruktur 
abgewickelt und bezahlt wurden. Die Entgelte betragen zwischen CHF 
0 und CHF 0.10 für jede über UBS Digital Banking bezahlte eBill-Rech-
nung. Solche Entgelte können bei UBS zu Interessenkonflikten führen. 
UBS hat angemessene organisatorische Massnahmen getroffen, um 
diesbezügliche Risiken, welche aus Interessenkonflikten resultieren, zu 
minimieren. Der Vertragspartner erklärt sich damit einverstanden, dass 
UBS diese Entgelte vollumfänglich einbehält, und verzichtet hiermit 
ausdrücklich auf die Weitergabe dieser Entgelte an ihn. Der Ver-
tragspartner nimmt zur Kenntnis, dass diese Regelung von der vorge-
sehenen Erstattungspflicht gemäss Art. 400 Abs. 1 des Schweizeri-
schen Obligationenrechts oder einer anderen gesetzlichen Vorschrift 
mit ähnlichem Inhalt abweicht. 

21. Technische Schnittstellen 
UBS kann eine Funktion zur Aktivierung technischer Schnittstellen (z.B. 
Application Programming Interfaces bzw. APIs) anbieten. Diese 
Schnittstellen ermöglichen dem Vertragspartner, Software sowie an-
dere technische Lösungen und Dienstleistungen gewisser durch UBS 
unterstützter Drittanbieter («Drittanbieter-Lösung») in Verbindung 
mit UBS Digital Banking zu nutzen. 

Mit Freischaltung der technischen Schnittstelle tauschen der Vertrags-
partner bzw. seine Zugriffsberechtigten mit der Drittanbieter-Lösung 
Daten (inkl. Personendaten) zu den in UBS Digital Banking eingebunde-
nen UBS-Produkten und -Dienstleistungen des Vertragspartners aus, um 
gewisse Schnittstellen-Services zu nutzen. Diese Schnittstellen-Services 
umfassen z.B. (i) die Übermittlung von Konto- und Depotdaten (z.B. 
IBAN, Kontoinhaber, Kontostand und Transaktionen, persönliche Daten 
zum Vertragspartner und zum Zugriffsberechtigten) an die Drittanbieter-
Lösung und (ii) die Entgegennahme von Daten bzw. Instruktionen über 
die Schnittstelle (z.B. Zahlungs- oder Handelsaufträge). Bei UBS über 
die Schnittstelle eingehende Aufträge gelten als vom Vertrags-
partner verfasst und werden ohne weitere Prüfung der Echtheit 
oder Richtigkeit ausgeführt, nachdem diese gemäss den bestehen-
den Berechtigungen in UBS Digital Banking freigegeben wurden. UBS ist 
ermächtigt, den Umfang der durch UBS unterstützten Schnittstellen-Ser-
vices gemäss den Basisbestimmungen zu ändern (vgl. Ziff. 12). 

Der Vertragspartner erklärt sich ausdrücklich damit einverstanden, dass 
die Freischaltung und Nutzung der Schnittstelle durch seine Zugriffsbe-
rechtigten gestützt auf die zugrundeliegenden Vollmachten (z.B. 
«Rechtsverbindliche Unterschriften») erfolgen. Dementsprechend 
gelten solche Zugriffsberechtigte insbesondere als ermächtigt, 
im Rahmen des von UBS unterstützten Schnittstellen-Services (i) 
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den Drittanbieter bzw. die Drittanbieter-Lösung, (ii) den Um-
fang des Schnittstellen-Services (z.B. Übermittlung Kontoinfor-
mationen oder Entgegennahme von Zahlungsaufträgen) und 
(iii) die UBS-Produkte des Vertragspartners (z.B. Konten und De-
pots), die in den Schnittstellen-Service eingebunden werden 
sollen, eigenständig und gegebenenfalls dafür zusätzliche Ver-
einbarungen abzuschliessen (vgl. Ziff. 8). 

Der Datenaustausch erfolgt direkt mit der Drittanbieter-Lösung bzw. 
dem Drittanbieter oder über die Plattform «bLink», sofern diese vom 
Drittanbieter unterstützt wird. Die durch UBS erbrachte Dienstleistung 
beschränkt sich darauf, die Daten des Vertragspartners und/oder Zu-
griffsberechtigten mittels technischer Schnittstelle der Drittanbieter-
Lösung (direkt oder über die Plattform «bLink») zur Verfügung zu stel-
len oder von dieser entgegenzunehmen. Es besteht keine Ende-zu-
Ende-Verschlüsselung («end-to-end encryption»), die technisch 
sicherstellt, dass keine Dritten auf die übermittelten Daten zu-
greifen können. Die Plattform «bLink» und die vom Vertragspartner 
genutzten Drittanbieter-Lösungen sind keine UBS-Produkte oder -
Dienstleistungen, sondern eigenständige durch den Betreiber der 
Plattform «bLink» bzw. den jeweiligen Drittanbieter erbrachte Dienst-
leistungen. Mit Nutzung des Schnittstellen-Services werden die Daten 
des Vertragspartners dem Drittanbieter und gegebenenfalls dem Be-
treiber der Plattform «bLink» zugänglich gemacht und gelangen somit 
auf Systeme, die nicht der Kontrolle von UBS unterstehen und sich 
auch im Ausland befinden können. UBS hat damit insbesondere kei-
nen Einfluss auf die Sicherheit der Drittanbieter-Lösung, darauf, wel-
che Personen über die Drittanbieter-Lösung auf die Daten in UBS Digi-
tal Banking zugreifen bzw. Aufträge an UBS übermitteln können, oder 
ob Daten ins Ausland übermittelt werden. Die Nutzung von Drittan-
bieter-Lösungen liegt in der Verantwortung des Vertragspartners. Die 
Sorgfaltspflichten für IT-Systeme gemäss Ziff. 5 dieser Basisbestim-
mungen gelten namentlich auch bei der Nutzung von Drittanbieter-
Lösungen. Der Vertragspartner akzeptiert die in dieser Ziffer aufge-
führten Risiken und entbindet UBS von jeglicher Haftung für Schäden 
aus der Nutzung der technischen Schnittstelle, der Schnittstellen-Ser-
vices und der Drittanbieter-Lösung, soweit dies das Gesetz erlaubt. 

Der Vertragspartner instruiert UBS zwecks Erbringung des Schnittstel-
len-Services die oben in dieser Ziffer erwähnten Daten (inkl. Personen-
daten) des Vertragspartners und/oder Zugriffsberechtigten dem Dritt-
anbieter und bei Nutzung der Plattform «bLink» dessen Betreiber be-
kannt zu geben. Der Betreiber der Plattform «bLink» bearbeitet diese 
Daten, um den Schnittstellen-Service und damit den Austausch von 
Daten zwischen Drittanbieter und Vertragspartner zu ermöglichen. Er 
kann zur Erfüllung seiner Aufgabe Dritte beiziehen. Der Vertragspart-
ner nimmt zur Kenntnis, dass UBS und die Drittanbieter bezüglich der 
Bearbeitung von Personendaten voneinander unabhängig und eigen-
ständige Verantwortliche sind. UBS ist ermächtigt, sämtliche Daten im 
Zusammenhang mit der Nutzung der Schnittstelle gemäss Ziff. 11 der 
Basisbestimmungen zu bearbeiten. 

UBS kann von den Drittanbietern Entgelte für die Bereitstellung 
der Schnittstelle erhalten. Die Höhe des Entgelts ist abhängig von 
der Art und Häufigkeit der Nutzung der Schnittstelle durch den Dritt-
anbieter und beträgt zwischen CHF 0 und CHF 20 einmalig pro Frei-
schaltung sowie zwischen CHF 0 und CHF 0.15 pro Nutzung der 
Schnittstelle. Solche Entgelte können bei UBS zu Interessenkonflikten 
führen. UBS hat angemessene organisatorische Massnahmen getrof-
fen, um diesbezügliche Risiken, welche aus Interessenkonflikten resul-
tieren, zu minimieren. Der Vertragspartner erklärt sich damit einver-
standen, dass UBS diese Entgelte vollumfänglich einbehält, und ver-
zichtet hiermit ausdrücklich auf die Weitergabe dieser Entgelte 
an ihn. Der Vertragspartner nimmt zur Kenntnis, dass diese Regelung 
von der vorgesehenen Erstattungspflicht gemäss Art. 400 Absatz 1 
des Schweizerischen Obligationenrechts oder einer anderen gesetzli-
chen Vorschrift mit ähnlichem Inhalt abweicht. 

22. Multibanking (EBICS) 
Die Dienstleistung Multibanking («Multibanking») ermöglicht dem 
Vertragspartner, in UBS Digital Banking Daten über den Kommunikati-
onsstandard EBICS (Electronic Banking Internet Communication Stan-
dard) mit von UBS unterstützten Drittbanken («Drittbank») auszutau-
schen. Mit Multibanking können der Vertragspartner bzw. seine Zu-
griffsberechtigten Zahlungsaufträge bzw. Dateien mit Zahlungsaufträ-
gen (gemeinsam «Multibanking-Zahlungsaufträge») zulasten von 
bei Drittbanken geführten Konten («Drittbankkonten») an die Dritt-
banken übermitteln, Kontoinformationen von Drittbanken empfangen 
und sich diese in UBS Digital Banking anzeigen lassen. 

Der Vertragspartner erklärt sich ausdrücklich damit einverstanden, 
dass die Freischaltung und Nutzung von Multibanking in UBS Digital 
Banking durch seine Zugriffsberechtigten gestützt auf die zugrundelie-
genden Vollmachten (z.B. «Rechtsverbindliche Unterschriften») er-
folgt. Dementsprechend gelten solche Zugriffsberechtigte insbe-
sondere als ermächtigt, Drittbankkonten für Multibanking frei-
zuschalten sowie dazu gegebenenfalls zusätzliche Vereinbarun-
gen mit UBS abzuschliessen (vgl. Ziff. 8). Der Vertragspartner ist 
für die Freischaltung und Nutzung von Multibanking durch 
seine Zugriffsberechtigten verantwortlich. 

Die Freischaltung von Drittbankkonten für Multibanking setzt den Ab-
schluss einer EBICS-Vereinbarung zwischen dem Inhaber des Dritt-
bankkontos und der Drittbank («Drittbankvereinbarung») voraus. In 
dieser Drittbankvereinbarung werden üblicherweise die für EBICS frei-
geschalteten Drittbankkonten, Zugriffsberechtigten und deren Zeich-
nungsberechtigungen (z.B. Einzelzeichnungsberechtigung oder kollek-
tive Zeichnungsberechtigung) etc. festgelegt. Der Vertragspartner hat 
die Vorgaben der Drittbank (z.B. Sorgfaltspflichten im Umgang mit Le-
gitimationsmitteln) einzuhalten. 

Bei der Nutzung von Multibanking werden persönliche, auf den Zu-
griffsberechtigten lautende kryptografische Schlüssel generiert und 
eingesetzt («EBICS-Schlüssel»). Der Vertragspartner erklärt sich damit 
einverstanden, dass die EBICS-Schlüssel durch UBS verwaltet und bei 
Nutzung von Multibanking als Legitimationsmittel gegenüber der 
Drittbank eingesetzt werden. UBS behält sich vor, den Einsatz der 
EBICS-Schlüssel bestätigen zu lassen (z.B. mittels UBS Mobile Banking 
App oder UBS Access App). 

Der Vertragspartner ist dafür verantwortlich, Multibanking-Zahlungs-
aufträge in einer von der Drittbank unterstützten und akzeptierten 
Form (insbesondere Format und Auftragsart) zu übermitteln. Multiba-
nking-Zahlungsaufträge werden ohne weitere Prüfung seitens UBS an 
die Drittbank übermittelt. Die Zeichnungsberechtigungen für die Frei-
gabe von Multibanking-Zahlungsaufträgen richten sich nach der Dritt-
bankvereinbarung. UBS hat keinen Einfluss auf die Freigabe, Prü-
fung und Ausführung von Multibanking-Zahlungsaufträgen 
durch die Drittbank und übernimmt diesbezüglich keine Ge-
währ oder Haftung. Es obliegt dem Vertragspartner bzw. dem Inha-
ber des Drittbankkontos, die Transaktionen auf den Drittbankkonten, 
insbesondere die korrekte Ausführung von Multibanking-Zahlungsauf-
trägen, zu prüfen. 

UBS kann nur Kontoinformationen anzeigen, die in einer von UBS un-
terstützten Form empfangen werden (insbesondere Format und Auf-
tragsart). Die Frequenz und der Inhalt der Lieferung der Kontoinforma-
tionen durch die Drittbank richten sich nach der Drittbankvereinba-
rung. UBS hat insbesondere keinen Einfluss auf die Aktualität, die 
Richtigkeit und den Inhalt der empfangenen Kontoinformationen. 

Beanstandungen zur Ausführung von Multibanking-Zahlungsaufträ-
gen und zur Übermittlung von Kontoinformationen sind an die Dritt-
bank zu richten. 

Es dürfen nur solche Drittbankkonten für Multibanking freige-
schaltet sein, die der beruflichen oder gewerblichen Tätigkeit 
des Vertragspartners zuzurechnen sind. Der Vertragspartner ist 
für die Einhaltung der auf die Drittbankkonten anwendbaren 
gesetzlichen und regulatorischen Bestimmungen verantwort-
lich. Auf Verlangen hat der Vertragspartner UBS unverzüglich 
und uneingeschränkt alle Auskünfte und Unterlagen zur Verfü-
gung zu stellen, die zur Überprüfung der Einhaltung der oben 
erwähnten Anforderungen dienlich sind. 

Die von UBS im Rahmen von Multibanking erbrachte Dienstleistung 
beschränkt sich darauf, das Erfassen und Übermitteln von Multiban-
king-Zahlungsaufträgen an Drittbanken sowie das Entgegennehmen 
und Anzeigen von Kontoinformationen von Drittbanken zu ermögli-
chen. UBS schliesst die Haftung im Zusammenhang mit der Dienstleis-
tung Multibanking soweit gesetzlich zulässig aus. Dies gilt insbeson-
dere auch für Multibanking-Zahlungsaufträge, die aus einem nicht 
von UBS zu vertretenden Grund nicht an die Drittbank übermittelt 
oder von dieser falsch, verspätet oder gar nicht ausgeführt werden. 
Der Vertragspartner hält UBS vollumfänglich schadlos für sämt-
liche Schäden und Forderungen von Dritten, die UBS im Zusam-
menhang mit der Nutzung von Multibanking durch den Ver-
tragspartner bzw. dessen Zugriffsberechtigte entstehen bzw. 
gegen UBS geltend gemacht werden, insbesondere auch für 
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Ansprüche, die vom Inhaber eines Drittbankkontos geltend ge-
macht werden. 

UBS bearbeitet alle Daten (inkl. Personendaten), die der Vertragspart-
ner zur Verfügung stellt (z.B. Drittbankkontonummer, Zahlungsauf-
traggeber und -empfänger), zum Zweck der Erbringung der Dienst-
leistung Multibanking. UBS ist ermächtigt, sämtliche Daten im Zusam-
menhang mit der Nutzung von Multibanking gemäss Ziff. 11 dieser 
Basisbestimmungen zu bearbeiten. Der Vertragspartner bestätigt, 
dass er Dritte (z.B. Drittbankkontoinhaber), deren Daten im Rahmen 
von Multibanking UBS zugänglich gemacht werden, vorgängig 
rechtsgenügend über die vorgenannte Datenbearbeitung informiert 
hat bzw. alle notwendigen Einwilligungen eingeholt hat. Der Ver-

tragspartner weist diese Information bzw. Einwilligungen auf Verlan-
gen von UBS nach. Er ist zudem damit einverstanden, dass UBS sämt-
liche verfügbaren Informationen zu seinen Drittbankbeziehungen und 
Drittbankkonten zur Erfüllung gesetzlicher oder regulatorischer Aus-
kunftspflichten sowie zur Wahrung berechtigter Interessen offenle-
gen darf. Dies gilt beispielsweise für an eine Drittbank übermittelte 
Multibanking-Zahlungsaufträge und von einer Drittbank empfangene 
Kontoinformationen, bei welchen die zur Anwendung gelangenden 
gesetzlichen Bestimmungen eine Offenlegung erfordern, z.B. gegen-
über Behörden. 
Die Preise für Multibanking richten sich nach jederzeit einsehbaren 
und in geeigneter Weise bekannt gemachten Listen/Produktemerk-
blättern (vgl. Ziff. 10). 
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Besondere Bestimmungen zur Nutzung der Dienstleistung 
«Benachrichtigungen» 
1. Mit der Dienstleistung «Benachrichtigungen» werden Sie per 
SMS oder E-Mail über von Ihnen ausgewählte Ereignisse informiert. 
Dazu aktivieren Sie die entsprechenden Ereignisse, über die Sie infor-
miert werden möchten. Die Benachrichtigung erfolgt bei Eintreten des 
Ereignisses an die angegebene(n) E-Mail-Adresse(n) oder Telefonnum-
mer(n) des Empfängers. 

Die Konten und Depots sowie gegebenenfalls weitere Produkte oder 
Dienstleistungen, von denen Sie Benachrichtigungen erhalten möch-
ten, müssen in der UBS Digital Banking-Vereinbarung eingeschlossen 
sein. Es liegt in Ihrer Verantwortung die benötigten Angaben aktuell 
zu halten. 

2. Die Nutzung der Dienstleistung «Benachrichtigungen» ist u.a. 
aufgrund der Kommunikation über einen unverschlüsselten Kommuni-
kationskanal mit Risiken verbunden, insbesondere: 

– fehlende Vertraulichkeit und bei Datenübermittlung ins Aus-
land das Fehlen eines angemessenes Datenschutzniveaus im 
betreffenden Staat; 

– Veränderungen bzw. Verfälschungen von Informationen (z.B. 
Vortäuschen falscher Informationen); 

– Systemunterbrüche und andere Übermittlungsstörungen, die 
Verzögerungen, Verstümmelungen, Fehlleitungen oder Lö-
schungen von Informationen verursachen können; 

– Missbrauch mit Schädigungsfolge durch das Abfangen von In-
formationen durch Dritte; 

– Abfrage der Informationen bei Verlust des Geräts. 
Zudem nehmen Sie zur Kenntnis, dass die von UBS bereitgestellten In-
formationen als vorläufig und unverbindlich gelten. Vergleiche 
dazu auch die Ziffern 6 (Risiken) sowie 7 (Informationen von Automa-
ten, Terminals, Bildschirmen oder anderen EDV-Systemen) der «Basis-
bestimmungen für UBS Digital Banking (E-Banking und Mobile Ban-
king für Firmen, Körperschaften und sonstige Institutionen)» («Basis-
bestimmungen»). 

3. Sie kennen und akzeptieren die Risiken im Zusammenhang 
mit der Dienstleistung «Benachrichtigungen», namentlich auch das 
Risiko der Offenlegung der Bankbeziehung und der Bankkun-
deninformationen gegenüber Dritten, und entbinden UBS von 
jeglicher Haftung für Schäden aus der Nutzung der Dienstleis-
tung «Benachrichtigungen», soweit dies das Gesetz erlaubt. 
Jede weitergehende Gewährleistung und Haftung für Aktuali-
tät, Richtigkeit und Vollständigkeit der Informationen schliesst UBS 
aus. 

4. UBS ist berechtigt, den Umfang dieser Dienstleistung jederzeit 
ohne vorgängige Anzeige zu ändern oder diese ganz einzustellen. 
Vergleiche dazu auch die Ziffern 9 (Länderspezifische Schranken, aus-
ländische Import- und Exportbeschränkungen) sowie 12 (Änderungen 
der Bestimmungen und Funktionen) der Basisbestimmungen. 

5. Die Dienstleistung «Benachrichtigungen» erbringt UBS kos-
tenlos, behält sich jedoch vor, für diese Dienstleistung zu einem spä-
teren Zeitpunkt eine Entschädigung/Gebühr einzuführen. 
Für den Empfang von SMS sowie den Datentransfer über das Internet 
(inkl. Roaming) gelten die Gebühren gemäss dem Vertrag mit Ihrem 
jeweiligen Netzbetreiber. Informieren Sie sich bitte über die anfallen-
den Kosten beim jeweiligen Netzbetreiber. 

6. Art. 15 (Profilbildung und Marketing) der Allgemeinen Ge-
schäftsbedingungen gilt auch für im Rahmen der Dienstleistung «Be-
nachrichtigungen» erlangte Daten. UBS räumt dem Kunden die Mög-
lichkeit ein, den Versand entsprechender SMS bzw. E-Mails zu 
unterbinden. 

7. Im Übrigen gelten sowohl die auf der jeweiligen Webseite 
enthaltenen Nutzungsbedingungen und Datenschutzerklärung als 
auch die «Länderspezifischen rechtlichen Hinweise und Restriktio-
nen» sowie die übrigen, seitenspezifischen Informationen und Hin-
weise. Lesen Sie diese bitte sorgfältig durch. 
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Ausgabe September 2024 

Bedingungen für die Nutzung der UBS Debitkarten 
(UBS Visa Debit, UBS Mastercard Debit sowie UBS Kundenkarte mit PIN-Code) 

1. Karteneinsatz 
Die UBS Debitkarten sind mit einem PIN-Code versehen und 
ermöglichen 

– den Bargeldbezug am UBS-Schalter und an den entsprechend 
gekennzeichneten Bancomaten im Inland; 

– die Bargeldeinzahlung am UBS-Schalter und an den entspre-
chend gekennzeichneten Bancomaten im Inland; 

– die Abfrage von Konto- und Depotinformationen am UBS-
Schalter, am UBS Bancomat, am UBS Multimat und an ent-
sprechend gekennzeichneten Bancomaten im Inland; 

– die Erteilung von Zahlungsaufträgen am UBS-Schalter und am 
UBS Multimat. 

Die UBS Visa Debit und UBS Mastercard Debit können zusätzlich 
für folgende Funktionen eingesetzt werden: 

– den Bargeldbezug an Schaltern und Bancomaten im Ausland; 
– das Bezahlen von Waren und Dienstleistungen im In- und Aus-

land; entweder vor Ort bei mit entsprechenden Geräten ausge-
rüsteten Akzeptanzstellen, im Internet, am Telefon oder auf 
dem Korrespondenzweg (Distanzzahlung); 

– als Zahlungsgarantie für Reservationen (z.B. Hotel) und Eventu-
alforderungen (z.B. Fahrzeugmiete). 

Für die Verwendung der UBS Debitkarten für Distanzzahlungen ist ein 
separater Zugang zu UBS Digital Banking erforderlich. Hierfür gelten 
die separaten «Basisbestimmungen für UBS Digital Banking». 
Der Einsatz der Karten für illegale Zwecke ist verboten. Die 
Einsatzmöglichkeiten der Karten können von UBS jederzeit 
angepasst werden. 

2. Kontobeziehung 
Die UBS Debitkarte ermöglicht den Zugriff auf das Konto, auf das sie 
ausgestellt ist. Am UBS-Schalter, UBS Bancomat, UBS Multimat und an 
entsprechend gekennzeichneten Bancomaten kann in der Regel zu-
sätzlich auf alle übrigen Konten zugegriffen werden, die gegenwärtig 
und zukünftig unter der gleichen Bankbeziehung geführt werden (ge-
meinsam «Konto»). 

3. Kartenberechtigter¹ 
Kartenberechtigte können Kontoinhaber, Kontobevollmächtigte oder 
vom Kontoinhaber bezeichnete Personen («Kartenberechtigte») sein. 
Die UBS Debitkarte lautet jeweils auf den Namen des Kartenberechtig-
ten. Jede ausgestellte UBS Debitkarte bleibt Eigentum von UBS Swit-
zerland AG («UBS»). Die beantragte UBS Debitkarte kann auch aus-
schliesslich virtuell ausgestellt und in einer von UBS definierten Umge-
bung oder auf eine mit UBS vereinbarte Weise angezeigt werden. 
Der Kontoinhaber ist verantwortlich, dass alle übrigen Kartenberech-
tigten von Änderungen der vorliegenden Bedingungen und weiterer 
Bestimmungen zur Nutzung der UBS Debitkarte Kenntnis erhalten. 

4. Legitimation 
Jede Person, die sich durch 

– den Einsatz der UBS Debitkarte und Eingabe des 
dazugehörenden PIN-Codes in ein hierfür eingerichtetes 
Gerät, 

– blossen Einsatz der UBS Debitkarte (z.B. in Parkhäusern, 
bei Autobahnzahlstellen oder bei kontaktlosem Bezahlen), 

– Unterzeichnen des Transaktionsbelegs oder 
– Angabe des auf der Karte aufgeführten Namens, der 

Kartennummer, des Verfalldatums und (falls verlangt) des 
dreistelligen Sicherheitscodes (CVV, CVC) oder gemäss 
einer anderen von UBS vorgegebenen Weise (z.B. durch 
Freigabe mittels UBS Access App) 

legitimiert, gilt als berechtigt, die Transaktion mit dieser UBS 
Debitkarte zu tätigen; dies gilt auch dann, wenn es sich bei 
dieser Person nicht um den tatsächlichen Kartenberechtigten 
handelt. Dementsprechend ist UBS berechtigt, den Betrag der 
so getätigten und elektronisch registrierten Transaktion dem 
entsprechenden Konto zu belasten. Die Risiken aus der 
missbräuchlichen Verwendung der UBS Debitkarte liegen 
somit grundsätzlich beim Kontoinhaber. Gleiches gilt auch bei 

Bezahlung von Waren oder Dienstleistungen über andere als die 
unter Ziffer 1 genannten Kanäle (z.B. mobile Zahlungslösungen) 
oder einer anderen von UBS vorgegebenen oder mit UBS verein-
barten Weise. 
Darüber hinaus können im Rahmen der Tokenisierungs-Technologie 
die Kartennummer und das Verfalldatum der UBS Debitkarte durch 
einen Token ersetzt werden, der für die Abwicklung der Zahlung ver-
wendet werden kann. 

5. Vollmachtsbestimmungen 
Der Kundenberater ist jederzeit berechtigt, den Inhaber einer UBS De-
bitkarte am UBS-Schalter anstatt mittels PIN-Code anhand der Unter-
schrift und/oder des Ausweises zu identifizieren. In diesem Fall ist aus-
schliesslich die auf dem Vollmachtsdokument bei UBS getroffene 
Zeichnungsberechtigung massgebend. 
Die Streichung der Zeichnungsberechtigung eines Bevollmäch-
tigten auf dem Vollmachtsdokument bei UBS führt nicht auto-
matisch zur Ungültigkeit der entsprechenden UBS Debitkarte. 
Ebenso bewirkt der Tod oder der Verlust der Handlungsfähig-
keit des Kartenberechtigten nicht automatisch, dass die erteil-
ten Vollmachten erlöschen beziehungsweise dass der Einsatz 
der UBS Debitkarte mit PIN-Code ungültig wird. Vielmehr be-
darf es in jedem Fall der ausdrücklichen Anordnung einer Sper-
rung der UBS Debitkarte durch den Kontoinhaber. 

6. Preise und Gebühren 
Für die Ausgabe und Bewirtschaftung der UBS Debitkarte sowie für 
die Abwicklung der damit getätigten Transaktionen kann UBS Preise 
und Gebühren erheben. Diese richten sich nach jederzeit einsehbaren 
Listen und Produktemerkblättern. Änderungen der Preise und Gebüh-
ren sind jederzeit aufgrund veränderter Marktverhältnisse beziehungs-
weise Kosten durch Anpassung der Listen und Produktemerkblätter 
möglich. Sie werden in geeigneter Weise bekannt gegeben. Mit Be-
kanntgabe kann der Kartenberechtigte im Widerspruchsfall die UBS 
Debitkarte umgehend kündigen. 
Bei Transaktionen mit der UBS Debitkarte erhält UBS als Kartenheraus-
geberin vom Acquirer (Unternehmen, das mit Akzeptanzstellen Ver-
träge für die Akzeptanz von Debitkarten als Zahlungsmittel abschlie-
sst) unter Umständen eine sogenannte Interchange-Gebühr. Die In-
terchange-Gebühr dient mitunter der Deckung der laufenden Kosten, 
insbesondere der Kosten für die Transaktionsverarbeitung und der 
Kosten im Zusammenhang mit den Risiken der Kreditgewährung, so-
weit diese nicht bereits durch Preise und Gebühren gemäss Listen und 
Produktemerkblättern gedeckt sind. Die Interchange-Gebühr kann 
unter ubs.com/debitkarten eingesehen oder beim Kundendienst er-
fragt werden. Überdies kann UBS von Dritten (z.B. internationalen 
Zahlungssystemen) Beiträge zur Verkaufsförderung erhalten. 

7. Sorgfaltspflichten 
Der Kartenberechtigte hat insbesondere folgende Sorgfaltspflichten zu 
erfüllen: 

a) Unterzeichnung 
Sofern die UBS Debitkarte ein Unterschriftenfeld aufweist, ist 
diese vom Kartenberechtigten bei Erhalt sofort an der dafür 
vorgesehenen Stelle zu unterzeichnen 

b) Aufbewahrung und Weitergabe der UBS Debitkarte 
Die UBS Debitkarte ist besonders sorgfältig aufzubewahren, 
um zu verhindern, dass sie abhandenkommt und missbräuch-
lich genutzt wird. Der Kartenberechtigte muss immer wissen, 
wo sich seine UBS Debitkarte befindet, und regelmässig kont-
rollieren, ob sie noch in seinem Besitz ist. Die UBS Debitkarte 
darf weder an Dritte ausgehändigt noch in einer ande-
ren Weise zugänglich gemacht werden. 

c) Verwendung des PIN-Codes 
Nach Erhalt kann der PIN-Code, der in einem separaten, ver-
schlossenen Umschlag zugestellt wird, vom Kartenberechtigten 
geändert werden, wobei er nicht leicht ermittelbar sein darf 
(keine Telefonnummern, Geburtsdaten, Autokennzeichen 
usw.). Der Kartenberechtigte hat dafür Sorge zu tragen, 

¹ Die Einzahl umfasst auch die Mehrzahl, die männliche Form auch die weibliche. 
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dass keine andere Person Kenntnis von seinem PIN-Code 
erlangt. Insbesondere darf der PIN-Code nicht versandt, 
weitergegeben oder in einer anderen Weise zugänglich 
gemacht werden (z.B. durch ungeschützte Eingabe des 
PIN-Codes an Akzeptanzstellen oder Bancomaten). Der 
PIN-Code darf weder mit der UBS Debitkarte aufbewahrt, noch 
elektronisch gespeichert werden (auch nicht in abgeänderter 
Form). Besteht Grund zur Annahme, dass eine andere Person 
Kenntnis vom PIN-Code hat, ist dieser vom Kartenberechtigten 
umgehend zu ändern. 

d) Kontrollpflicht und Meldung bei Unstimmigkeiten 
Die Kontoauszüge sind sofort nach Erhalt zu prüfen. Allfällige 
Unstimmigkeiten, insbesondere Belastungen aufgrund miss-
bräuchlicher Verwendung der UBS Debitkarte, müssen UBS so-
fort gemeldet und innerhalb von 30 Tagen nach Erhalt des 
Kontoauszugs schriftlich an die Adresse von UBS beanstandet 
werden. Erfolgt die Beanstandung nicht rechtzeitig, kann das 
dazu führen, dass der Kartenberechtigte die ihm obliegende 
Schadensminderungspflicht verletzt und er für den hieraus ent-
stehenden Schaden aufzukommen hat. Das Formular «Scha-
denanzeige UBS Debitkarte» ist innerhalb von 10 Tagen nach 
Erhalt ausgefüllt und unterzeichnet an UBS zurückzusenden. 

e) Sperrung und Kündigung der Karte 
Verfallene, gekündigte oder gesperrte Karten sind sofort un-
aufgefordert unbrauchbar zu machen. Im Falle einer Sper-
rung oder Kündigung der Karte ist der Kartenberechtigte ver-
pflichtet, sämtliche Anbieter von mobilen Zahlungslösungen 
und Akzeptanzstellen zu informieren, bei denen die Karte für 
wiederkehrende Dienstleistungen oder vorgängig genehmigte 
Zahlungen (z.B. Onlinedienste, Abonnemente, Mitgliedschaf-
ten oder Ticket-Apps) oder für Buchungen und Reservierungen 
(z.B. für Mietwagen, Hotelübernachtungen) als Zahlungsmittel 
angegeben beziehungsweise hinterlegt wurde. 

f) Meldung bei Verlust und Anzeigeerstattung 
Sowohl bei Verlust, Diebstahl, Einzug an einem Automa-
ten oder Missbrauch als auch bei Verdacht darauf muss 
der Kartenberechtigte dies sofort (ungeachtet einer allfälligen 
Zeitverschiebung) der von UBS bezeichneten Stelle melden. 
Zudem hat er bei Verdacht auf strafbare Handlungen umge-
hend bei der Polizei Anzeige zu erstatten und nach bestem 
Wissen zur Aufklärung des Falls und zur Minderung des Scha-
dens beizutragen. 

8. Verantwortlichkeit und Haftung 
Unter der Voraussetzung, dass der Kartenberechtigte den Nachweis 
erbringen kann, dass er die «Bedingungen für die Nutzung der UBS 
Debitkarten» in allen Teilen eingehalten hat (insbesondere die Sorg-
faltspflichten gemäss Ziffer 7) und ihn auch sonst in keiner Weise ein 
Verschulden trifft, übernimmt UBS Schäden, die dem Kontoinhaber 
aus missbräuchlicher Verwendung der UBS Debitkarte durch Dritte 
entstanden sind. Darunter fallen auch Schäden infolge Fälschung oder 
Verfälschung der UBS Debitkarte. Nicht als Dritte gelten dem Karten-
berechtigten nahestehende, verwandtschaftlich oder anderweitig mit 
ihm verbundene Personen, z.B. Lebenspartner, Bevollmächtigte sowie 
im gleichen Haushalt lebende Personen. 
Schäden, für die eine Versicherung aufzukommen hat, sowie allfällige 
Folgeschäden jeglicher Art werden von UBS nicht übernommen. Aus 
technischen Störungen und Betriebsausfällen, die den Einsatz der UBS 
Debitkarte verunmöglichen, entstehen dem Kartenberechtigten keine 
Ansprüche auf Schadenersatz. 
UBS übernimmt keinerlei Gewähr für Richtigkeit und Vollständigkeit 
von Informationen und Mitteilungen, die über Automaten, Terminals, 
Bildschirme oder andere EDV-Systeme abgefragt werden können; ins-
besondere Mitteilungen über Konten und Depots (Saldo, Auszüge, 
Transaktionen usw.) gelten als vorläufig und unverbindlich, es sei 
denn, sie würden ausdrücklich als verbindlich bezeichnet. 

9. Kartenlimiten, Einsatzbeschränkungen und 
Kartenfunktionalitäten 

UBS legt für jede UBS Debitkarte eine Tages- und Monatslimite fest 
und teilt diese dem Kontoinhaber mit. Die UBS Debitkarte darf nur 
verwendet werden, wenn auf dem Konto genügend Mittel (Guthaben 
oder Kreditlimite) vorhanden sind. 
In UBS Digital Banking ermöglicht UBS dem Kartenberechtigten die Er-
teilung von Instruktionen und das Aktivieren oder Deaktivieren von 
Funktionalitäten der Debitkarte (z.B. sperren, online einkaufen, kontakt-
los bezahlen). Transaktionen können von UBS zurückgewiesen werden, 
falls nicht genügend Kontoguthaben vorhanden ist beziehungsweise 

keine Kreditlimite eingeräumt wurde. Dies gilt auch, wenn Rückzugsli-
miten des zu belastenden Kontos beziehungsweise der UBS Debitkarte 
überschritten werden oder wenn die entsprechende Funktion ausge-
schaltet ist. UBS ist jedoch berechtigt, Transaktionen zu autorisieren, 
selbst wenn kein Kontoguthaben vorhanden ist, eine eingeräumte 
Kreditlimite überschritten wird oder die Funktion deaktiviert ist. 

10. Belastungsrecht von UBS 
UBS ist berechtigt, sämtliche Beträge aus dem Einsatz der UBS Debit-
karte (vgl. Ziffer 4) und sämtliche Preise und Gebühren (vgl. Ziffer 6) 
dem entsprechenden Konto zu belasten. 
Das Belastungsrecht von UBS bleibt auch bei Streitigkeiten des Karten-
berechtigten mit Dritten (z.B. Akzeptanzstellen) uneingeschränkt be-
stehen. Allfällige Streitigkeiten bezüglich Unstimmigkeiten und Bean-
standungen von Waren oder Dienstleistungen sowie Ansprüche dar-
aus sind vom Kartenberechtigten direkt mit der jeweiligen Akzeptanz-
stelle zu regeln. Bei Warenrückgaben muss von der Akzeptanzstelle 
eine Gutschrifts- und bei Annullierungen eine Annullierungsbestäti-
gung verlangt werden. 
UBS kann dem Kontoinhaber trotz Sperrung oder Kündigung der 
Karte sämtliche Beträge aus wiederkehrenden Dienstleistungen (vgl. 
Ziffer 7 lit. e) belasten. 
Beträge in Fremdwährungen werden in die Währung des Kontos um-
gerechnet. Die zur Anwendung gelangenden Kurse können jederzeit 
den Listen und Produktemerkblättern entnommen werden. Der Devi-
senkurs beinhaltet zudem einen Aufschlag. Der Aufschlag bei Verwen-
dung des UBS-Devisenkurses kann unter ubs.com/debitkarten eingese-
hen und beim Kundendienst erfragt werden. 

11. Transaktionsbeleg 
Der Kartenberechtigte erhält bei Bargeldbezügen mit der UBS Debit-
karte an den meisten Bancomaten auf Verlangen und bei Bezahlung 
von Waren und Dienstleistungen mit der UBS Visa Debit oder UBS 
Mastercard Debit automatisch oder auf Verlangen einen Transaktions-
beleg. Dieser gilt als Belastungsanzeige. 
Bei Bargeldeinzahlungen an entsprechend gekennzeichneten Banco-
maten wird der vom Bancomaten erkannte und von der einzahlenden 
Person über den Bancomaten bestätigte Betrag dem ausgewählten 
Konto gutgeschrieben. Der bei der Bargeldeinzahlung vom Bancoma-
ten erhältliche Transaktionsbeleg gilt als Gutschriftsanzeige. 

12. Kartenerneuerung 
Die UBS Debitkarte ist bis zum Ende des auf ihr angegebenen Datums 
gültig. Bei ordentlicher Geschäftsabwicklung und ohne ausdrücklichen 
Verzicht des Kartenberechtigten wird die UBS Debitkarte vor Ende des 
auf ihr angegebenen Datums automatisch durch eine neue ersetzt. 
Wünscht sie der Kartenberechtigte nicht zu erneuern, ist dies UBS 
mindestens zwei Monate vor Kartenverfall schriftlich mitzuteilen. 

13. Sperrung und Kündigung 
Der Kartenberechtigte und UBS können jederzeit und ohne Angabe von 
Gründen die Kartensperrung oder die Kündigung des Vertragsverhält-
nisses veranlassen. UBS sperrt die UBS Debitkarte insbesondere dann, 
wenn es der Kartenberechtigte ausdrücklich verlangt und er den Verlust 
oder Missbrauch der UBS Debitkarte und/oder des PIN-Codes meldet. 
Die Sperrung kann nur bei der von UBS bezeichneten Stelle verlangt 
werden und wird bei UBS nur mit schriftlichem Einverständnis des Kon-
toinhabers wieder aufgehoben. Dem gleichzusetzen ist die Aufhebung 
der Sperrung durch einen Kartenberechtigen via UBS Digital Banking. 
UBS bleibt trotz Kündigung berechtigt, dem Konto sämtliche Beträge 
zu belasten, welche auf Karteneinsätze vor Wirksamwerden der Sper-
rung innert geschäftsüblicher Frist oder vor der effektiven Rückgabe 
der UBS Debitkarte (Eingang bei UBS) zurückzuführen sind. 
Ebenso ist UBS ermächtigt, zu kündigen, sobald die betreffende UBS 
Debitkarte während einer Zeitspanne von mehr als zwei Jahren nicht 
mehr benutzt wurde. 
Bei Kündigung der UBS Debitkarte entsteht kein Anspruch auf Rücker-
stattung der Monatsgebühr. 

14. Beschaffung, Bearbeitung und Weitergabe von Daten 
sowie Beizug Dritter 

Der Kartenberechtigte ermächtigt UBS, sämtliche im Zusammenhang 
mit der Nutzung von UBS Debitkarten erlangten Informationen (z.B. 
Karten- und Transaktionsreferenznummer, Transaktionsbetrag und 
-datum, Informationen über die Akzeptanzstelle) zu bearbeiten, so-
weit dies für die Erbringung von Dienstleistungen im Rahmen dieser 
Vereinbarung erforderlich ist. 
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Der Kartenberechtigte akzeptiert, dass UBS zur Erfüllung ihrer Auf-
gaben gemäss dieser Vereinbarung Dritte innerhalb der Schweiz 
oder im Ausland beiziehen darf. Insbesondere ist er damit einver-
standen, dass die von UBS für die Abwicklung des UBS-Kartenge-
schäfts Beauftragten sowie deren Vertragsunternehmen (z.B. zwecks 
Kartenpersonalisierung) von seinen Daten soweit Kenntnis erhalten, als 
dies zur sorgfältigen Erfüllung der zugewiesenen Aufgaben erforderlich 
ist. Insoweit entbindet der Kartenberechtigte UBS vom Bankkundenge-
heimnis und, sofern gesetzlich zulässig, des Datenschutzes. 
Die «Allgemeinen Geschäftsbedingungen», insbesondere Ziffer 15 
«Profilbildung und Marketing», gelten auch für die im Rahmen von 
UBS Digital Banking erlangten Daten. 
UBS versendet die Debitkarte und den PIN-Code entweder per Post 
oder per Kurier. Sollte sich UBS für einen Kurierversand entscheiden, 
so ist UBS vom Kartenberechtigten ermächtigt, sämtliche im Zusam-
menhang mit Kuriersendungen erfassten Daten (z.B. die Absender-
und Empfängerdaten der Sendung sowie die Mobilnummer) an einen 
Drittanbieter für Kurierdienste zu übergeben. Hinsichtlich dieser Daten 
gelten die jeweiligen Datenschutzbestimmungen und -erklärungen der 
Drittanbieter. Der Standort der Datenverarbeitung kann vom Ab-
gangs- oder Zielland der Sendung abweichen. 
Der Kartenberechtigte bestätigt, dass er Dritte (z.B. Konto-Mitinhaber 
oder Konto-Bevollmächtigte), deren Daten UBS im Rahmen dieser Ver-
einbarung zugänglich gemacht werden, vorgängig rechtsgenügend 
über die vorgenannte Datenbearbeitung informiert hat beziehungs-
weise alle notwendigen Einwilligungen eingeholt hat. Der Kartenbe-
rechtigte legt diese Information beziehungsweise Einwilligungen auf 
Verlangen von UBS offen. 
UBS ist befugt, alle Ansprüche gegenüber dem Kartenberechtigten je-
derzeit an Dritte abzutreten. Der Kartenberechtigte ist damit einver-
standen, dass die Kartendaten von UBS zur Erfüllung gesetzlicher oder 
regulatorischer Auskunftspflichten sowie zur Wahrung berechtigter In-
teressen (z.B. im Rahmen eines Rückforderungsverfahrens) im In- und 
Ausland offengelegt werden dürfen. 

15. Transaktionsabwicklung und Betrugsprävention 
Durch den Einsatz der UBS Debitkarte erlangen die nationalen oder in-
ternationalen Zahlungssysteme (z.B. Visa und Mastercard) und deren 
Vertragsunternehmen, die mit der Verarbeitung von Kartentransaktio-
nen beauftragt sind, Kenntnis der jeweiligen Transaktionsdaten (insbe-
sondere Karten- und Transaktionsreferenznummer, Transaktions- und 
Fakturabetrag, Verbuchungs- und Fakturadatum sowie Informationen 
über die Akzeptanzstelle). In gewissen Fällen (z.B. Kauf eines Flugti-
ckets, Hotelrechnungen, Miete eines Motorfahrzeugs) erlangen sie 
auch Kenntnis von weiteren Daten z.B. Namen des Kartenberechtigten 
oder der Person, für welche die Transaktion getätigt wurde. Der Karten-
berechtigte akzeptiert, dass auch Akzeptanzstellen in der Schweiz 
Transaktionsdaten über die weltweiten Netze von Visa oder 
Mastercard an die Kartenherausgeberin UBS beziehungsweise 
an die mit der Abwicklung beauftragten Dritte weiterleiten. 
Es wird darauf hingewiesen, dass sich das schweizerische Recht (z.B. 
Datenschutz) allein auf schweizerisches Territorium beschränkt und 
somit alle ins Ausland gelangenden Daten keinen Schutz nach 
schweizerischem Recht mehr geniessen. Für im Ausland bearbei-
tete Daten wird UBS in diesem Umfang von der Pflicht zur 
Wahrung des Bankkundengeheimnisses und des Datenschutzes 
entbunden. 
Die an die nationalen oder internationalen Zahlungssysteme übermit-
telten oder ihnen zugegangenen Daten können von ihnen zu eige-
nen Zwecken und gemäss eigenen Datenschutzvorschriften (vgl. visa. 
com und mastercard.com) im In- und Ausland (auch in Ländern, die 
allenfalls über keinen adäquaten Datenschutz verfügen), bearbeitet 
werden. 

Bei Distanzzahlungen via Internet kann die Akzeptanzstelle zudem 
Daten wie Kartennummer, Zeitpunkt des Einkaufs, Transaktionsbe-
trag, Namen und Vornamen, Telefonnummer und E-Mail-Adresse, 
Rechnungs- und Lieferadresse des Käufers oder Dienstleistungsbezü-
gers sowie die Device-ID und die IP-Adresse, von welcher die Zahlung 
ausgelöst wurde, über die weltweiten Netze von Visa oder Mastercard 
an UBS respektive an die mit der Abwicklung beauftragten Dritte im 
In- und Ausland weiterleiten. UBS sowie von UBS im In- und Aus-
land beauftragte Dritte sind ermächtigt, diese Daten zum 
Zweck der Genehmigung einer Transaktion sowie für die Ana-
lyse von Betrugsmustern zu bearbeiten, zu kombinieren, zu 
speichern und zu nutzen und daraus Profile zu erstellen. 
UBS ist weiter ermächtigt, dem Kartenberechtigten Sicherheitsnach-
richten (z.B. Betrugswarnungen) an die von ihm bekannt gegebene 
Mobilnummer zu senden, wodurch Dritte wie Netz- und Dienstbetrei-
ber allenfalls auf eine Bankbeziehung schliessen sowie an Bankkun-
deninformationen gelangen können. 

16. Aktualisierungs-Services 
Die internationalen Zahlungssysteme bieten Aktualisierungs-Services an. 
Diese dienen dazu, teilnehmenden Akzeptanzstellen und Anbietern von 
mobilen Zahlungslösungen die Aktualisierung des Verfalldatums der 
Karte zuzustellen. Dies, um z.B. Zahlungen für wiederkehrende Dienst-
leistungen und mit mobilen Zahlungslösungen oder vorgängig geneh-
migte Zahlungen (z.B. für Onlinedienste, Abonnemente oder Ticket-
Apps) auch nach einer Aktualisierung des Verfalldatums der Karte auto-
matisch zu ermöglichen. Der Kartenberechtigte ist damit einver-
standen, dass UBS die Kartennummer und das Verfalldatum sei-
ner Karte zum Zweck der Durchführung von Aktualisierungs-Ser-
vices sowie weiteren unter ubs.com/debitkarten aufgeführten 
Zwecken an die internationalen Zahlungssysteme übermittelt. 
Die internationalen Zahlungssysteme sind berechtigt, weitere Auftrags-
datenbearbeiter beizuziehen. Die internationalen Zahlungssysteme 
sowie die weiteren Auftragsdatenbearbeiter bearbeiten diese Daten im 
In- und Ausland (auch in Ländern, die allenfalls über keinen adäquaten 
Datenschutz verfügen). In jedem Fall werden jedoch angemessene 
Massnahmen zum Schutz der Kundendaten getroffen und die Auf-
tragsdatenbearbeiter sind zur Wahrung eines angemessenen Daten-
schutzes verpflichtet. Insbesondere leiten die internationalen Zah-
lungssysteme die Kartennummer und das aktualisierte Verfallda-
tum über ihre weltweiten Netze an Akzeptanzstellen und Anbie-
ter von mobilen Zahlungslösungen weiter, die einen solchen Ak-
tualisierungs-Service unterstützen, sowie an weitere an den Ak-
tualisierungs-Services beteiligte Stellen (u.a. Acquirer). 
UBS räumt dem Kartenberechtigten die Möglichkeit ein, auf die Teil-
nahme an den Aktualisierungs-Services zu verzichten. Der Kartenbe-
rechtigte kann seinen Verzicht jederzeit mit entsprechender Mitteilung 
an UBS richten. 

17. Änderungen der Bedingungen 
UBS steht in begründeten Fällen das Recht zu, diese Bedingungen 
sowie die produkt- und dienstleistungsspezifischen Bestimmungen je-
derzeit zu ändern. Dabei obliegt es UBS, die Änderungen vorgängig 
und in geeigneter Weise bekannt zu geben. Ohne schriftlichen Wider-
spruch innert Monatsfrist seit Bekanntgabe, auf jeden Fall aber mit dem 
ersten Einsatz der UBS Debitkarte, gelten die Änderungen als geneh-
migt. Im Widerspruchsfall steht es dem Kartenberechtigten frei, die UBS 
Debitkarte vor Inkrafttreten der Änderungen mit sofortiger Wirkung zu 
kündigen (vgl. Ziffer 13), falls der Kartenberechtigte sich mit UBS bis zu 
jenem Zeitpunkt nicht anderweitig einigen kann. Hat der Kartenberech-
tigte Zugriff auf UBS Digital Banking, können Anpassungen und Ergän-
zungen der vorliegenden Bedingungen auch ausschliesslich in elektroni-
scher Form vorgelegt werden. 
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Ausgabe Oktober 2019 

UBS Switzerland AG 
Flughofstrasse 35 
Postfach 
8152 Glattbrugg 
Tel. +41-44-828 37 37Allgemeine Geschäftsbedingungen für die 

Benützung der UBS Firmenkreditkarten 

Diese Allgemeinen Geschäftsbedingungen (nachstehend «AGB») re-
geln das Rechtsverhältnis zwischen dem kartenbeantragenden Unter-
nehmen¹ (nachstehend «Unternehmen») und UBS Switzerland AG 
(nachstehend «UBS») für die Benützung der UBS Visa und Mastercard 
Firmenkreditkarten (nachstehend «Karten»). Zusätzlich gelten pro-
dukt- und dienstleistungsspezifische Bestimmungen. 

1. Kartenverhältnis 

1.1 UBS eröffnet für das Unternehmen bei Annahme des Haupt-
kontoantrags ein Hauptkonto (nachstehend «Hauptkonto»). 

1.2 Nach Annahme des vom Unternehmen unterzeichneten Haupt-
kontantrags durch UBS stellt UBS für den vom Unternehmen bezeichne-
ten Mitarbeiter¹ (nachstehend «Karteninhaber») eine persönliche, auf 
seinen Namen lautende Karte aus. Die UBS Visa Einkaufskarte (nachste-
hend «Einkaufskarte») wird ebenfalls auf den Namen des Karteninha-
bers ausgestellt und kann nur für Distanzzahlungen verwendet werden. 

1.3 Das Unternehmen informiert den Karteninhaber über die 
jeweils geltenden AGB, insbesondere über die Datenbearbei-
tung und die Sorgfaltspflichten, sowie die produkt- und dienst-
leistungsspezifischen Bestimmungen. Soweit notwendig holt 
das Unternehmen die Einwilligung der Karteninhaber ein und 
weist diese Einwilligung UBS auf Verlangen nach, insbesondere 
in Bezug auf die Bearbeitung der Daten des Karteninhabers durch 
UBS, die Weitergabe, Speicherung, Bearbeitung, Kombination und 
Nutzung von Vertrags- und Transaktionsdaten (nachstehend «Karten-
daten»), die Erstellung von Profilen sowie die Nutzung dieser Daten zu 
Marktforschungs-, Marketing- und Risikomanagementzwecken (vgl. 
Ziffer 14), die Beanspruchung des Management Information Systems 
(vgl. Ziffer 15) und die Abwicklung der Transaktion (vgl. Ziffern 16.1 
und 16.2). Das Unternehmen stellt die Einhaltung der Sorgfalts-
pflichten sicher. In jedem Fall bleibt das Unternehmen für die 
Einhaltung der AGB und den Einsatz der Karte durch den Kar-
teninhaber vollumfänglich verantwortlich. 

1.4 Jede ausgestellte Karte bleibt Eigentum von UBS. 

1.5 UBS kann Hauptkonto- und Kartenanträge ohne Angabe von 
Gründen ablehnen. 

1.6 Das Unternehmen ist verpflichtet, seine gegenüber UBS ge-
machten Angaben, z.B. Firmennamen, Adresse, Bankverbindung und 
Mobiltelefonnummer der Kontaktpersonen und Karteninhaber, auf 
dem aktuellen Stand zu halten. 

2. Karteneinsatz und Genehmigung von Transaktionen 

2.1 Unter Beachtung der individuellen Karten- und Bargeldbezugs-
limite sowie im Rahmen der Hauptkontolimite des Unternehmens kön-
nen bei Händlern und Dienstleistungserbringern («nachstehend Ak-
zeptanzstellen») weltweit wie folgt Transaktionen genehmigt werden: 

2.1.1 Bei Kartenzahlungen vor Ort oder Bargeldbezug am Automa-
ten oder Bankschalter: durch Eingabe des PIN-Codes, Unterzeichnung 
des Verkaufsbelegs oder blosse Verwendung der Karte (z.B. bei Auto-
bahnzahlstellen, in Parkhäusern oder bei kontaktlosem Bezahlen) oder 
durch Angabe der Kartennummer, des Verfalldatums und (falls ver-
langt) des dreistelligen Sicherheitscodes (CVV, CVC) oder auf eine an-
dere von UBS vorgegebene oder mit UBS vereinbarte Weise; 

2.1.2 Bei Distanzzahlungen (via Internet, Telefon oder auf dem Kor-
respondenzweg): durch Angabe der Kartennummer, des Verfallda-
tums und (falls verlangt) des dreistelligen Sicherheitscodes (CVV, 
CVC). Hat das Unternehmen diese Angaben bei Akzeptanzstellen 
zwecks Durchführung von Zahlungen für wiederkehrende Dienstleis-
tungen oder vorgängig genehmigte Zahlungen hinterlegt (z.B. für On-
linedienste, Abonnemente, Mitgliedschaften oder Ticket-Apps), kann 
das Verfalldatum der Karte automatisch aktualisiert werden (vgl. Ziffer 
17). Im Internet kann zusätzlich die Eingabe eines Passworts, die Frei-

gabe mittels UBS Access App oder auf eine andere von UBS vorgege-
bene oder mit UBS vereinbarte Weise erforderlich sein; 

2.1.3 Bei Bezahlung von Waren oder Dienstleistungen via andere als 
die vorgenannten Kanäle (z.B. mobile Bezahllösungen): gemäss sepa-
raten Nutzungsbestimmungen oder einer anderen von UBS vorgege-
benen oder mit UBS vereinbarten Weise. 

2.2 Transaktionen mit der Einkaufskarte können nur gemäss Ziffer 
2.1.2 genehmigt werden. 

2.3 Das Unternehmen anerkennt sämtliche gemäss Ziffern 2.1 und 
2.2 genehmigten Transaktionen und die daraus resultierenden Forde-
rungen der Akzeptanzstellen. Gleichzeitig weist das Unternehmen UBS 
unwiderruflich an, die jeweiligen Forderungen der Akzeptanzstellen 
ohne Weiteres zu vergüten. 

2.4 Die Karte darf ausschliesslich für Geschäftsausgaben des Un-
ternehmens verwendet werden. Eventuelle für den Karteninhaber er-
lassene Weisungen des Unternehmens können UBS nicht entgegen-
gehalten werden. Der Einsatz der Karte für illegale Zwecke ist 
verboten. 

2.5 Die Einsatzmöglichkeiten der Karte (Ziffern 2.1 und 2.2) sowie 
die Limiten (Hauptkonto-, Karten- und Bargeldbezugslimiten) können 
von UBS jederzeit angepasst werden. Die Kartenlimite ist auf der Kar-
tenabrechnung ersichtlich oder kann, ebenso wie die Bargeldbezugsli-
mite, beim Kundendienst angefragt werden. 

3. Preise, Kreditzinsen und Kommissionen 

3.1 Für das Hauptkonto sowie für die Karten und deren Nutzung 
können Preise, Gebühren, Kommissionen (nachstehend «Preise») und 
Kreditzinsen verrechnet werden. Die Preise und Kreditzinsen werden 
zusammen mit dem Hauptkonto- und dem Kartenantrag oder in an-
derer geeigneter Weise zur Kenntnis gebracht und können jederzeit 
beim Kundendienst erfragt sowie im Internet unter ubs.com/commer-
cialcards abgerufen werden. Darüber hinaus können Drittkosten wei-
terverrechnet sowie vom Unternehmen verursachte Aufwendungen in 
Rechnung gestellt werden. 

3.2 Änderungen der Preise und Kreditzinsen sind jederzeit auf-
grund veränderter Marktverhältnisse bzw. Kosten durch Anpassung 
der Listen/Produktemerkblätter möglich. Sie werden in geeigneter 
Weise bekannt gegeben. Mit Bekanntgabe kann das Unternehmen im 
Widerspruchsfall das Hauptkonto umgehend kündigen. 

3.3 Bei Transaktionen in einer anderen Währung als der Karten-
währung werden die angewandten Devisenkurse um einen Bearbei-
tungszuschlag erhöht. Der Devisenkurs beinhaltet einen Aufschlag. 
Die Höhe des Aufschlags bei Verwendung des UBS-Devisenkurses 
kann unter ubs.com eingesehen und beim Kundendienst erfragt 
werden. 

3.4 Bei Transaktionen mit der Karte erhält UBS als Kartenheraus-
geberin vom Acquirer (Unternehmen, welches mit Akzeptanzstellen 
Verträge für die Akzeptanz von Kreditkarten als Zahlungsmittel ab-
schliesst) eine sogenannte Interchange-Gebühr. Die Interchange-Ge-
bühr dient mitunter der Deckung der laufenden Kosten, insbeson-
dere der Kosten für die Transaktionsverarbeitung und der Kosten im 
Zusammenhang mit den Risiken der Kreditgewährung, soweit diese 
nicht bereits durch Preise gemäss Ziffer 3.1 gedeckt sind. Die Inter-
change-Gebühr kann unter ubs.com eingesehen und beim Kunden-
dienst erfragt werden. Überdies kann UBS von Dritten (z.B. internati-
onalen Kartenorganisationen) Beiträge zur Verkaufsförderung 
erhalten. 

4 Kartenabrechnung und Zahlungsmodalitäten 

4.1 UBS räumt dem Unternehmen einen Kredit in der Höhe 
der Hauptkontolimite ein. Der Kredit wird auf dem Hauptkonto 

¹ Die Einzahl umfasst auch die Mehrzahl, die männliche Form auch die weibliche. 
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kontokorrentmässig geführt. Sämtliche gemäss Ziffern 2.1 und 2.2 
genehmigten Transaktionen und die Preise/Kreditzinsen gemäss Ziffer 
3 werden auf dem Kartenkonto verbucht. Auf sämtliche Transakti-
onsbeträge und Preise wird der vereinbarte Kreditzins ab 
Transaktionsdatum erhoben. 

4.2 Das Unternehmen erhält auf Wunsch monatlich eine Saldo-
Übersicht aller Karten sowie in jedem Fall je eine Kartenabrechnung 
über sämtliche gemäss Ziffern 2.1 und 2.2 genehmigten Transaktio-
nen sowie die gemäss Ziffer 3 geschuldeten Preise und/oder Kreditzin-
sen, sofern Transaktionen getätigt wurden oder Preise und/oder Kre-
ditzinsen geschuldet sind. Die Kartenabrechnung wird entweder als 
Sammelabrechnung oder auf Antrag des Unternehmens als Einzelab-
rechnung pro Karte, die an den Karteninhaber gesandt wird, erstellt. 
Das Unternehmen ist verpflichtet, die in Rechnung gestellten Beträge 
bis zu dem auf der Rechnung aufgedruckten Datum vollständig zu be-
zahlen. Allfällige Streitigkeiten bezüglich Unstimmigkeiten und Bean-
standungen von Waren und Dienstleistungen sowie Ansprüche daraus 
(Ziffer 8.1) entbinden das Unternehmen nicht von der Pflicht zur Be-
zahlung der in Rechnung gestellten Beträge. 

4.3 Auf Rechnungsbeträge, die bis zum Zahlungsdatum voll-
ständig bezahlt werden, erhebt UBS keinen Kreditzins (Ziffer 
4.1). 

4.4 Wird hingegen der Rechnungsbetrag nicht oder nicht in 
vollem Umfang fristgerecht bezahlt, wird der Kreditzins auf 
sämtlichen Transaktionsbeträgen sowie Preisen ab Transakti-
onsdatum berechnet. Der geschuldete Kreditzins wird jeweils in 
der darauffolgenden Kartenabrechnung ausgewiesen und in 
Rechnung gestellt. (Teil-) Zahlungen werden ab deren Verbu-
chung bei der weiteren Zinsberechnung berücksichtigt und zu-
nächst auf offene Zinsforderungen angerechnet. 

4.5 Erfolgt die Zahlung im Lastschriftverfahren zu Lasten eines 
Kontos bei einer anderen Bank, ist UBS ermächtigt, dieser Bank die 
dafür erforderlichen Daten (Name des Unternehmens oder des Karten-
inhabers, Adresse, Rechnungsdatum, Nummer des Haupt- oder Kar-
tenkontos sowie Rechnungsbetrag und Währung) bekannt zu geben. 
Erfolgt die Zahlung via eBill, ist UBS ermächtigt, Kartendaten allen Be-
teiligten, wie z.B. SIX Paynet AG und Netzwerkpartnern, die ihrerseits 
weitere Dienstleister beiziehen können, bekannt zu geben. 

5. Zugangsmittel 

5.1 UBS stellt dem Unternehmen und dem Karteninhaber persön-
liche Zugangsmittel, z.B. Access App, PIN-Code, Vertragsnummer 
(sogenannte Legitimationsmittel; nachstehend «Zugangsmittel»), zur 
Verfügung, die nur zum bestimmungsgemässen Gebrauch verwendet 
werden dürfen. UBS kann die persönlichen Zugangsmittel jederzeit 
austauschen oder anpassen. UBS ist ermächtigt, dem Unterneh-
men und dem Karteninhaber einmal verwendbare Bestätigungs-
und Aktivierungscodes an die von ihnen zu diesem Zweck be-
kannt gegebene Mobiltelefonnummer zu senden, wodurch Dritte 
wie Netz- oder Dienstbetreiber allenfalls auf die Bankbeziehung schlie-
ssen sowie an Bankkundeninformationen gelangen können. 

5.2 Jede Person, die sich mit den persönlichen Zugangsmit-
teln erfolgreich legitimiert, gilt als ermächtigt, UBS verbindlich 
Weisungen zu erteilen. UBS hat dabei die Legitimationsprüfung mit 
geschäftsüblicher Sorgfalt vorzunehmen. Die eingehenden Weisungen 
gelten in der Folge als vom Unternehmen erteilt. UBS hat richtig er-
füllt, wenn sie diesen Weisungen im Rahmen des üblichen Geschäfts-
gangs Folge leistet. 

6. UBS Digital Banking 

6.1 UBS kann dem Unternehmen und dem Karteninhaber digitale 
Services (UBS Digital Banking) anbieten. Der Zugriff auf UBS Digital 
Banking und die damit angebotenen Funktionen erfolgt, nachdem das 
Unternehmen oder der Karteninhaber sich unter Gebrauch der per-
sönlichen Zugangsmittel gegenüber UBS legitimiert hat. Allfällige zu-
sätzliche Vereinbarungen für die Nutzung von UBS Digital Ban-
king können dem Unternehmen und dem Karteninhaber in 
elektronischer Form vorgelegt werden, nachdem er sich erfolg-
reich legitimiert hat. Elektronisch abgeschlossene Vereinbarun-
gen werden den handschriftlich unterzeichneten Vereinbarun-
gen gleichgestellt. 

6.2 Die Nutzung von UBS Digital Banking ist unter anderem auf-
grund des Downloads, der Installation und der Verwendung von Apps 
und damit verbundener Bezugspunkte zu Dritten (z.B. Anbieter der 
Vertriebsplattformen, Netzbetreiber, Gerätehersteller) oder der Mög-
lichkeit der Verwendung unverschlüsselter Kommunikationskanäle (z. 
B. SMS-Mitteilungen) mit Risiken verbunden, insbesondere: (1) Offen-
legung der Bankbeziehung gegenüber Dritten, wodurch das Bankkun-
dengeheimnis insoweit nicht mehr sichergestellt werden kann; (2) Ver-
änderungen bzw. Verfälschungen von Informationen (z.B. Vortäu-
schen von falschen Informationen); (3) Systemunterbrüche, sicher-
heitsrelevante Einschränkungen sowie nicht autorisierte Entfernung 
von Nutzungsbeschränkungen auf dem Endgerät und andere Störun-
gen, welche die Verwendung verunmöglichen können; (4) Missbrauch 
aufgrund Manipulation durch schädliche Software oder der unberech-
tigten Verwendung bei Verlust des Geräts. 

6.3 Mit der Nutzung von UBS Digital Banking akzeptieren das Un-
ternehmen und der Karteninhaber insbesondere die oben genannten 
Risiken sowie gegebenenfalls die separaten Nutzungsbedingungen. 

7. Sorgfaltspflichten 
Das Unternehmen hat insbesondere folgende Sorgfaltspflichten zu er-
füllen und deren Erfüllung sicherzustellen: 

7.1 Der Karteninhaber unterzeichnet die Karte sofort nach Erhalt 
an der dafür vorgesehenen Stelle. Dies gilt nicht für die Einkaufskarte. 

7.2 Die Zugangsmittel und die Karte sind sorgfältig und von-
einander getrennt aufzubewahren. Sie dürfen weder versandt, 
weitergegeben noch in einer anderen Weise Dritten zugänglich 
gemacht werden (z.B. durch ungeschützte Eingabe des PIN-Codes). 
Zugangsmittel dürfen nicht auf der Karte vermerkt oder unverschlüs-
selt elektronisch gespeichert werden, auch nicht in abgeänderter 
Form, und nicht leicht ermittelbar sein, d.h. Telefonnummern, Ge-
burtsdaten, Autokennzeichen u.ä. sollten nicht verwendet werden. 
Besteht Grund zur Annahme, dass eine andere Person Kenntnis von 
Zugangsmitteln hat, sind diese umgehend zu ändern. 

7.3 Besitz und Aufbewahrungsort der Karte müssen bekannt sein 
und sind regelmässig zu überprüfen. Besteht Grund zur Annahme, 
dass eine nicht berechtigte Person im Besitz der Karte ist, ist sie umge-
hend zurückzuerlangen. Bei Verlust, Diebstahl, Einzug oder Miss-
brauch der Karte oder bei Verdacht darauf ist die Karte sofort (un-
geachtet einer allfälligen Zeitverschiebung) zu sperren oder via Kun-
dendienst sperren zu lassen. Zudem ist bei Verdacht auf strafbare 
Handlungen umgehend bei einer lokalen Polizei im In- oder Ausland 
Anzeige zu erstatten und nach bestem Wissen zur Aufklärung des 
Falls und Minderung des Schadens beizutragen. 

7.4 Die Kartenabrechnung ist sofort nach Erhalt, am besten 
anhand der aufbewahrten Kauf- und Transaktionsbelege, zu prüfen. 
Unstimmigkeiten, insbesondere Belastungen aufgrund miss-
bräuchlicher Verwendung der Karte, sind sofort nach Empfang 
der Kartenabrechnung dem Kundendienst zu melden, spätestens 
aber innerhalb von 30 Tagen ab dem Datum der Kartenabrech-
nung schriftlich an die Adresse von UBS vorzubringen (Datum Post-
stempel). Erfolgt die Beanstandung nicht rechtzeitig, kann dies dazu 
führen, dass das Unternehmen die ihm obliegende Schadenminde-
rungspflicht verletzt und für den hieraus entstehenden Schaden ein-
zustehen hat. 

7.5 Im Falle einer Sperre/Kündigung der Karte sind sämtliche Ak-
zeptanzstellen, bei denen für wiederkehrende Dienstleistungen (z.B. 
Onlinedienste, Abonnemente, Mitgliedschaften oder Ticket-Apps) 
oder für Buchungen/Reservierungen (z.B. für Mietwagen oder Hotel-
übernachtungen) die Karte als Zahlungsmittel angegeben wurde, über 
die Sperre/Kündigung der Karte zu informieren. 

7.6 Das Unternehmen verpflichtet sich, Karten von aus dem Unter-
nehmen austretenden Mitarbeitern sofort bei UBS sperren und kündi-
gen zu lassen. 

7.7 Verfallene, gekündigte oder gesperrte Karten sind sofort un-
aufgefordert unbrauchbar zu machen. 

7.8 Wird bis 15 Tage vor Verfall der bisherigen Karte keine neue 
Karte ausgestellt, so hat das Unternehmen dies dem Kundendienst so-
fort zu melden. 
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8 Verantwortlichkeit und Haftung 

8.1 Das Unternehmen haftet für sämtliche Verbindlichkeiten 
aus dem Einsatz der Karten, auch bei Einzelabrechnung. Allfällige 
Streitigkeiten bezüglich Unstimmigkeiten und Beanstandungen von 
Waren oder Dienstleistungen sowie Ansprüche daraus sind vom Un-
ternehmen direkt mit der jeweiligen Akzeptanzstelle zu regeln. Bei 
Warenrückgaben muss von der Akzeptanzstelle eine Gutschrifts- und 
bei Annullierungen eine Annullierungsbestätigung verlangt werden. 

8.2 Die Risiken aus einer missbräuchlichen Kartenverwendung lie-
gen grundsätzlich beim Unternehmen. In jedem Fall sind sie vom Un-
ternehmen zu tragen, wenn die Transaktionen unter Verwendung 
eines Zugangsmittels genehmigt wurden. In allen übrigen Fällen 
übernimmt UBS bei rechtzeitiger Beanstandung (Ziffer 7.4) Schäden 
aus missbräuchlicher Verwendung der Karte durch Dritte, sofern das 
Unternehmen sämtliche Bestimmungen dieser AGB (siehe insbeson-
dere Ziffer 7) eingehalten hat und soweit es auch sonst kein Verschul-
den trifft. Nicht als Dritte im Sinne dieser Ziffer gelten dem Kartenin-
haber nahestehende, verwandtschaftlich oder anderweitig mit ihm 
verbundene Personen wie z.B. Lebenspartner, im gleichen Haushalt le-
bende Personen sowie alle beim Unternehmen angestellten Personen 
oder für das Unternehmen tätigen Personen. Bis zu einer allfälligen 
Sperre der Karte ist das Unternehmen verantwortlich für sämt-
liche gemäss Ziffern 2.1 und 2.2 genehmigten Transaktionen. 

8.3 Das Unternehmen trägt Schäden, die infolge des Weiterver-
sands von Karte oder Zugangsmittel(n) entstehen. 

8.4 Schäden, welche dem Unternehmen im Zusammenhang mit 
dem Besitz oder der Verwendung der Karten entstehen, sind von die-
sem selbst zu tragen. UBS haftet nicht, falls eine Akzeptanzstelle die 
Karte als Zahlungsmittel nicht akzeptiert oder falls die Karte aus tech-
nischen Gründen oder infolge einer Limitenanpassung, einer Kündi-
gung oder einer Sperre nicht verwendet werden kann. UBS über-
nimmt ebenfalls keine Haftung, wenn die Karte an einem Automaten 
nicht verwendet werden kann oder durch eine solche Verwendung 
beschädigt oder unbrauchbar gemacht wird. 

8.5 Das Unternehmen stellt UBS von Ansprüchen der Karteninha-
ber frei, sofern und soweit diese auf eine Verletzung der Sorgfalts-
pflichten, der Pflichten des Unternehmens zur Information der Karten-
inhaber über die Datenbearbeitung und die diesbezüglichen Rechte 
der Karteninhaber oder auf eine Verletzung der Pflicht zur Einholung 
der Einwilligung der Karteninhaber zurückzuführen ist. 

8.6 UBS kann dem Unternehmen trotz Sperre oder Kündigung der 
Karte sämtliche Beträge aus wiederkehrenden Dienstleistungen (Ziffer 
7.5) belasten. 

8.7 UBS haftet nicht für die mit der Karte zur Verfügung gestellten 
Neben- bzw. Zusatzleistungen und für Schäden, für welche eine Versi-
cherung aufzukommen hat. 

9. Kartenerneuerung 

9.1 Die Karte und die mit ihr verbundenen Neben- und Zusatzleis-
tungen verfallen am Monatsende des auf der Karte aufgeführten 
Datums. 

9.2 Wünscht das Unternehmen keine neue Karte, ist dies UBS min-
destens zwei Monate vor Kartenverfall schriftlich mitzuteilen. 

10 Kartensperre und Beendigung des Vertragsverhältnisses 

10.1 Das Unternehmen und UBS können jederzeit und ohne An-
gabe von Gründen eine Kartensperre veranlassen oder das Vertrags-
verhältnis schriftlich kündigen. Die Kündigung des Hauptkontos gilt 
automatisch für alle Karten. Ein Karteninhaber kann nur für die auf 
seinen Namen lautende Karte eine Sperre oder Kündigung für das Un-
ternehmen vornehmen. 

10.2 Die Kündigung bewirkt ohne Weiteres die Fälligkeit aller Aus-
stände. Das Unternehmen hat keinen Anspruch auf anteilsmässige 
Rückerstattung des Jahrespreises. 

11. Kreditauskünfte und Meldungen 
UBS darf sämtliche für die Prüfung des Kartenantrags sowie für die 
Abwicklung des Vertrags erforderlichen Auskünfte bei Betreibungsäm-

tern, der für das Unternehmen zuständigen Bank und der Zentralstelle 
für Kreditinformationen (nachstehend «ZEK»; Mitglieder sind u.a. Ge-
sellschaften aus der Konsumkredit-, Leasingund Kreditkartenbranche) 
einholen. Insofern entbindet das Unternehmen UBS und diese 
Stellen vom Bankkunden- bzw. Amtsgeheimnis. UBS darf sämtli-
che für die Prüfung des Kartenantrags sowie für die Abwicklung des 
Vertrags erforderlichen Auskünfte bei Betreibungsämtern, der für das 
Unternehmen zuständigen Bank und der Zentralstelle für Kreditinfor-
mationen (nachstehend «ZEK»; Mitglieder sind u.a. Gesellschaften aus 
der Konsumkredit-, Leasing- und Kreditkartenbranche) einholen.UBS 
darf der ZEK Kartensperrungen, qualifizierte Zahlungsrückstände und 
missbräuchliche Kartenverwendung melden. Der ZEK ist es ausdrück-
lich gestattet, diese Daten anderen Mitgliedern der Zentralstelle zu-
gänglich zu machen. Im Weiteren kann UBS bei anderen Stellen für 
Kreditrisikomanagement (z.B. CRIF AG) Informationen für die Prüfung 
des Kartenantrags sowie für die Abwicklung des Vertrags einholen. 

12. Auslagerung von Geschäftsbereichen und 
Dienstleistungen 

UBS kann Geschäftsbereiche und Dienstleistungen an Konzerngesell-
schaften und Drittparteien innerhalb der Schweiz und im Ausland aus-
lagern. Dasselbe Recht steht den mit der Abwicklung des Kartenge-
schäfts beauftragten Konzerngesellschaften zu. Dies betrifft im Beson-
deren Abwicklung des Kartengeschäfts, Kreditfähigkeitsprüfungen, 
Dokumenten- und Kartenerstellung, Rechnungsstellung, Inkasso, 
Compliance, Datenbewirtschaftung, IT sowie Back- und Middle-Office-
Dienstleistungen, welche im Ganzen oder in Teilen ausgelagert wer-
den können. Im Rahmen der Auslagerung kann es vorkommen, dass 
Kartendaten an konzerninterne oder externe Dienstleistungserbringer 
übermittelt werden müssen und dass Dienstleistungserbringer ihrer-
seits weitere Dienstleistungserbringer beiziehen. Sämtliche Dienstleis-
tungserbringer sind an entsprechende Vertraulichkeitsbestimmungen 
gebunden. Falls ein Dienstleistungserbringer im Ausland ansäs-
sig ist, übermittelt UBS oder ihre beauftragten Konzerngesell-
schaften nur solche Daten, welche keinen Rückschluss auf die 
Identität des Unternehmens bzw. des Karteinhabers zulassen. 

13. Datenschutzerklärung 
Es gilt die Datenschutzerklärung von UBS, sofern hier nichts Abwei-
chendes geregelt ist. Das Unternehmen kann die Datenschutzerklä-
rung von UBS unter ubs.com/data-privacy-notice-switzerland einsehen 
oder die Zustellung einer Kopie der Datenschutzerklärung beim Kun-
dendienst von UBS verlangen. 

14. Profilbildung und Marketing 

14.1 UBS und durch UBS beauftragte Dritte sind ermächtigt, 
Kartendaten zu speichern, zu bearbeiten, zu kombinieren und 
zu nutzen und daraus Profile zu erstellen. Diese Daten werden 
von UBS und ihren Konzerngesellschaften insbesondere ge-
nutzt, um dem Unternehmen gegebenenfalls individuelle Bera-
tung, massgeschneiderte Angebote und Informationen über 
Produkte und Dienstleistungen von UBS oder Konzerngesell-
schaften sowie für Marktforschungs-, Marketing- und Risikoma-
nagementzwecke zur Verfügung zu stellen. Dies betrifft insbeson-
dere folgende Daten: Angaben zum Unternehmen sowie zu den Kar-
tentransaktionen und Zusatzleistungen. Das Unternehmen kann jeder-
zeit auf Angebote und Informationen über Produkte und Dienstleis-
tungen von UBS oder Konzerngesellschaften verzichten. Der Verzicht 
ist schriftlich an den Kundendienst zu richten. Von UBS beauftragte 
Dritte und deren Mitarbeiter werden zur Einhaltung des Schweizer Da-
tenschutzgesetzes verpflichtet. 

14.2 Das Unternehmen nimmt zur Kenntnis, dass UBS Kartendaten 
zu Geschäftszwecken an Konzerngesellschaften in der Schweiz be-
kannt gibt. Dies erfolgt insbesondere zum Zweck einer umfassenden 
und effizienten Kundenbetreuung sowie der Information über das 
Dienstleistungsangebot von Konzerngesellschaften. In diesem Um-
fang wird UBS von der Pflicht zur Wahrung des Bankkundenge-
heimnisses und des Datenschutzes entbunden. UBS stellt sicher, 
dass die Empfänger von Kartendaten an entsprechende Geheimhal-
tungs- und Datenschutzpflichten gebunden sind. 

15. Management Information System 
Das Unternehmen kann im Zusammenhang mit der Karte Drittdienst-
leistungen bezüglich Management Information System (nachstehend 
«MIS») beanspruchen. Das MIS dient der Konsolidierung und der elek-
tronischen Weiterverarbeitung in ERP- und Expense Management Sys-
temen der mit dem Einsatz der Karte anfallenden Stammdaten (z.B. 
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Hauptkonto-, Kartenkonto- und Kartennummer, Eröffnungs- und Ver-
falldatum der Karte, Kartenstatus, Hauptkonto- und Kartenlimiten, 
Name und Adresse vom Unternehmen und Karteninhaber sowie Kos-
tenstellen- und Zusatzangaben) sowie Transaktionsdaten (vgl. Ziffer 
16.1) und der nachfolgenden Bereitstellung und Übermittlung dieser 
Daten (z.B. via Internetverbindung) an das Unternehmen sowie an 
speziell vom Unternehmen autorisierte Mitarbeiter. UBS und durch 
UBS beauftragte Konzerngesellschaften gelten im Zusammenhang mit 
der gegenwärtigen oder künftigen Erbringung von MIS-Dienstleistun-
gen als ermächtigt, sämtliche dieser Stamm- und Transaktionsdaten 
elektronisch über eine gesicherte Leitung periodisch an die mit der Er-
bringung der Dienstleistung beauftragten Dritten (wie z.B. Master-
card, Belgien; Lufthansa AirPlus Servicekarten GmbH, Deutschland) 
und den von diesen beigezogenen Vertragspartnern zu übermitteln 
und zur Verfügung zu stellen. Daten, welche ins Ausland gelangen, 
sind nicht mehr vom schweizerischen Recht geschützt. Die oben er-
wähnten Daten gelangen in Länder (wie z.B. die USA), die keinen der 
schweizerischen Gesetzgebung vergleichbaren Datenschutz gewähr-
leisten. Ob und welche Drittdienstleistungen das Unternehmen bean-
sprucht, kann vom Karteninhaber beim Unternehmen erfragt werden. 

16. Transaktionsabwicklung und Betrugsprävention 

16.1 Durch den Einsatz der Karte erlangen die internationalen Kar-
tenorganisationen (Visa bzw. Mastercard) und deren Vertragsunter-
nehmen, die mit der Verarbeitung von Kartentransaktionen beauftragt 
sind, Kenntnis von den jeweiligen Transaktionsdaten (z.B. Karten- und 
Transaktionsreferenznummer, Transaktionsbetrag und -datum, Infor-
mationen über die Akzeptanzstelle). In gewissen Fällen (z.B. Kauf eines 
Flugtickets, Hotelrechnungen, Miete eines Motorfahrzeugs) erlangen 
sie auch Kenntnis von weiteren Daten wie bspw. Namen des Kartenin-
habers oder der Person, für welche die Transaktion getätigt wurde. 
Das Unternehmen akzeptiert, dass auch Akzeptanzstellen in der 
Schweiz Transaktionsdaten über die weltweiten Netze von Visa 
oder Mastercard an die Kartenherausgeberin UBS respektive an 
die mit der Abwicklung beauftragten Konzerngesellschaften 
und Dritte weiterleiten. 
Es wird darauf hingewiesen, dass sich das schweizerische Recht (z.B. 
Datenschutz) allein auf schweizerisches Territorium beschränkt und 
somit alle ins Ausland gelangenden Daten keinen Schutz nach schwei-
zerischem Recht mehr geniessen. Für im Ausland bearbeitete Daten 
wird UBS in diesem Umfang von der Pflicht zur Wahrung des 
Bankkundengeheimnisses und des Datenschutzes entbunden. 

16.2 Die an die internationalen Kartenorganisationen übermittelten 
oder ihnen zugegangenen Daten können von ihnen zu eigenen Zwe-
cken und gemäss eigenen Datenschutzvorschriften (vgl. visa.com und 
mastercard.com) im In- und Ausland (auch in Ländern, die allenfalls 
über keinen adäquaten Datenschutz verfügen) bearbeitet werden. 

16.3 Bei Distanzzahlungen via Internet kann die Akzeptanzstelle 
zudem Daten wie beispielsweise Kartennummer, Zeitpunkt des Ein-
kaufs, Transaktionsbetrag, Namen und Vornamen, Telefonnummer 
und E-Mail-Adresse, Rechnungs- und Lieferadresse des Käufers oder 
Dienstleistungsbezügers sowie die Device-ID und die IP-Adresse, von 
welcher die Zahlung ausgelöst wurde, über die weltweiten Netze von 
Visa oder Mastercard an UBS respektive an die mit der Abwicklung 
beauftragten Konzerngesellschaften und Dritte im In- und Ausland 
weiterleiten. UBS sowie von UBS im In- und Ausland beauf-
tragte Konzerngesellschaften und Dritte sind ermächtigt, diese 
Daten zum Zweck der Genehmigung einer Transaktion sowie 
für die Analyse von Betrugsmustern zu bearbeiten, zu kombi-
nieren, zu speichern und zu nutzen und daraus Profile zu 
erstellen. 

16.4 UBS ist weiter ermächtigt, dem Karteninhaber Sicherheitsnach-
richten (z.B. Betrugswarnungen) an die von ihm bekannt gegebene 

Mobiltelefonnummer zu senden, wodurch Dritte wie Netz- und 
Dienstbetreiber allenfalls auf die Bankbeziehung schliessen sowie an 
Bankkundeninformationen gelangen können. 

17. Aktualisierungs-Services 

17.1 Die internationalen Kartenorganisationen bieten Aktualisie-
rungs-Services an. Diese dienen dazu, teilnehmenden Akzeptanzstel-
len, bei denen Angaben gemäss Ziffer 2.1.2 hinterlegt wurden, Aktua-
lisierungen des Verfalldatums der Karte zuzustellen. Dies, um Zahlun-
gen für wiederkehrende Dienstleistungen oder vorgängig genehmig-
ten Zahlungen (z.B. für Onlinedienste, Abonnemente oder Ticket-
Apps) auch nach einer Aktualisierung des Verfalldatums der Karte au-
tomatisch zu ermöglichen. Das Unternehmen ist damit einverstan-
den, dass UBS die Kartennummer und das Verfalldatum der 
Karten zum Zweck der Durchführung von Aktualisierungsser-
vices sowie zu den im entsprechenden Formular unter ubs.com 
aufgeführten Zwecken an die internationalen Kartenorganisati-
onen übermittelt. 

17.2 Die internationalen Kartenorganisationen sind berechtigt, wei-
tere Auftragsdatenbearbeiter beizuziehen. Die internationalen Karten-
organisationen sowie die weiteren Auftragsdatenbearbeiter bearbei-
ten diese Daten im In- und Ausland (auch in Ländern, die allenfalls 
über keinen adäquaten Datenschutz verfügen). In jedem Fall werden 
jedoch angemessene Massnahmen zum Schutz der Kundendaten ge-
troffen und die Auftragsdatenbearbeiter sind zur Wahrung eines an-
gemessenen Datenschutzes verpflichtet. Insbesondere leiten die in-
ternationalen Kartenorganisationen die Kartennummer und das 
aktualisierte Verfalldatum über ihre weltweiten Netze an Ak-
zeptanzstellen weiter, die einen solchen Aktualisierungs-Ser-
vice unterstützen sowie an weitere an den Aktualisierungs-Ser-
vice beteiligte Stellen (u.a. Acquirer). 

17.3 UBS räumt dem Unternehmen die Möglichkeit ein, auf die Teil-
nahme an den Aktualisierungs-Services zu verzichten. Das Unterneh-
men kann seinen Verzicht jederzeit mit dem entsprechenden Formular 
unter ubs.com an den Kundendienst richten. 

18. Änderung der Bedingungen und weitere Bestimmungen 

18.1 UBS steht in begründeten Fällen das Recht zu, die AGB sowie 
die produkt- und dienstleistungsspezifischen Bestimmungen jederzeit 
zu ändern. Dabei obliegt es UBS, die Änderungen vorgängig und in 
geeigneter Weise bekannt zu geben. Ohne schriftlichen Widerspruch 
innert Monatsfrist seit Bekanntgabe gelten die Änderungen als geneh-
migt. Im Widerspruchsfall steht es dem Unternehmen frei, das Haupt-
konto vor Inkrafttreten der Änderungen mit sofortiger Wirkung zu 
kündigen. Vorbehalten bleiben spezielle Vereinbarungen. Hat das Un-
ternehmen Zugriff auf UBS Digital Banking, können Anpassungen und 
Ergänzungen der vorliegenden Vereinbarung auch ausschliesslich in 
elektronischer Form vorgelegt werden. 

18.2 UBS ist befugt, alle Ansprüche gegenüber dem Unternehmen 
jederzeit an Dritte abzutreten. 

18.3 UBS ist ermächtigt, Kartendaten zur Erfüllung gesetzlicher oder 
regulatorischer Auskunftspflichten sowie zur Wahrung berechtigter In-
teressen (bspw. im Rahmen eines Rückforderungsverfahrens) im In-
und Ausland offenzulegen. 

19. Anwendbares Recht und Gerichtsstand 
Die vorliegende Vereinbarung untersteht schweizerischem materiellem 
Recht. Ausschliesslicher Gerichtsstand für alle Verfahren ist Zürich oder 
der Ort der kontoführenden Geschäftsstelle. Dies ist zugleich auch der 
Erfüllungsort sowie für Unternehmen mit Domizil im Ausland der Betrei-
bungsort. Vorbehalten bleiben zwingende gesetzliche Gerichtsstände. 
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Allgemeine Geschäftsbedingungen 
für die Benützung der UBS Business Prepaid Cards 

Diese Allgemeinen Geschäftsbedingungen (nachstehend «AGB») re-
geln das Rechtsverhältnis zwischen dem kartenbeantragenden Unter-
nehmen (nachstehend «Unternehmen») und UBS Switzerland AG 
(nachstehend «UBS») für die Benützung der UBS Visa und Mastercard 
Business Prepaid Cards (nachstehend «Karte»). Zusätzlich gelten pro-
dukt- und dienstleistungsspezifische Bestimmungen. 

1. Kartenverhältnis 

1.1 UBS eröffnet für das Unternehmen bei Annahme des Haupt-
kontoantrags ein Hauptkonto (nachstehend «Hauptkonto»). 

1.2 Nach Annahme des vom Unternehmen unterzeichneten Haupt-
kontoantrags durch UBS stellt UBS für den vom Unternehmen bezeich-
neten Mitarbeiter¹ (nachstehend «Karteninhaber») eine persönliche, 
auf seinen Namen lautende Karte aus. Die beantragte Karte kann auch 
ausschliesslich virtuell ausgestellt und in einer von UBS vorgegebenen 
Umgebung oder auf eine mit UBS vereinbarte Weise angezeigt wer-
den. 

1.3 Das Unternehmen informiert den Karteninhaber über die 
jeweils geltenden AGB, insbesondere über die Datenbearbei-
tung und die Sorgfaltspflichten, sowie die produkt- und dienst-
leistungsspezifischen Bestimmungen. Soweit notwendig holt 
das Unternehmen die Einwilligung der Karteninhaber ein und 
weist diese Einwilligung UBS auf Verlangen nach, insbesondere 
in Bezug auf die Bearbeitung der Daten des Karteninhabers durch 
UBS, die Weitergabe, Speicherung, Bearbeitung, Kombination und 
Nutzung von Vertrags- und Transaktionsdaten (nachstehend «Karten-
daten»), die Erstellung von Profilen sowie die Nutzung dieser Daten zu 
Marktforschungs-, Marketing- und Risikomanagementzwecken (vgl. 
Ziffer 13) und die Abwicklung der Transaktionen (vgl. Ziffern 14.1 und 
14.2). Das Unternehmen stellt die Einhaltung der Sorgfalts-
pflichten sicher. In jedem Fall bleibt das Unternehmen für die 
Einhaltung der AGB und den Einsatz der Karte durch den Kar-
teninhaber vollumfänglich verantwortlich. 

1.4 Jede ausgestellte Karte bleibt Eigentum von UBS. 

1.5 Voraussetzung für die Ausstellung bzw. die Nutzung einer 
Karte ist ein auf das Unternehmen lautendes UBS-Bankkonto. 

1.6 UBS kann Hauptkonto- und Kartenanträge ohne Angabe von 
Gründen ablehnen. 

1.7 Das Unternehmen ist verpflichtet, seine gegenüber UBS ge-
machten Angaben, z.B. Firmennamen, Adresse oder Bankverbindung, 
auf dem aktuellen Stand zu halten. 

2. Karteneinsatz und Genehmigung von Transaktionen 

2.1 Unter Beachtung 
– des individuellen Kartenguthabens (nachstehend «Guthaben») 

und der individuellen Bargeldbezugslimite; oder 
– des Hauptkontoguthabens (nachstehend ebenfalls «Gutha-

ben») und der individuellen Karten- sowie Bargeldbezugslimite 
können bei Händlern und Dienstleistungserbringern (nachstehend 
«Akzeptanzstellen») weltweit wie folgt Transaktionen genehmigt 
werden: 

2.1.1 bei Kartenzahlungen vor Ort oder Bargeldbezug: durch Ein-
gabe des PIN-Codes, Unterzeichnung des Verkaufsbelegs oder blosse 
Verwendung der Karte (z.B. bei Autobahnzahlstellen, in Parkhäusern 
oder bei kontaktlosem Bezahlen) oder durch Angabe der Kartennum-
mer, des Verfalldatums und (falls verlangt) des dreistelligen Sicher-
heitscodes (CVV, CVC) oder des auf der Karte aufgeführten Namens 
oder auf eine andere von UBS vorgegebene oder mit UBS vereinbarte 
Weise; 

2.1.2 Bei Distanzzahlungen (via Internet, Telefon oder auf dem Kor-
respondenzweg): durch Angabe des auf der Karte aufgeführten Na-
mens, der Kartennummer, des Verfalldatums und (falls verlangt) des 

dreistelligen Sicherheitscodes (CVV, CVC). Im Internet kann zusätzlich 
die Eingabe eines Passworts, die Freigabe mittels UBS Access App oder 
auf eine andere von UBS vorgegebene oder mit UBS vereinbarte Weise 
erforderlich sein; 

2.1.3 Bei Bezahlung von Waren oder Dienstleistungen via andere als 
die vorgenannten Kanäle (z.B. mobile Zahlungslösungen): gemäss se-
paraten Nutzungsbestimmungen oder einer anderen von UBS vorge-
gebenen oder mit UBS vereinbarten Weise. 

2.1.4 im Rahmen der Tokenisierungs-Technologie können die Karten-
nummer und das Verfalldatum durch einen Token ersetzt werden, wel-
cher für die Abwicklung der Zahlung verwendet wird; 

2.1.5 im Falle von Aktualisierungs-Services bleibt die automatische 
Aktualisierung des Verfalldatums vorbehalten (vgl. Ziffer 15). 

2.2 Das Unternehmen anerkennt sämtliche gemäss Ziffer 2.1 ge-
nehmigten Transaktionen und die daraus resultierenden Forderungen 
der Akzeptanzstellen. Gleichzeitig weist das Unternehmen UBS unwi-
derruflich an, die jeweiligen Forderungen der Akzeptanzstellen ohne 
Weiteres zu vergüten. 

2.3 Die Karte darf nur im Rahmen des verfügbaren Guthabens 
sowie der anwendbaren individuellen Karten- und Bargeldbezugslimi-
ten (vgl. Ziffer 2.1) und ausschliesslich für Geschäftsausgaben des Un-
ternehmens verwendet werden. Eventuelle für den Karteninhaber er-
lassene Weisungen des Unternehmens können UBS nicht entgegenge-
halten werden. Der Einsatz der Karte für illegale Zwecke ist verboten. 

2.4 Die Einsatzmöglichkeiten der Karte (Ziffer 2.1) sowie die Limi-
ten (individuelle Karten- und Bargeldbezugslimiten) können von UBS 
jederzeit angepasst werden. Die individuelle Kartenlimite ist auf der 
Kartenabrechnung ersichtlich oder kann, ebenso wie die individuelle 
Bargeldbezugslimite, beim Kundendienst angefragt werden. Die indi-
viduelle Kartenlimite kann auch im UBS Digital Banking angezeigt wer-
den. Die Höhe des Guthabens entspricht dem einbezahlten Betrag, 
abzüglich allfälliger Preise, Gebühren und Kommissionen und bereits 
getätigter Transaktionen. Bei Kartenerneuerung oder Kartenersatz 
wird, sofern vorhanden, das individuelle Kartenguthaben nach Abzug 
allfälliger Preise, Gebühren und Kommissionen übertragen. Das Gut-
haben ist auf dem Gesamtauszug oder auf der Kartenabrechnung er-
sichtlich und kann beim Kundendienst erfragt sowie im UBS Digital 
Banking angezeigt werden. UBS kann ein maximales Guthaben festle-
gen und dieses jederzeit ändern. 

3. Preise, Gebühren und Kommissionen 

3.1 Für das Hauptkonto sowie für die Karten und deren Nutzung 
können Preise, Gebühren, Kommissionen (nachstehend «Preise») ver-
rechnet werden. Die Preise werden zusammen mit dem Hauptkonto-
und dem Kartenantrag oder in anderer geeigneter Weise zur Kenntnis 
gebracht und können jederzeit beim Kundendienst erfragt sowie im 
Internet unter ubs.com/commercialcards abgerufen werden. Darüber 
hinaus können Drittkosten weiterverrechnet sowie vom Unternehmen 
verursachte Aufwendungen in Rechnung gestellt werden. 

3.2 Änderungen der Preise sind jederzeit aufgrund veränderter 
Marktverhältnisse bzw. Kosten durch Anpassung der Listen/Produkte-
merkblätter möglich. Sie werden in geeigneter Weise bekannt gege-
ben. Mit Bekanntgabe kann das Unternehmen im Widerspruchsfall 
das Hauptkonto umgehend kündigen. 

3.3 Bei Transaktionen in einer anderen Währung als der Kartenwäh-
rung werden die angewandten Devisenkurse um einen Bearbeitungszu-
schlag erhöht. Der Devisenkurs beinhaltet einen Aufschlag. Die Höhe 
des Aufschlags bei Verwendung des UBS-Devisenkurses kann unter 
ubs.com eingesehen und beim Kundendienst erfragt werden. 

3.4 Bei Transaktionen mit der Karte erhält UBS als Kartenheraus-
geberin vom Acquirer (Unternehmen, welches mit Akzeptanzstellen 
Verträge für die Akzeptanz von Prepaidkarten als Zahlungsmittel ab-
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schliesst) eine sogenannte Interchange-Gebühr. Die Interchange-Ge-
bühr dient mitunter der Deckung der laufenden Kosten, insbesondere 
der Kosten für die Transaktionsverarbeitung, soweit diese nicht bereits 
durch Preise gemäss Ziffer 3.1 gedeckt sind. Die Interchange-Gebühr 
kann unter ubs.com eingesehen und beim Kundendienst erfragt wer-
den. Überdies kann UBS von Dritten (z.B. internationalen Kartenorga-
nisationen) Beiträge zur Verkaufsförderung erhalten. 

4. Abrechnung, Zahlungs- und Rückzahlungsmodalitäten 

4.1 Das Unternehmen erhält monatlich einen Gesamtauszug aller 
Kartensaldi sowie je eine Kartenabrechnung mit sämtlichen gemäss 
Ziffer 2.1 genehmigten Transaktionen sowie den gemäss Ziffer 3 ge-
schuldeten Preisen, sofern Transaktionen getätigt wurden oder Preise 
geschuldet sind. Die Kartenabrechnung wird an das Unternehmen 
selbst und an den jeweiligen Karteninhaber gesandt. Das Unterneh-
men kann in von UBS vorgesehenen Fällen auf die Zustellung des Ge-
samtauszugs und der Kartenabrechnung verzichten. 

4.2 Das Unternehmen ist verpflichtet, einen allfälligen Nega-
tivsaldo auf dem Hauptkonto oder der/den individuellen Karte(n) bis 
spätestens zum auf dem Gesamtauszug oder der Kartenabrechnung 
aufgedruckten Datum mittels einer von UBS akzeptierten Zahlungsart 
vollständig zu begleichen. 

4.3 Bleibt der Negativsaldo trotz Aufforderung von UBS bestehen, 
hat UBS das Recht, den offenen Betrag (inklusive Preise gemäss Ziffer 
3) zur sofortigen Zahlung einzufordern und die Karten zu sperren. All-
fällige Mahn- und Inkassogebühren gehen zulasten des Unterneh-
mens. Im Übrigen behält sich UBS das Recht vor, einen allfälligen Ne-
gativsaldo mit Vermögenswerten auf weiteren Karten oder einem auf 
das Unternehmen lautenden Bankkonto bei UBS zu verrechnen. 

4.4 Das Unternehmen kann die Rückerstattung des Guthabens beim 
Kundendienst oder auf eine von UBS vorgegebene Weise verlangen. Die 
Rückerstattung erfolgt ausschliesslich auf das für die Karten hinterlegte 
und auf den Namen des Unternehmens lautende UBS-Bankkonto. 

5. Zugangsmittel 

5.1 UBS stellt dem Unternehmen und dem Karteninhaber persön-
liche Zugangsmittel, z.B. Access App, PIN-Code (sogenannte Legiti-
mationsmittel; nachstehend «Zugangsmittel»), zur Verfügung, die nur 
zum bestimmungsgemässen Gebrauch verwendet werden dürfen. UBS 
kann die persönlichen Zugangsmittel jederzeit austauschen oder an-
passen. UBS ist ermächtigt, dem Unternehmen und dem Karten-
inhaber einmal verwendbare Bestätigungs- und Aktivierungs-
codes an die von ihnen zu diesem Zweck bekannt gegebene 
Mobiltelefonnummer zu senden, wodurch Dritte wie Netz- oder 
Dienstbetreiber allenfalls auf die Bankbeziehung schliessen sowie an 
Bankkundeninformationen gelangen können. 

5.2 Jede Person, die sich mit den persönlichen Zugangsmit-
teln erfolgreich legitimiert, gilt als ermächtigt, UBS verbindlich 
Weisungen zu erteilen. UBS hat dabei die Legitimationsprüfung mit 
geschäftsüblicher Sorgfalt vorzunehmen. Die eingehenden Weisungen 
gelten in der Folge als vom Unternehmen erteilt. UBS hat richtig er-
füllt, wenn sie diesen Weisungen im Rahmen des üblichen Geschäfts-
gangs Folge leistet. 

6. UBS Digital Banking 

6.1 UBS kann dem Unternehmen und dem Karteninhaber digitale 
Services (UBS Digital Banking) anbieten. Der Zugriff auf UBS Digital 
Banking und die damit angebotenen Funktionen erfolgt, nachdem das 
Unternehmen oder der Karteninhaber sich unter Gebrauch der per-
sönlichen Zugangsmittel gegenüber UBS legitimiert hat. Allfällige 
zusätzliche Vereinbarungen für die Nutzung von UBS Digital 
Banking können dem Unternehmen und dem Karteninhaber in 
elektronischer Form vorgelegt werden, nachdem dieses oder 
dieser sich erfolgreich legitimiert hat. Elektronisch abgeschlos-
sene Vereinbarungen werden den handschriftlich unterzeichne-
ten Vereinbarungen gleichgestellt. 

6.2 Die Nutzung von UBS Digital Banking ist unter anderem auf-
grund des Downloads, der Installation und/oder der Verwendung von 
Apps und damit verbundener Bezugspunkte zu Dritten (z.B. Anbieter 
der Vertriebsplattformen, Netzbetreiber, Gerätehersteller) oder der 

Möglichkeit der Verwendung unverschlüsselter Kommunikationska-
näle (z.B. SMS-Mitteilungen) mit Risiken verbunden, insbesondere: (1) 
Offenlegung der Bankbeziehung gegenüber Dritten, wodurch das 
Bankkundengeheimnis insoweit nicht mehr sichergestellt werden 
kann; (2) Veränderungen bzw. Verfälschungen von Informationen (z.B. 
Vortäuschen von falschen Informationen); (3) Systemunterbrüche, si-
cherheitsrelevante Einschränkungen sowie nicht autorisierte Entfer-
nung von Nutzungsbeschränkungen auf dem Endgerät und andere 
Störungen, welche die Verwendung verunmöglichen können; (4) 
Missbrauch aufgrund von Manipulation durch schädliche Software 
oder der unberechtigten Verwendung bei Verlust des Geräts. 

6.3 Mit der Nutzung von UBS Digital Banking akzeptieren das Un-
ternehmen und der Karteninhaber insbesondere die oben genannten 
Risiken sowie gegebenenfalls die separaten Nutzungsbedingungen. 

7. Sorgfaltspflichten 

Das Unternehmen hat insbesondere folgende Sorgfaltspflichten zu er-
füllen und deren Erfüllung sicherzustellen: 

7.1 Sofern die Karte ein Unterschriftenfeld aufweist, unterzeichnet 
der Karteninhaber die Karte sofort nach Erhalt an der dafür vorgese-
henen Stelle. 

7.2 Die Zugangsmittel und die Karte sind sorgfältig und von-
einander getrennt aufzubewahren. Sie dürfen weder versandt, 
weitergegeben noch in einer anderen Weise Dritten zugänglich 
gemacht werden (z.B. durch ungeschützte Eingabe des PIN-Codes). 
Zugangsmittel dürfen nicht auf der Karte vermerkt oder unverschlüs-
selt elektronisch gespeichert werden, auch nicht in abgeänderter 
Form, und nicht leicht ermittelbar sein, d.h. Telefonnummern, Ge-
burtsdaten, Autokennzeichen u.ä. sollten nicht verwendet werden. 
Besteht Grund zur Annahme, dass eine andere Person Kenntnis von 
Zugangsmitteln hat, sind diese umgehend zu ändern. 

7.3 Besitz und Aufbewahrungsort der Karte müssen bekannt sein 
und sind regelmässig zu überprüfen. Besteht Grund zur Annahme, 
dass eine nicht berechtigte Person im Besitz der Karte ist, ist sie umge-
hend zurückzuerlangen. Bei Verlust, Diebstahl, Einzug oder Miss-
brauch der Karte oder bei Verdacht darauf ist die Karte sofort (un-
geachtet einer allfälligen Zeitverschiebung) zu sperren oder via Kun-
dendienst sperren zu lassen. Zudem ist bei Verdacht auf strafbare 
Handlungen umgehend bei einer lokalen Polizei im In- oder Ausland 
Anzeige zu erstatten und nach bestem Wissen zur Aufklärung des 
Falls und Minderung des Schadens beizutragen. 

7.4 Die Kartenabrechnung ist sofort nach Erhalt, am besten an-
hand der aufbewahrten Kauf- und Transaktionsbelege, zu prüfen. Un-
stimmigkeiten, insbesondere Belastungen aufgrund missbräuchli-
cher Verwendung der Karte, sind sofort nach Empfang der Karten-
abrechnung dem Kundendienst zu melden, spätestens aber in-
nerhalb von 30 Tagen ab dem Datum der Kartenabrechnung schrift-
lich an die Adresse von UBS vorzubringen (Datum Poststempel). Er-
folgt die Beanstandung nicht rechtzeitig, kann dies dazu führen, dass 
das Unternehmen die ihm obliegende Schadenminderungspflicht ver-
letzt und für den hieraus entstehenden Schaden einzustehen hat. 

7.5 Im Falle einer Sperre/Kündigung der Karte sind sämtliche An-
bieter von mobilen Zahlungslösungen und Akzeptanzstellen, bei 
denen die Karte für wiederkehrende Dienstleistungen oder vorgängig 
genehmigte Zahlungen (z.B. Onlinedienste, Abonnemente, Mitglied-
schaften oder Ticket-Apps) oder für Buchungen/Reservierungen (z.B. 
für Mietwagen, Hotelübernachtungen) als Zahlungsmittel angegeben 
bzw. hinterlegt wurde, zu informieren. 

7.6 Das Unternehmen verpflichtet sich, Karten von aus dem Unter-
nehmen austretenden Mitarbeitern sofort bei UBS zu sperren und zu 
kündigen. 

7.7 Verfallene, gekündigte oder gesperrte Karten sind sofort un-
aufgefordert unbrauchbar zu machen. 

7.8 Wird bis 15 Tage vor Verfall der bisherigen Karte keine neue 
Karte ausgestellt, so hat das Unternehmen dies dem Kundendienst so-
fort zu melden. 

8. Verantwortlichkeit und Haftung 
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8.1 Das Unternehmen haftet für sämtliche Verbindlichkeiten 
aus dem Einsatz der Karten. Allfällige Streitigkeiten bezüglich Un-
stimmigkeiten und Beanstandungen von Waren oder Dienstleistungen 
sowie Ansprüche daraus sind vom Unternehmen direkt mit der jeweili-
gen Akzeptanzstelle zu regeln. Bei Warenrückgaben muss von der Ak-
zeptanzstelle eine Gutschrifts- und bei Annullierungen eine Annullie-
rungsbestätigung verlangt werden. 

8.2 Die Risiken aus einer missbräuchlichen Kartenverwendung lie-
gen grundsätzlich beim Unternehmen. In jedem Fall sind sie vom Un-
ternehmen zu tragen, wenn die Transaktionen unter Verwendung 
eines Zugangsmittels genehmigt wurden. In allen übrigen Fällen 
übernimmt UBS bei rechtzeitiger Beanstandung (Ziffer 7.4) Schäden 
aus missbräuchlicher Verwendung der Karte durch Dritte, sofern das 
Unternehmen sämtliche Bestimmungen dieser AGB (siehe insbeson-
dere Ziffer 7) eingehalten hat und soweit es auch sonst kein Verschul-
den trifft. Nicht als Dritte im Sinne dieser Ziffer gelten dem Kartenin-
haber nahestehende, verwandtschaftlich oder anderweitig mit ihm 
verbundene Personen wie z.B. Lebenspartner, im gleichen Haushalt le-
bende Personen sowie alle beim Unternehmen angestellten Personen 
oder für das Unternehmen tätigen Personen. Bis zu einer allfälligen 
Sperre der Karte ist das Unternehmen verantwortlich für sämt-
liche gemäss Ziffer 2.1 genehmigten Transaktionen. 

8.3 Das Unternehmen trägt Schäden, die infolge des Weiterver-
sands von Karte oder Zugangsmittel(n) entstehen. 

8.4 Schäden, welche dem Unternehmen im Zusammenhang mit 
dem Besitz oder der Verwendung der Karten entstehen, sind von die-
sem selbst zu tragen. UBS haftet nicht, falls eine Akzeptanzstelle die 
Karte als Zahlungsmittel nicht akzeptiert oder falls die Karte aus tech-
nischen Gründen oder infolge fehlenden Guthabens, einer Limitenan-
passung und -ausschöpfung, einer Kündigung oder einer Sperre nicht 
verwendet werden kann. UBS übernimmt ebenfalls keine Haftung, 
wenn die Karte an einem Automaten nicht verwendet werden kann 
oder durch eine solche Verwendung beschädigt oder unbrauchbar ge-
macht wird. 

8.5 Das Unternehmen stellt UBS von Ansprüchen der Karteninha-
ber frei, sofern und soweit diese auf eine Verletzung der Sorgfalts-
pflichten, der Pflichten des Unternehmens zur Information der Karten-
inhaber über die Datenbearbeitung und die diesbezüglichen Rechte 
der Karteninhaber oder auf eine Verletzung der Pflicht zur Einholung 
der Einwilligung der Karteninhaber zurückzuführen sind. 

8.6 UBS kann dem Unternehmen trotz Sperre oder Kündigung der 
Karte sämtliche Beträge aus wiederkehrenden Dienstleistungen (Ziffer 
7.5) belasten. 

8.7 UBS haftet nicht für die mit der Karte zur Verfügung gestellten 
Neben- bzw. Zusatzleistungen und für Schäden, für die eine Versiche-
rung oder andere Dienstleistungserbringer aufzukommen haben. 

9. Kartenerneuerung 

9.1 Die Karte und die mit ihr verbundenen Neben- und Zusatzleis-
tungen verfallen am Monatsende des auf der Karte aufgeführten 
Datums. 

9.2 Wünscht das Unternehmen keine neue Karte, ist dies UBS min-
destens zwei Monate vor Kartenverfall schriftlich mitzuteilen. 

10. Kartensperre und Beendigung des Vertragsverhältnisses 

10.1 Sowohl das Unternehmen als auch UBS können jederzeit und 
ohne Angabe von Gründen eine Kartensperre veranlassen oder das 
Vertragsverhältnis schriftlich kündigen. Die Kündigung des Hauptkon-
tos gilt automatisch für alle Karten. Ein Karteninhaber kann nur für die 
auf seinen Namen lautende Karte eine Sperre oder Kündigung für das 
Unternehmen vornehmen. 

10.2 Die Kündigung bewirkt ohne Weiteres die Fälligkeit aller Aus-
senstände. Das Unternehmen hat keinen Anspruch auf anteilsmässige 
Rückerstattung des Jahrespreises. 

11. Auslagerung von Geschäftsbereichen 
und Dienstleistungen 

UBS kann Geschäftsbereiche und Dienstleistungen an Konzerngesell-
schaften und Drittparteien innerhalb der Schweiz und im Ausland aus-

lagern. Dasselbe Recht steht den mit der Abwicklung des Kartenge-
schäfts beauftragten Konzerngesellschaften zu. Dies betrifft im Be-
sonderen Abwicklung des Kartengeschäfts, Dokumenten- und Karten-
erstellung, Rechnungsstellung, Inkasso, Compliance, Datenbewirt-
schaftung, IT sowie Back- und Middle-Office-Dienstleistungen, welche 
im Ganzen oder in Teilen ausgelagert werden können. Im Rahmen 
der Auslagerung kann es vorkommen, dass Kartendaten an konzern-
interne oder externe Dienstleistungserbringer übermittelt werden 
müssen und dass Dienstleistungserbringer ihrerseits weitere Dienst-
leistungserbringer beiziehen. Sämtliche Dienstleistungserbringer sind 
an entsprechende Vertraulichkeitsbestimmungen gebunden. Falls ein 
Dienstleistungserbringer im Ausland ansässig ist, übermittelt 
UBS oder übermitteln ihre beauftragten Konzerngesellschaften 
nur solche Daten, welche keinen Rückschluss auf die Identität 
des Unternehmens bzw. des Karteinhabers zulassen. 

12. Datenschutzerklärung 
Sofern hier nichts Abweichendes geregelt ist, gilt für die Bearbeitung 
von Personendaten die Datenschutzerklärung von UBS. Das Unterneh-
men kann die Datenschutzerklärung von UBS unter ubs.com/data-pri-
vacy-notice-switzerland einsehen oder die Zustellung einer Kopie der 
Datenschutzerklärung beim Kundendienst von UBS verlangen. 

13. Profilbildung und Marketing 

13.1 UBS und durch UBS beauftragte Konzerngesellschaften 
und Dritte sind ermächtigt, Kartendaten zu speichern, zu bear-
beiten, zu kombinieren und zu nutzen und daraus Profile zu er-
stellen. Diese Daten werden von UBS und ihren Konzerngesell-
schaften insbesondere genutzt, um dem Unternehmen gegebe-
nenfalls individuelle Beratung, massgeschneiderte Angebote 
und Informationen über Produkte und Dienstleistungen von 
UBS oder Konzerngesellschaften zur Verfügung zu stellen 
sowie für Marktforschungs-, Marketing- und Risikomanagem-
entzwecke. Dies betrifft insbesondere folgende Daten: Angaben zum 
Unternehmen sowie zu den Kartentransaktionen und Zusatzleistun-
gen. Das Unternehmen kann jederzeit auf Angebote und Informatio-
nen über Produkte und Dienstleistungen von UBS oder Konzerngesell-
schaften verzichten. Der Verzicht ist schriftlich an den Kundendienst 
zu richten. Von UBS beauftragte Konzerngesellschaften und Dritte 
sowie deren Mitarbeiter werden zur Einhaltung des Schweizer Daten-
schutzgesetzes verpflichtet. 

13.2 Das Unternehmen erlaubt UBS, Kartendaten zu Geschäftszwe-
cken an Konzerngesellschaften in der Schweiz bekannt zu geben. Dies 
erfolgt insbesondere zum Zweck einer umfassenden und effizienten 
Kundenbetreuung sowie der Information über das Dienstleistungsan-
gebot von Konzerngesellschaften. In diesem Umfang wird UBS von 
der Pflicht zur Wahrung des Bankkundengeheimnisses und des 
Datenschutzes entbunden. UBS stellt sicher, dass die Empfänger von 
Kartendaten an entsprechende Geheimhaltungs- und Datenschutz-
pflichten gebunden sind. 

14. Transaktionsabwicklung und Betrugsprävention 

14.1 Durch den Einsatz der Karte erlangen die internationalen Kar-
tenorganisationen (Visa bzw. Mastercard) und deren Vertragsunter-
nehmen, die mit der Verarbeitung von Kartentransaktionen beauftragt 
sind, Kenntnis von den jeweiligen Transaktionsdaten (z.B. Karten- und 
Transaktionsreferenznummer, Transaktionsbetrag und -datum, Infor-
mationen über die Akzeptanzstelle). In gewissen Fällen (z.B. Kauf eines 
Flugtickets, Hotelrechnungen, Miete eines Motorfahrzeugs) erlangen 
sie auch Kenntnis von weiteren Daten wie z.B. Namen des Karteninha-
bers oder der Person, für welche die Transaktion getätigt wurde. Das 
Unternehmen akzeptiert, dass auch Akzeptanzstellen in der 
Schweiz Transaktionsdaten über die weltweiten Netze von Visa 
oder Mastercard an die Kartenherausgeberin UBS respektive an 
die mit der Abwicklung beauftragten Konzerngesellschaften 
und Dritte weiterleiten. Es wird darauf hingewiesen, dass sich das 
schweizerische Recht (z.B. Datenschutz) allein auf schweizerisches Ter-
ritorium beschränkt und somit alle ins Ausland gelangenden Daten kei-
nen Schutz nach schweizerischem Recht mehr geniessen. Für im Aus-
land bearbeitete Daten wird UBS in diesem Umfang von der 
Pflicht zur Wahrung des Bankkundengeheimnisses und des Da-
tenschutzes entbunden. 

14.2 Die an die internationalen Kartenorganisationen übermittelten 
oder ihnen zugegangenen Daten können von ihnen zu eigenen Zwe-
cken und gemäss eigenen Datenschutzvorschriften (vgl. visa.com und 
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mastercard.com) im In- und Ausland (auch in Ländern, die allenfalls 
über keinen adäquaten Datenschutz verfügen) bearbeitet werden. 

14.3 Bei Distanzzahlungen via Internet kann die Akzeptanzstelle 
zudem Daten wie z.B. Kartennummer, Zeitpunkt des Einkaufs, Trans-
aktionsbetrag, Namen und Vornamen, Telefonnummer und E-Mail-
Adresse, Rechnungs- und Lieferadresse des Käufers oder Dienstleis-
tungsbezügers sowie die Device-ID und die IP-Adresse, von welcher die 
Zahlung ausgelöst wurde, über die weltweiten Netze von Visa oder 
Mastercard an UBS respektive an die mit der Abwicklung beauftragten 
Konzerngesellschaften und Dritte im In- und Ausland weiterleiten. 
UBS sowie von UBS im In- und Ausland beauftragte Konzernge-
sellschaften und Dritte sind ermächtigt, diese Daten zum Zweck 
der Genehmigung einer Transaktion sowie für die Analyse von 
Betrugsmustern zu bearbeiten, zu kombinieren, zu speichern 
und zu nutzen und daraus Profile zu erstellen. 

14.4 UBS ist weiter ermächtigt, dem Karteninhaber Sicherheitsnach-
richten (z.B. Betrugswarnungen) an die bei UBS hinterlegte Mobiltele-
fonnummer zu senden, wodurch Dritte wie Netz- und Dienstbetreiber 
allenfalls auf die Bankbeziehung schliessen sowie an Bankkundenin-
formationen gelangen können. 

15. Aktualisierungs-Services 

15.1 Die internationalen Kartenorganisationen bieten Aktualisie-
rungs-Services an. Diese dienen dazu, teilnehmenden Akzeptanzstel-
len und Anbietern von mobilen Zahlungslösungen die Aktualisierung 
des Verfalldatums der Karte zuzustellen. Dies, um z.B. Zahlungen 
für wiederkehrende Dienstleistungen und mit mobilen Zahlungslö-
sungen oder vorgängig genehmigte Zahlungen (z.B. für Online-
dienste, Abonnemente oder Ticket-Apps) auch nach einer Aktualisie-
rung des Verfalldatums der Karte automatisch zu ermöglichen. Das 
Unternehmen nimmt zur Kenntnis, dass UBS die Kartennum-
mer und das Verfalldatum der Karten zum Zweck der Durch-
führung von Aktualisierungs-Services sowie zu den im ent-
sprechenden Formular unter ubs.com/aktualisierungsservices 
aufgeführten Zwecken an die internationalen Kartenorganisa-
tionen übermittelt. 

15.2 Die internationalen Kartenorganisationen sind berechtigt, wei-
tere Auftragsdatenbearbeiter beizuziehen. Die internationalen Karten-
organisationen sowie die weiteren Auftragsdatenbearbeiter bearbeiten 
diese Daten im In- und Ausland (auch in Ländern, die allenfalls über 
keinen adäquaten Datenschutz verfügen). In jedem Fall werden jedoch 

angemessene Massnahmen zum Schutz der Kundendaten getroffen 
und die Auftragsdatenbearbeiter sind zur Wahrung eines angemesse-
nen Datenschutzes verpflichtet. Insbesondere leiten die internatio-
nalen Kartenorganisationen die Kartennummer und das aktuali-
sierte Verfalldatum über ihre weltweiten Netze an Akzeptanz-
stellen und Anbieter von mobilen Zahlungslösungen weiter, die 
einen solchen Aktualisierungs-Service unterstützen, sowie an 
weitere an den Aktualisierungs-Services beteiligte Stellen (u.a. 
Acquirer). 

15.3 UBS räumt dem Unternehmen die Möglichkeit ein, auf die Teil-
nahme an den Aktualisierungs-Services zu verzichten. Das Unterneh-
men kann seinen Verzicht jederzeit mit dem entsprechenden Formular 
unter ubs.com/aktualisierungsservices an den Kundendienst richten. 

16. Änderung der Bedingungen und weitere Bestimmungen 

16.1 UBS steht in begründeten Fällen das Recht zu, die AGB sowie 
die produkt- und dienstleistungsspezifischen Bestimmungen jederzeit 
zu ändern. Dabei obliegt es UBS, die Änderungen vorgängig und in 
geeigneter Weise bekannt zu geben. Ohne schriftlichen Widerspruch 
innert Monatsfrist seit Bekanntgabe gelten die Änderungen als geneh-
migt. Im Widerspruchsfall steht es dem Unternehmen frei, das Haupt-
konto vor Inkrafttreten der Änderungen mit sofortiger Wirkung zu 
kündigen. Vorbehalten bleiben spezielle Vereinbarungen. Hat das Un-
ternehmen Zugriff auf UBS Digital Banking, können Anpassungen und 
Ergänzungen der vorliegenden Vereinbarung auch ausschliesslich in 
elektronischer Form vorgelegt werden. 

16.2 UBS ist befugt, alle Ansprüche gegenüber dem Unternehmen 
jederzeit an Dritte abzutreten. 

16.3 UBS ist ermächtigt, Kartendaten zur Erfüllung gesetzlicher oder 
regulatorischer Auskunftspflichten sowie zur Wahrung berechtigter In-
teressen (z.B. im Rahmen eines Rückforderungsverfahrens) im In- und 
Ausland offenzulegen. 

17. Anwendbares Recht und Gerichtsstand 
Die vorliegende Vereinbarung untersteht schweizerischem materiellem 
Recht. Ausschliesslicher Gerichtsstand für alle Verfahren ist Zürich oder 
der Ort der kontoführenden Geschäftsstelle. Dies ist zugleich auch 
der Erfüllungsort sowie für Unternehmen mit Domizil im Ausland der 
Betreibungsort. Vorbehalten bleiben zwingende gesetzliche Gerichts-
stände. 

¹Die Einzahl umfasst auch die Mehrzahl, die männliche Form auch die weibliche. 
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Allgemeine Depotbedingungen 

1. Geltungsbereich 
Die Allgemeinen Depotbedingungen gelten für die Verwahrung und 
Verwaltung von Werten und Sachen («Depotwerte») durch UBS Swit-
zerland AG («UBS»). 

2. Behandlung von Depotwerten 
UBS übernimmt folgende Depotwerte: 

a) Geld- und Kapitalmarktanlagen und andere Finanzinstrumente 
zur Verwahrung und Verwaltung; 

b) Edelmetalle in handelsüblicher und nicht handelsüblicher Form 
sowie Münzen mit numismatischem Wert zur Verwahrung; 

c) andere Wertgegenstände zur Verwahrung, sofern sie dafür ge-
eignet sind. 

UBS kann ohne Angabe von Gründen die Übernahme von Depotwer-
ten ablehnen und jederzeit die sofortige Rücknahme übernommener 
Depotwerte verlangen. 
UBS behält sich das Recht vor, Depotwerte erst nach deren Eingang 
im Depot gutzuschreiben. 
Sofern UBS die Depotwerte aufgrund juristischer, regulatorischer oder 
produktspezifischer Gründe nicht länger verwahren möchte, wird UBS 
den Depotinhaber um Instruktion bitten, wohin die Depotwerte trans-
feriert werden sollen. Unterlässt der Depotinhaber auch nach einer 
von UBS angesetzten angemessenen Nachfrist, ihr mitzuteilen, wohin 
die vom Kunden bei UBS hinterlegten Vermögenswerte und Guthaben 
zu transferieren sind, kann UBS die Vermögenswerte physisch auslie-
fern oder sie liquidieren. 
Die Versicherung der Depotwerte gegen Schäden, für die UBS nicht 
haftet, ist Sache des Depotinhabers. 

3. Sorgfaltspflicht von UBS 
UBS verwahrt und verwaltet die Depotwerte mit der geschäftsüblichen 
Sorgfalt. 

4. Sammelverwahrung und Drittverwahrung von 
Depotwerten 

Ohne anderslautende Weisung ist UBS berechtigt, Depotwerte in 
einem Sammeldepot zu verwahren. Dies gilt nicht für Depotwerte, die 
wegen ihrer Natur oder aus anderen Gründen getrennt verwahrt wer-
den müssen. 
Auslosbare Depotwerte können in Sammeldepots verwahrt werden. 
Von einer Auslosung erfasste Depotwerte verteilt UBS mit einer 
Zweitauslosung unter die Depotinhaber. Dabei wendet sie eine Me-
thode an, die allen Depotinhabern eine gleichwertige Aussicht auf Be-
rücksichtigung wie bei der Erstauslosung bietet. 
UBS ist ermächtigt, die Depotwerte bei einer Drittverwahrungsstelle 
ihrer Wahl in der Schweiz oder im Ausland in eigenem Namen, aber 
auf Rechnung und Gefahr des Depotinhabers, einzeln oder in Sam-
meldepots verwahren zu lassen. Ausschliesslich oder vorwiegend im 
Ausland gehandelte Depotwerte werden in der Regel auch dort ver-
wahrt und gegebenenfalls auf Rechnung und Gefahr des Depotinha-
bers dorthin verlagert. 
UBS haftet für gehörige Sorgfalt bei der Wahl und der Instruktion der 
Drittverwahrungsstelle sowie bei der Überwachung der dauernden Ein-
haltung der Auswahlkriterien. Für das Verschulden einer Drittverwah-
rungsstelle, welche Teil des Konzerns ist, haftet UBS wie für eigenes 
Verschulden. UBS kann Drittverwahrungsstellen ein Pfandrecht oder ein 
anderes Sicherungsrecht an den Depotwerten einräumen beziehungs-
weise sie berechtigen, dies zu tun, sofern dies rechtlich zulässig ist. 

5. Im Ausland verwahrte Depotwerte 
Bei Verwahrung im Ausland unterliegen die Depotwerte den Gesetzen 
und Usanzen am Ort der ausländischen Drittverwahrungsstelle. Die 
Rechte des Depotinhabers an seinen Depotwerten und die Sicherung 
dieser Depotwerte im Falle eines Konkurses der Drittverwahrungsstelle 
können vom Schweizer Recht abweichen. Wird UBS die Rückgabe von 
im Ausland verwahrten Depotwerten oder der Transfer des Verkaufser-
löses durch die ausländische Gesetzgebung verunmöglicht oder er-
schwert, ist UBS nur verpflichtet, dem Depotinhaber am Ort der auslän-
dischen Drittverwahrungsstelle, bei ihrer Zweigniederlassung oder einer 
Korrespondenzbank ihrer Wahl einen anteilsmässigen Rückgabean-
spruch bzw. einen Zahlungsanspruch zu verschaffen, sofern ein solcher 
besteht und übertragbar ist. 

6. Eintragung der Depotwerte 
Auf den Namen lautende Depotwerte können im massgeblichen Re-
gister (z.B. Aktienbuch) auf den Depotinhaber eingetragen werden, 
sofern eine entsprechende Ermächtigung vorliegt. UBS kann die De-
potwerte aber auch auf eigenen oder den Namen eines Dritten eintra-
gen lassen, immer aber auf Rechnung und Gefahr des Depotinhabers. 

7. Prüfung von Depotwerten 
UBS kann die eingelieferten Depotwerte auf Echtheit und Sperrmel-
dungen prüfen oder durch Dritte im In- und Ausland prüfen lassen. In 
diesem Fall führt UBS Verkaufs- und Lieferaufträge sowie Verwal-
tungshandlungen erst nach abgeschlossener Prüfung und allfälliger 
Umregistrierung aus. Werden solche Aufträge und Handlungen da-
durch verspätet oder nicht ausgeführt, so trägt der Depotinhaber den 
Schaden, ausser UBS hat die geschäftsübliche Sorgfalt verletzt. 

8. Annullierung von Urkunden 
UBS ist ermächtigt, eingelieferte Urkunden annullieren und durch 
Wertrechte ersetzen zu lassen, soweit dies nach dem anwendbaren 
Recht zulässig ist. 

9. Rückgabe der Depotwerte 
Die Rückgabe der Depotwerte erfolgt innerhalb der üblichen Lieferfris-
ten am Ort der Geschäftsstelle, bei der die Geschäftsbeziehung ge-
führt wird. Werden die Depotwerte ausnahmsweise versendet, so er-
folgt dies auf Rechnung und Gefahr des Depotinhabers. 

10. Verwaltung 
Ohne besondere Weisung des Depotinhabers führt UBS die üblichen 
Verwaltungshandlungen aus, wie: 

a) den Einzug fälliger Zinsen, Dividenden und rückzahlbarer Kapi-
talbeträge sowie anderer Ausschüttungen; 

b) die Überwachung von Auslosungen, Kündigungen und Amor-
tisationen von Depotwerten usw. aufgrund verfügbarer bran-
chenüblicher Informationsquellen; 

c) die Resteinzahlung auf nicht voll einbezahlten Titeln, sofern 
der Einzahlungszeitpunkt bei deren Ausgabe bereits bestimmt 
war. 

Weitere Verwaltungshandlungen, wie Vornahme von Konversionen, 
Ausübung, Kauf oder Verkauf von Bezugsrechten, Ausübung von 
Wandel- und Optionsrechten, Annahme oder Ablehnung von öffentli-
chen Übernahmeangeboten usw., trifft UBS nur auf rechtzeitig er-
folgte Weisung des Depotinhabers. Trifft die Weisung nicht rechtzei-
tig ein, hat UBS das Recht, aber nicht die Pflicht, nach eigenem Er-
messen vorzugehen. Sofern genügend Zeit vorhanden ist, informiert 
UBS den Depotinhaber, gestützt auf die verfügbaren branchenübli-
chen Informationsquellen, und fordert ihn auf, UBS Weisung zu 
erteilen. 
Bei couponlosen Namenaktien werden Verwaltungshandlungen nur 
ausgeführt, wenn die Zustelladresse für Dividenden und Bezugsrechte 
auf UBS lautet. 
Für Versicherungspolicen, Hypothekartitel, Gegenstände im verschlos-
senen Depot sowie für vorwiegend im Ausland gehandelte Depot-
werte, die ausnahmsweise in der Schweiz verwahrt werden, führt UBS 
keine Verwaltungshandlungen aus. 
Es ist Sache des Depotinhabers, seine Rechte aus den Depotwerten in 
Gerichts- oder Insolvenzverfahren geltend zu machen und sich hierfür 
die erforderlichen Informationen zu beschaffen. 
Sofern UBS Ausschüttungen bereits vor deren Eingang dem Konto 
des Depotinhabers gutgeschrieben hat, ist sie berechtigt, diese bei 
Nichteingang wieder zu stornieren. Gutgeschriebene Ausschüttun-
gen, welche irrtümlich oder aufgrund eines Fehlers erfolgten und zu-
rückgefordert werden, können von UBS ebenfalls jederzeit storniert 
werden. 

11. Meldepflichten 
Der Depotinhaber ist für die Erfüllung allfälliger Meldepflichten gegen-
über Gesellschaften und Behörden verantwortlich. UBS ist nicht ver-
pflichtet, den Depotinhaber auf seine Meldepflichten hinzuweisen. 
UBS ist berechtigt, Verwaltungshandlungen für Depotwerte, die zu 
Meldepflichten von UBS führen, unter Mitteilung an den Depotinha-
ber ganz oder teilweise nicht auszuführen. 

Weitere wichtige Informationen zur Geschäftsbeziehung mit UBS sowie auch Hinweise zu Risiken und regulatorischen Entwicklungen befinden sich auf folgender Internetseite: 
www.ubs.com/legalnotices 
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12. Monetäre Leistungen – Verzicht und Information zu 
monetären und nicht monetären Leistungen 

Kunden können in Anlageprodukte wie beispielsweise Anlagefonds 
und strukturierte Produkte von UBS Konzerngesellschaften sowie von 
unabhängigen Dritten investieren («Finanzinstrumente»). UBS erhält 
typischerweise von diesen Produktherstellern auf periodischer Basis 
und/oder im Voraus monetäre Leistungen wie Vertriebsentschädigun-
gen/Bestandespflegekommissionen, Rabatte und ähnliche Leistungen 
als Entgelt für den Vertrieb und/oder die Verwahrung dieser Finanzins-
trumente. Zudem kann UBS nicht monetäre Leistungen erhalten (mo-
netäre und nicht monetäre Leistungen nachfolgend zusammen «Leis-
tungen»). Leistungen können bei UBS zu Interessenkonflikten führen. 
Sie können insbesondere einen Anreiz für UBS begründen, bestimmte 
Finanzinstrumente, die höhere Leistungen vergüten, anderen Finanzin-
strumenten ohne Leistungen oder Finanzinstrumenten mit tieferen 
Leistungen vorzuziehen. UBS hat angemessene organisatorische Mass-
nahmen getroffen, um diesbezügliche Risiken, welche aus Interessen-
konflikten resultieren, zu minimieren. Damit die Kunden einen infor-
mierten Anlageentscheid fällen können, legt UBS die massgeblichen 
Bandbreiten der monetären Leistungen offen. Das Informationsblatt 
zu monetären und nicht monetären Leistungen («Informationsblatt»), 
welches integraler Bestandteil dieses Vertrages bildet, enthält detail-
lierte Angaben hierzu, insbesondere zur Höhe der monetären Leistun-
gen dargestellt mittels Prozentbandbreiten für verschiedene Katego-
rien von Finanzinstrumenten. Zusätzlich stellt UBS vor- und beim Han-
delsabschluss den Kunden (auf Nachfrage) ein produktspezifisches 
Kosteninformationsblatt zur Verfügung. 
Der Kunde erklärt sich damit einverstanden, dass UBS die von 
UBS Konzerngesellschaften und/oder unabhängigen Dritten er-
haltenen monetären Leistungen vollumfänglich einbehält, und 
verzichtet hiermit ausdrücklich auf die Weitergabe dieser mo-
netären Leistungen an ihn. Der Kunde nimmt zur Kenntnis, dass 
diese Regelung von der vorgesehenen Erstattungspflicht gemäss Art. 
400 Absatz 1 des Schweizerischen Obligationenrechts oder einer an-
deren gesetzlichen Vorschrift mit ähnlichem Inhalt abweicht. 

13. UBS-Produkteangebot 
UBS bietet Anlageberatung und Vermögensverwaltung in Bezug auf 
Anlageprodukte, welche aus dem von UBS definierten und regelmäs-
sig aktualisierten Anlageuniversum stammen («UBS Anlageuniver-
sum»). 
Das UBS Anlageuniversum besteht sowohl aus Finanzinstrumenten, 
die von UBS oder einer UBS-Konzerngesellschaft herausgegeben, ver-
waltet, entwickelt oder kontrolliert werden («UBS Finanzinstrumen-
te»), als auch aus Finanzinstrumenten von Drittanbietern. Sofern die 
Eigenschaften (z.B. Risikostruktur, Laufzeit) von UBS Finanzinstrumen-
ten und Finanzinstrumenten von Drittanbietern vergleichbar sind, wer-
den UBS Finanzinstrumente bevorzugt ausgewählt oder empfohlen. 
Die Anlageberatung und die generellen Empfehlungen von UBS be-
schränken sich auf Finanzinstrumente mit monetären Leistungen, so-
fern verfügbar und soweit kein gebührenpflichtiger Beratungsvertrag 
mit dem Kunden besteht. 
Bei Kauf- und Verkaufstransaktionen, welche der Kunde ohne Anlage-
beratung seitens UBS in Auftrag gibt, führt UBS keine Angemessen-

heits- oder Eignungsprüfung durch, es sei denn, dies ist gesetzlich er-
forderlich. Diese Information erfolgt nur hier und wird somit im Zeit-
punkt solcher Transaktionen nicht wiederholt. 

14. Platzierung von Aufträgen 
Der Depotinhaber kann UBS anweisen, Aufträge zu platzieren, bei-
spielsweise Kauf, Verkauf, Zeichnung, Austausch oder Rücknahme 
von Finanzinstrumenten («Transaktionen»), wobei er die volle Verant-
wortung für den Investitionsentscheid trägt. Transaktionsaufträge 
werden auf Risiko und Rechnung des Depotinhabers ausgeführt. UBS 
gewährt Zugang zu den jeweiligen Finanzinstrumenten vorbehältlich 
aufsichtsrechtlicher Beschränkungen. Dies bezieht sich sowohl auf 
börsenkotierte als auch auf nicht börsenkotierte Finanzinstrumente. 
UBS behält sich das Recht vor, Aufträge nach eigenem Ermessen und 
ohne Angabe von Gründen nicht entgegenzunehmen. 

15. Vermögensaufstellung 
UBS stellt dem Depotinhaber einmal jährlich eine Aufstellung über den 
Bestand seiner Depotwerte zu. 
Bewertungen der Depotwerte beruhen auf unverbindlichen, approxima-
tiven Kursen aus verfügbaren branchenüblichen Informationsquellen. 

16. Besondere Bedingungen für verschlossene Depots 
Verschlossene Depots dürfen nur Wertsachen, Dokumente und an-
dere zur Verwahrung in einem verschlossenen Depot geeignete Ge-
genstände enthalten. Liefert der Depotinhaber ungeeignete Gegen-
stände ein und entsteht deswegen ein Schaden, ist er dafür haftbar. 
UBS ist berechtigt, vom Depotinhaber den Nachweis über die Natur 
der verwahrten Gegenstände zu verlangen oder den Inhalt der ver-
schlossenen Depots zu kontrollieren. 
Verletzt UBS die geschäftsübliche Sorgfalt, so haftet sie für die vom 
Depotinhaber nachgewiesenen Schäden, höchstens aber bis zum de-
klarierten Wert. 

17. Preise 
Die Preise für die Verwahrung und Verwaltung von Depotwerten 
sowie für Zusatzdienstleistungen sind in einer separaten Preisliste auf-
geführt. Eine allfällig geschuldete Mehrwertsteuer und andere Abga-
ben werden zusätzlich zu den vereinbarten Preisen in Rechnung ge-
stellt. Änderungen sind jederzeit an veränderte Marktverhältnisse bzw. 
Kosten durch Anpassung der Preisliste möglich – in begründeten Fäl-
len ohne Vorankündigung. Sie werden in geeigneter Weise bekannt 
gemacht. Mit Bekanntgabe steht dem Kunden im Widerspruchsfall die 
umgehende Kündigung der von der Änderung betroffenen Dienstleis-
tung zur Verfügung. 

18. Änderungen der Depotbedingungen 
UBS steht in begründeten Fällen das Recht zu, die Allgemeinen Depot-
bedingungen jederzeit zu ändern. Dabei obliegt es UBS, die Änderun-
gen vorgängig und in geeigneter Weise bekannt zu geben. Ohne 
schriftlichen Widerspruch innert Monatsfrist seit Bekanntgabe gelten 
die Änderungen als genehmigt. Im Widerspruchsfall steht es dem 
Kunden frei, die Geschäftsbeziehung mit sofortiger Wirkung zu kündi-
gen. Vorbehalten bleiben spezielle Vereinbarungen. 

Weitere wichtige Informationen zur Geschäftsbeziehung mit UBS sowie auch Hinweise zu Risiken und regulatorischen Entwicklungen befinden sich auf folgender Internetseite: 
www.ubs.com/legalnotices 
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Ausgabe 2012 

Allgemeine Metallkontobedingungen 

1. Geltungsbereich 
Die Allgemeinen Metallkontobedingungen gelten für Edelmetalle und 
Münzen in handelsüblicher Form (nachstehend Metalle), welche in 
Kontoform (Metallkonto) bei UBS Switzerland AG (nachstehend UBS) 
geführt werden. 

2. Anspruch des Kontoinhaber 
Der Kontoinhaber hat keinen Eigentums-, sondern einen Lieferans-
pruch auf die auf dem Metallkonto ausgewiesene Metallmenge, wel-
che bei Gold als Feingewicht, bei den übrigen Edelmetallen als Brutto-
gewicht der handelsüblichen Einheit und bei Münzen als deren Anzahl 
verstanden wird. 

3. Ausführungen von Transfers 
UBS behält sich vor, Transfers zugunsten oder zulasten des Metallkon-
tos aus besonderen Gründen (z.B. Transfer- und Embargorestriktio-
nen) abzulehnen. 

4. Zinsen/Überziehungen 
Guthaben auf Metallkonti werden nicht verzinst. Erteilt der Kontoin-
haber Aufträge, die sein verfügbares Guthaben oder seinen Kredit 
übersteigen, kann UBS unabhängig vom Datum oder Zeitpunkt des 
Eingangs nach pflichtgemässem Ermessen bestimmen, inwieweit sie 
Aufträge ausführt. 

5. Auslieferung 
Verlangt der Kontoinhaber die physische Auslieferung des Metalls, er-
folgt diese ausschliesslich bei einer UBS Geschäftsstelle in der Schweiz 
auf Kosten des Kontoinhabers. Auslieferungsbegehren sind UBS früh-
zeitig anzukündigen. 

6. Art der Auslieferung 
Die Auslieferung des Metalls erfolgt in handelsüblicher Grösse und 
Qualität. Ansprüche von geringerem Umfang als den handelsüblichen 
Grössen werden in entsprechend kleineren Einheiten abgegolten, 
wobei der Kontoinhaber den zum Zeitpunkt der Auslieferung gültigen 
Fabrikationszuschlag zu entrichten hat. 

7. Auszüge 
Die Guthaben auf Metallkonti werden dem Kontoinhaber auf periodi-
schen Auszügen ausgewiesen. 

8. Preise 
Die Preise für die Führung des Metallkontos richten sich nach jederzeit 
einsehbaren separaten Listen/Produktemerkblättern. Änderungen sind 
jederzeit aufgrund veränderter Marktverhältnisse bzw. Kosten durch 
Anpassung der Listen/Produktemerkblätter möglich – in begründeten 
Fällen ohne Vorankündigung; sie werden in geeigneter Weise bekannt 
gemacht. Mit Bekanntgabe steht dem Kunden im Widerspruchsfall die 
umgehende Kündigung der von der Änderung betroffenen Dienstleis-
tung zur Verfügung. 
Eine allfällig geschuldete Mehrwertsteuer und andere Abgaben wer-
den zusätzlich zu den vereinbarten Preisen in Rechnung gestellt. 

UBS 

63699 D 001 15.06.2015 N1 Seite 1/1 
Vertragliche Grundlagen 33 



 

 

 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 

 

 

 

 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Ausgabe Januar 2026 

Informationsblatt zu monetären und nicht monetären 
Leistungen 

Das vorliegende Informationsblatt enthält eine Übersicht der monetä-
ren Leistungen (wie unten im Abschnitt 1 und 2 näher beschrieben 
«Monetäre Leistungen») und nicht monetären Leistungen (wie unten 
im Abschnitt 3 näher beschrieben «Nicht Monetäre Leistungen»), die 
UBS Switzerland AG («UBS») normalerweise von UBS-Konzerngesell-
schaften («Konzerngesellschaften») und/oder von ihr unabhängigen 
Dritten als Entschädigung für den Vertrieb und/oder die Verwahrung 
von Einheiten/Anteilen von Anlagefonds und strukturierten Produkten 
(«Finanzinstrumente») erhält. UBS stellt solche Finanzinstrumente be-
reit, führt bestimmte operative Tätigkeiten durch und unterhält eine 
effiziente und qualitativ hochstehende Infrastruktur, die laufend ver-
bessert und ausgebaut wird. All dies unterstützt die Kunden dabei, in-
formiert Entscheidungen zu fällen und Anlagegeschäfte effizient abzu-
wickeln. Abschnitt 4 beschreibt den Umfang von Anlageberatung und 
generellen Empfehlungen zu Finanzinstrumenten mit Monetären 
Leistungen. 

1. Monetäre Leistungen pro Finanzinstrumentenkategorie 

1.1 Anlagefonds 
Bei Anlagefonds kommen Monetäre Leistungen in Form von Ver-
triebsentschädigungen/Bestandespflegekommissionen, Rabatten und 
ähnlichen Gebühren vor. Diese Monetären Leistungen errechnen sich 
typischerweise als jährlicher Prozentsatz des Anlagevolumens (aller Be-
ratungs- und Execution-only-Kunden der relevanten Konzerngesell-
schaften) in einer Anlageklasse eines Anlagefonds zu einem bestimm-
ten Zeitpunkt. Die Monetären Leistungen werden aus der Verwal-
tungskommission beglichen (welche in der jeweiligen Fondsdokumen-
tation offengelegt wird). Sie werden üblicherweise auf einer monatli-
chen, quartalsweisen oder jährlichen Basis abgerechnet und 
ausbezahlt. 
Bei den folgenden Bandbreiten handelt es sich um den maximalen 
Prozentsatz Monetärer Leistungen, den UBS für einen Anlagefonds 
der jeweiligen Anlagefondskategorie erhalten kann: 

– Geldmarktfonds bis max. 1% p.a.; 
– Obligationenfonds bis max. 2,05% p.a.; 
– Aktienfonds bis max. 2,05% p.a.; 
– Anlagestrategiefonds bis max. 2% p.a.; 
– Hedge Funds bis max. 2% p.a. Zusätzlich kann UBS eine ein-

malige monetäre Leistung des zugrundeliegenden Fondsver-
walters von bis max. 2% des vollen Zeichnungsbetrags sowie 
bis zu 50% der Performancegebühr (oder einer gleichwertigen 
Gebühr) erhalten; 

– Gelistete Immobilienfonds bis max. 1,2% p.a.; 
– Offene Privatmarkt- und Immobilienfonds bis max. 2% p.a. Zu-

sätzlich kann UBS eine einmalige monetäre Leistung des zu-
grundeliegenden Fondsverwalters von bis max. 2% des vollen 
Zeichnungsbetrags sowie bis zu 50% der Performancegebühr 
(oder einer gleichwertigen Gebühr) erhalten¹. 

Der tatsächliche Betrag der Monetären Leistungen, den UBS erhält, va-
riiert in Abhängigkeit von der Anlagefondskategorie, dem Anlage-
fonds und der Anteilsklasse des Anlagefonds. 
Zur Veranschaulichung: Im Juni 2025 betrug der Prozentsatz der tat-
sächlichen vermögensgewichteten durchschnittlichen Monetären Leis-
tungen aller von UBS-Kunden im Rahmen von Beratungsbeziehungen 
(exkl. gebührenpflichtiger Anlageberatungsverträge) oder Execution-
only-Beziehungen investierten Anlagevermögen: 

– Geldmarktfonds ca. 0,15% p.a.; 
– Obligationenfonds ca. 0,3% p.a.; 
– Aktienfonds ca. 0,5% p.a.; 
– Anlagestrategiefonds ca. 0,75% p.a.; 
– Hedge Funds ca. 0,35% p.a.; 
– Gelistete Immobilienfonds ca. 0,15% p.a.; 
– Offene Privatmarkt- und Immobilienfonds bis ca. 0,6% p.a. 

Bitte beachten Sie, dass diese gewichteten durchschnittlichen Prozent-
sätze zum angegebenen Datum berechnet wurden und im Laufe der 
Zeit ändern können. 

1.2 Strukturierte Produkte 
Bei strukturierten Produkten (inkl. Warrants) können Monetäre Leis-
tungen in Form von UBS gewährten Rabatten auf den Ausgabepreis 
oder als eine an UBS gewährte Vergütung eines Teils des Ausgabe-
preises auftreten (beide Arten Monetärer Leistungen werden nachfol-
gend «Upfront Fee» genannt). Solche Upfront Fees sind einmalige 
Zahlungen. Deren Höhe beträgt max. 3% des investierten Betrags (im 
Fall von Collateralized Loan Obligations bis max. 5%). 
Anstelle dessen oder in Ergänzung dazu kann UBS wiederkehrende 
Monetäre Leistungen in Höhe von max. 1% p.a. des investierten Be-
trages oder des investierten Anlagevermögens erhalten. Die wieder-
kehrenden Monetären Leistungen werden üblicherweise auf einer mo-
natlichen, quartalsweisen oder jährlichen Basis abgerechnet und 
ausbezahlt. 
Darüber hinaus kann UBS Zahlungen erhalten im Zusammenhang mit 
der Anlage in Anlagefonds zur Absicherung bestimmter Verpflichtun-
gen in Bezug auf strukturierte Produkte, die von Konzerngesellschaf-
ten emittiert wurden. Solche Zahlungen können als Monetäre Leistun-
gen gelten. Die an UBS gezahlten Monetären Leistungen für solche 
Anlagen liegen innerhalb der unter Abschnitt 1.1 offengelegten maxi-
malen Bandbreiten. 

2. Monetäre Leistungen für UBS Advice Mandate 
UBS erhält Monetäre Leistungen in der Höhe von durchschnittlich 
0,11% des investierten Vermögens oder der finanziellen Verpflichtung 
im Kontext von Privatmarktfonds, wobei 95% aller UBS Advice Man-
date weniger als 0,55% p.a. und einzelne Fälle bis zu 3,7% p.a. 
erreichen. 
Bitte beachten Sie, dass diese Zahlen für einen Zeitraum von zwölf 
Monaten ab Juni 2025 (basierend auf während des gesamten Zeit-
raums aktiven UBS Advice Mandaten) berechnet wurden und sich im 
Laufe der Zeit ändern können. 
Die effektive Höhe an Monetären Leistungen für eine Anlage wird im 
produktspezifischen Kosteninformationsblatt angezeigt (Abschnitt 3.2). 

3 Monetäre Leistungen pro Kunde 

3.1 Maximale Höhe der Monetären Leistungen 
Die maximale Höhe der Monetären Leistungen pro Kunde kann mit-
tels Multiplikation des maximalen Prozentsatzes der jeweiligen Finan-
zinstrumentenkategorie mit dem Wert des eigenen Anlagevermögens 
in dieser Kategorie berechnet werden. 
Zur Veranschaulichung: Ein Kunde zeichnet einen Aktienfonds zu 
einem Anlagebetrag von CHF 100’000. 
Das vorliegende Informationsblatt weist für Aktienfonds die Höhe der 
wiederkehrenden Monetären Leistungen mit maximal 2,05% p.a. aus. 
Das bedeutet, für eine Investition von CHF 100’000 in dieser Finanzin-
strumentenkategorie kann UBS wiederkehrende Monetäre Leistungen 
von maximal 2,05% p.a. erhalten, also maximal CHF 2’050 p.a. Im 
Durchschnitt erhielt UBS für eine solche Investition wiederkehrend 
Monetäre Leistungen im Umfang von 0,5% p.a. des Anlagevermö-
gens, also CHF 500 p.a. Die Monetären Leistungen sind im Handels-
preis beziehungsweise in der ausgewiesenen Nettorendite eines Finan-
zinstruments jeweils bereits berücksichtigt. 

3.2 Effektive Höhe der Monetären Leistungen im 
produktspezifischen Kosteninformationsblatt 

Vor oder beim Handelsabschluss einer Transaktion stellt UBS dem 
Kunden (auf Nachfrage) ein produktspezifisches Kosteninformations-
blatt zur Verfügung, welches die voraussichtlich anfallenden Monetä-
ren Leistungen auf Basis des Prozentsatzes ausweist, zu dem zuletzt 
solche Leistungen für das jeweilige Produkt zwischen dem Produktan-
bieter und UBS abgerechnet wurden. Falls dieser zuletzt abgerechnete 
Prozentsatz nicht verfügbar ist, basieren die ausgewiesenen voraus-
sichtlich anfallenden Monetären Leistungen auf dem zwischen dem 
Produktanbieter und UBS vertraglich vereinbarten Mindestsatz, der ur-
sprünglich für ein bestimmtes Produkt vereinbart wurde. 

1 Geschlossene Privatmarktfonds bis max. 2,5% p.a. des vollen Zeichnungsbetrags. Zusätzlich kann UBS eine einmalige monetäre Leistung des zugrundeliegenden Fondsverwalters 
von bis max. 4% des vollen Zeichnungsbetrags sowie bis zu 50% der Performancegebühr (oder einer gleichwertigen Gebühr) erhalten. 
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4. Nicht Monetäre Leistungen 5. Umfang von Anlageberatung und generellen 
Einzelne Produktanbieter gewähren UBS Vorteile nicht monetärer Art. Empfehlungen 
Diese treten üblicherweise in Form von kostenlosen Finanzanalysen, Die Anlageberatung und die generellen Empfehlungen der UBS be-
Ausbildung von UBS-Personal sowie anderen verkaufsunterstützenden schränken sich auf Anlageinstrumente mit Monetären Leistungen, so-
Angeboten auf. fern verfügbar und soweit kein gebührenpflichtiger Beratungsvertrag 

mit dem Kunden besteht. 

1 Geschlossene Privatmarktfonds bis max. 2,5% p.a. des vollen Zeichnungsbetrags. Zusätzlich kann UBS eine einmalige monetäre Leistung des zugrundeliegenden Fondsverwalters 
von bis max. 4% des vollen Zeichnungsbetrags sowie bis zu 50% der Performancegebühr (oder einer gleichwertigen Gebühr) erhalten. 
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Ausgabe Mai 2025 

Das Finanzdienstleistungsgesetz (FIDLEG) 
Informationen für Kundinnen und Kunden 

Was regelt das FIDLEG und wann sind Sie davon betroffen? 
Das Schweizer Finanzdienstleistungsgesetz (FIDLEG) ist am 1. Januar 
2020 in Kraft getreten. Primärer Zweck des FIDLEG ist die Stärkung 
des Anlegerschutzes durch erhöhte Informations- und Dokumenta-
tionspflichten bei der Erbringung von Finanzdienstleistungen. Sie sind 
vom FIDLEG betroffen, wenn Sie Wertschriftengeschäfte, Transak-
tionen in Derivativen oder Termingeschäfte tätigen. 

Der Umfang des Anlegerschutzes ist abhängig von der Kundenklassifi-
zierung in Privatkunden, professionelle Kunden und institutionelle 
Kunden. Sofern UBS Switzerland AG / UBS AG («UBS») Ihnen nichts 
anderes mitteilt, werden Sie als Privatkunde eingestuft, womit Sie den 
höchsten Anlegerschutz geniessen. Wünschen Sie eine Einstufung in 
ein anderes Kundensegment, wenden Sie sich bitte an Ihre Kunden-
beraterin oder Ihren Kundenberater. 
UBS erfüllt die meisten Informations- und Dokumentationspflichten 
aus dem FIDLEG direkt im Rahmen der Erbringung von Finanzdienstle-
istungen. Generellen Informationspflichten kommt UBS auf der Inter-
netseite ubs.com/fidleg nach. Nachfolgend geben wir Ihnen einen 
Überblick über diese Informationen. 

1. Informationen über UBS und deren Aufsichtsbehörde 
UBS unterliegt dem Schweizer Bankengesetz (BankG) und wird von 
der Eidgenössischen Finanzmarktaufsicht (FINMA) beaufsichtigt. 
Kontaktinformationen von UBS und der FINMA erhalten Sie von Ihrem 
Kundenberater oder im Internet unter ubs.com/fidleg. 

2. Ombudsstelle 
Die Zufriedenheit unserer Kunden hat bei uns oberste Priorität. Sollten 
wir Ihre Erwartungen dennoch nicht erfüllen, so setzen Sie sich bitte 
mit uns in Verbindung, damit wir gemeinsam eine Lösung für Ihr An-
liegen finden können. 
Gelingt uns das nicht, haben Sie die Möglichkeit, sich an eine schweiz-
erische Ombudsstelle zu wenden, eine kostengünstige oder kosten-
lose und neutrale Informations- und Vermittlungsstelle. Die Om-
budsstelle wird in der Regel erst nach einer schriftlichen Kunden-
beschwerde mit einer entsprechenden Stellungnahme der Bank aktiv. 
Detaillierte Kontaktinformationen der zuständigen Ombudsstelle so-
wie weitere Informationen zu unserem Beschwerdeprozess erhalten 
Sie bei Ihrem Kundenberater oder im Internet unter ubs.com/fidleg. 

3. Kosteninformation 
Im Zusammenhang mit der Erbringung von Finanzdienstleistungen 
können Kosten und Gebühren sowohl von UBS, aber auch von Dritten 
(z. B. Fondsmanagern), anfallen. Dabei unterscheiden wir zwischen 

Kosten und Gebühren, die direkt Ihrem Konto belastet werden, sowie 
Kosten, die zulasten der Rendite eines Finanzinstruments gehen. 
Auf ubs.com/fidleg finden Sie eine generelle Übersicht der Kosten 
und Gebühren von UBS Switzerland AG sowie von Dritten. 
Auf Ihren ausdrücklichen Wunsch werden Ihnen die Kosten vor jeder 
Transaktion mitgeteilt und/oder eine Übersicht mit detaillierten Infor-
mationen über Kosten und Gebühren Ihrer Finanzgeschäfte in Ihren 
Vermögensausweis aufgenommen. Ihre Kundenberaterin oder Ihr 
Kundenberater steht Ihnen für weitere Informationen gerne zur Ver-
fügung. 

4. Risikoinformationen 
Geschäfte mit Finanzinstrumenten sind mit Chancen und Risiken ver-
bunden. Es ist deshalb wichtig, dass Sie diese Risiken vor In-
anspruchnahme einer Finanzdienstleistung verstehen. 
In der Broschüre «Risiken im Handel mit Finanzinstrumenten» finden 
Sie wichtige Angaben über typische Risiken im Handel mit Finanzin-
strumenten. Lesen Sie diese Informationen aufmerksam durch und 
wenden Sie sich bei Fragen an Ihren Kundenberater. 
Diese Broschüre steht Ihnen unter ubs.com/fidleg zur Verfügung. Sie 
erhalten die Broschüre auch bei Ihrem Kundenberater. 

5. Produktinformationen 
Zusätzlich zur Broschüre «Risiken im Handel mit Finanzinstrumenten» 
stehen für zahlreiche Finanzinstrumente entsprechende Produktinfor-
mationsdokumente zur Verfügung. Sofern diese vom Hersteller bereit-
gestellt werden, finden Sie die Unterlagen auf unserer Internetseite 
ubs.com/produktinformationen. Sie erhalten die Dokumente auch 
bei Ihrem Kundenberater. 

6. Interessenkonflikte 
Interessenkonflikte können sich aus den verschiedenen Geschäfts-
tätigkeiten von UBS ergeben, insbesondere dann, wenn UBS oder Un-
ternehmen des UBS-Konzerns Gebühren erhalten, die möglicherweise 
Anreize für UBS schaffen, Anlageinstrumente zu bevorzugen, bei 
denen diese Gebühren bei UBS verbleiben. UBS ergreift Massnahmen, 
um Interessenkonflikte zu vermeiden oder um Kundinnen und Kunden 
vor Nachteilen zu schützen, beispielsweise durch die Verhängung von 
Informationsbeschränkungen, die Einführung getrennter Verwaltung-
sprozesse sowie von Prozessen, bei denen Anlageinstrumenten nach 
objektiven Kriterien ausgewählt werden, oder den Verzicht auf direkte 
finanzielle Anreize. 
Falls ein Nachteil für die Kunden nicht ausgeschlossen werden kann, 
wird der Konflikt offengelegt und das Einverständnis der betroffenen 
Kunden eingeholt. Auf Anfrage gibt Ihnen UBS weitere Informationen 
darüber, wie die Bank mit Interessenkonflikten umgeht. 
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Information der SBVg über die Bekanntgabe von Kundendaten 
im Zahlungsverkehr, bei Wertschriften- und anderen Transaktio-
nen im Zusammenhang mit SWIFT 

Eine Bank nutzt vor allem im Zahlungsverkehr und bei der Abwicklung 
von Wertschriftentransaktionen die Dienstleistungen von SWIFT. Ein 
anderes Unternehmen, das solche Dienstleistungen weltweit anbieten 
würde, gibt es derzeit nicht. Im Folgenden beantworten wir Ihnen die 
Fragen, die uns zu SWIFT und den mit der Datenbekanntgabe ins Aus-
land verbundenen Risiken am häufigsten gestellt werden. 

Was ist SWIFT? 
S.W.I.F.T. SCRL steht für Society for Worldwide Interbank Financial 
Telecommunication und ist eine Genossenschaft mit Sitz in Belgien. 
Genossenschafter sind Banken aus zahlreichen Ländern. SWIFT stan-
dardisiert den Nachrichtenverkehr zwischen den Finanzinstituten, d.h. 
die Übermittlung von Informationen zwischen Finanzinstituten, z.B. im 
Zahlungsverkehr und bei Wertschriftentransaktionen. Teilnehmer an 
diesem Nachrichtenübermittlungssystem sind vor allem Banken, Bro-
ker, Asset Manager sowie national und international tätige Zentralver-
wahrer von Wertschriften. SWIFT verfügt über sehr hohe Sicherheits-
standards bezüglich Datensicherheit und nutzt insbesondere für die 
Übermittlung von Informationen ein gesichertes Leitungsnetz, d.h. die 
Nachrichten werden verschlüsselt übermittelt. Weitere Informationen 
zu SWIFT finden Sie auf deren Homepage www.swift.com. 

Wie funktioniert SWIFT? 
Um Ihnen ein sehr einfaches Beispiel zu geben, führen wir folgenden 
Sachverhalt auf: Wenn Sie z.B. Ihre Bank beauftragen, einem Freund 
in Italien den Betrag von EUR 500 zu senden, fügt die Bank den Auf-
tragstext in ein elektronisches Formular, eine sogenannte SWIFT-Mel-
dung, ein, welche ihr von SWIFT zur Verfügung gestellt wird. Sie be-
lastet Ihr Konto mit den EUR 500 und sendet die SWIFT-Meldung über 
SWIFT an die Bank des Freundes in Italien. In dieser verschlüsselten 
SWIFT-Meldung wird einerseits der Bank des Freundes mitgeteilt, dass 
für diesen ein Überweisungsauftrag vorliegt und andererseits dass der 
Gegenwert von EUR 500 die Bank in Italien vom Verrechnungskonto, 
das Ihre Bank bei der Bank in Italien unterhält, abbuchen und an Ihren 
Freund weiterleiten soll. Wichtig: Über SWIFT wird kein Geld aus-
getauscht, sondern nur verschlüsselte Nachrichten. 
Was macht SWIFT mit Ihren Daten? 
Neben dem Leitungsnetz unterhält SWIFT heute zwei Rechenzentren 
für die Datenverarbeitung in den USA sowie den Niederlanden und 
künftig auch eines in der Schweiz. In den erwähnten Rechenzentren 
werden die Nachrichten innerhalb des SWIFT-Netzes verschlüsselt, auf 
korrekten Aufbau hin geprüft, eindeutig referenziert, zwischengespei-
chert und auf Veränderungen überprüft. Die Daten werden jeweils in 
einem Rechenzentrum verarbeitet und aus Sicherheitsgründen in 
einem zweiten Rechenzentrum gespeichert (sogenanntes Backup). Die 
Aufbewahrungsfrist bei SWIFT beträgt max. 124 Tage. In diesem Zeit-
raum sind Meldungen in beiden Rechenzentren gespeichert. Danach 
werden sie in allen Datenbeständen und allen Lokationen gelöscht. 
Die Speicherung dient der operationellen Sicherheit, falls ein Finanzin-
stitut Nachrichten durch SWIFT reproduzieren lassen möchte. Ab Ende 
2009 stellt SWIFT den Teilnehmern eine Struktur zur Verfügung, die es 
erlaubt, Daten über Transaktionen in Europa neben den Niederlanden 
auch in der Schweiz zu speichern. 

Datenbekanntgabe 

Was bedeutet dies für Ihre Zahlungsverkehrstransaktionen? 
Für die Abwicklung von inländischen und grenzüberschreitenden Zah-
lungen werden v.a. gestützt auf Bestimmungen zur Bekämpfung der 
Geldwäscherei und Terrorismusfinanzierung Informationen über den 
Auftraggeber, insbesondere Name, Adresse und Kontonummer bzw. 
Identifizierungsnummer den beteiligten Banken und Systembetreibern 
im In- und Ausland bekannt gegeben. Anstelle der Adresse können 
Geburtsdatum und Geburtsort des Auftraggebers angegeben werden. 
Im Inlandzahlungsverkehr können diese Angaben bis auf die Konto-
nummer oder Identifizierungsnummer weggelassen werden, müssen 
aber auf Anfrage der Bank des Zahlungsempfängers innerhalb von 
drei Werktagen dieser Bank nachgeliefert werden können. Bei den er-
wähnten Banken und Systembetreibern handelt es sich vor allem um 
Korrespondenzbanken der Auftraggeberbank sowie um Betreiber von 
Zahlungsverkehrssystemen (z.B. in der Schweiz die SIX Interbank Clea-
ring AG) oder um SWIFT. Zudem ist es möglich, dass die an der Trans-
aktion Beteiligten die Daten ihrerseits z.B. zur Verarbeitung oder Da-
tensicherung an beauftragte Dritte in weitere Länder übermitteln. Fer-
ner erhält auch der Begünstigte im In- und Ausland die Angaben über 
den Auftraggeber. 

Bei inländischen Zahlungen in fremden Währungen werden Infor-
mationen zum Auftraggeber auch den an dieser Transaktion beteilig-
ten Banken und Systembetreibern im Ausland bekannt gegeben. Bei 
inländischen Zahlungen in Schweizer Franken kann zudem nicht 
ausgeschlossen werden, dass die Informationen zum Auftraggeber 
ebenfalls ins Ausland gelangen. Dies kann dann der Fall sein, wenn 
eine Bank ausnahmsweise keinen direkten Anschluss ans schweizeri-
sche Interbank-Zahlungssystem SIC (nachfolgend SIC) hat, sondern 
über remoteGATE an das SIC angeschlossen ist oder wenn bei Abklä-
rungen zu einer Transaktion SWIFT verwendet wird. 

Was bedeutet es, wenn eine Bank über remoteGATE ans SIC an-
geschlossen ist? 
Der Inlandzahlungsverkehr in Schweizer Franken wird über das SIC ab-
gewickelt. Dieses Zahlungssystem wird von der SIX Interbank Clearing 
AG, im Auftrag der Schweizerischen Nationalbank, betrieben. Die 
Mehrheit der Finanzinstitute in der Schweiz verfügt über einen direk-
ten Zugang zum SIC. Nun gibt es aber in der Schweiz eine Anzahl von 
Banken, die im Inlandzahlungsverkehr nur wenige Transaktionen in 
Schweizer Franken tätigen und für die ein Anschluss ans SIC daher 
teuer wäre. Für diese und für Institute im Ausland, die am SIC teilneh-
men wollen, hat die SIX Interbank Clearing AG im Auftrag und mit 
Unterstützung der Schweizerischen Nationalbank im Jahr 2000 die 
Möglichkeit eines Zugangs, das sogenannte remoteGATE, über SWIFT 
ins SIC entwickelt. Durch diesen Zugang über SWIFT gelangen Daten 
über Auftraggeber und Begünstigte ins Ausland und werden in den 
Rechenzentren von SWIFT gespeichert. Dies geschieht bei den Banken, 
die remoteGATE nutzen. Betroffen von einem Datentransfer ins Aus-
land sind jedoch nicht nur Kunden von Banken, welche das remote-
GATE benutzen, sondern auch Kunden von jenen Banken, die Trans-
aktionen mit den Nutzern von remoteGATE tätigen. Wenn eine Bank, 
die SIC nutzt, einen Zahlungsauftrag an eine Bank schickt, die über re-
moteGATE ans SIC angeschlossen ist, wird der Zahlungsauftrag aus 
dem SIC ins System von SWIFT übertragen mit der erwähnten Konse-
quenz, dass Daten über Auftraggeber und Begünstigte ins Ausland 
gelangen. 

Information über die Bekanntgabe von Kundendaten im Zahlungsverkehr - Schweizerische Bankiervereinigung (SBVg) - Juni 2009 

63745 D 001 15.06.2015 N1 Seite 1/2 
Vertragliche Grundlagen 37 

www.swift.com


 

 

 

 

Ausgabe Oktober 2009 

Was bedeutet dies für Ihre Wertschriftentransaktionen? 
Bei der Abwicklung von inländischen und grenzüberschreiten-
den Wertschriftentransaktionen und Abklärungen im Zusam-
menhang mit solchen Transaktionen gibt es vor allem zwei Berei-
che, bei denen den beteiligten Banken sowie den involvierten Zentral-
verwahrern im In- und Ausland Daten bekannt gegeben werden: 

Bei Ein- und Auslieferungen von Titeln in Depots sowie bei De-
potüberträgen können die Depotnummer, der Name und die Ad-
resse des endbegünstigten Depotinhabers in der Schweiz ins Ausland 
gelangen, wenn diese Daten zur ordentlichen Abwicklung durch be-
teiligte Banken und Zentralverwahrer über SWIFT übermittelt werden. 

Des Weiteren werden bei im Auftrag der Bankkunden im Ausland 
gehaltenen Wertschriftenbeständen der Name des Inhabers der 
Wertschriften oder der Name des eingetragenen Aktionärs, zum Teil 
mit Angabe der Adresse, in SWIFT-Meldungen mitgeliefert. Diese 
SWIFT-Meldungen betreffen z.B. Spezial-transaktionen bei den auslän-
dischen Depotstellen der Schweizer Banken, wie die Eröffnung von 
Spezialdepots (lautend auf den Kunden), im Namen von Kunden vor-
genommene Zeichnungen und Rücknahmen von ausländischen Fonds, 
physische Umlagerungen von im Ausland liegenden Spezialbeständen 
von Kunden, Einträge/Umregistrierungen von Aktionären in ausländi-
schen Registern, sowie weitere Spezialfälle bei ausländischen Kapitalt-
ransaktionen und bei Stimmrechtswahrnehmungen. 

Was bedeutet dies für andere Transaktionen? 
Bei anderen Transaktionen, wie Akkreditiven, Garantien, Inkassi und 
Devisengeschäften werden alle Angaben zur jeweiligen Transaktion (z. 
B. Name, Adresse, Kontonummer, die an der Transaktion involvierten 
Parteien), über SWIFT den beteiligten Banken und Systembetreibern 
übermittelt und gelangen auf diesem Weg ins Ausland. Wie beim Zah-
lungsverkehr und bei Wertschriftentransaktionen können auch hier 
Abklärungen zu Transaktionen über SWIFT vorgenommen werden. 

Weshalb werden Daten bekannt gegeben? 
Die obgenannte Bekanntgabe von Informationen erfolgt, um inoder 
ausländische gesetzliche bzw. regulatorische Vorgaben zu erfüllen. So 
ist beispielsweise bei grenzüberschreitenden Zahlungen die Übermitt-
lung von Daten über den Auftraggeber erforderlich. Ebenso dient die 
Bekanntgabe von Informationen der einwandfreien Abwicklung von 
Transaktionen. 

Sind Ihre Daten im Ausland geschützt? 
Ihre Daten, welche ins Ausland gelangt sind, sind dort nicht mehr vom 
schweizerischen Recht geschützt, sondern unterliegen den Bestim-
mungen der jeweiligen ausländischen Rechtsordnung. Ausländische 
Gesetze und behördliche Anordnungen können z.B. die Weitergabe 
dieser Daten an Behörden oder andere Dritte verlangen, wie dies im 
Jahre 2001 nach den Terrorattacken auf das World Trade Center in 
New York geschah, als die US Treasury vom Rechenzentrum der SWIFT 
in den USA die Herausgabe von Daten verlangte. Die US Treasury ver-
pflichtete sich gegenüber den Behörden der EU, europäische Daten-
schutzstandards einzuhalten, und stimmte entsprechenden Kontrollen 
zu. 
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Wichtige Informationen zum automatischen Informations-
austausch für Kunden mit einer Bankbeziehung in der Schweiz 

In diesem Dokument finden Sie die von Artikel 14 und 14a des 
Schweizer Bundesgesetzes über den internationalen automati-
schen Informationsaustausch in Steuersachen (AIA-Gesetz) vor-
geschriebenen Informationen. 

Wie funktioniert CRS und CARF? 
UBS Switzerland AG (UBS) ist ein meldendes schweizerisches Finanzin-
stitut und ein schweizerischer meldender Anbieter von Krypto-Dienst-
leistungen gemäss den Bestimmungen des AIA-Gesetzes. Dieses Ge-
setz bildet die rechtliche Grundlage für die Umsetzung des OECD 
Common Reporting Standard (CRS) and Crypto-Asset Reporting Fra-
mework (CARF) in der Schweiz. 

Die geltenden Vorschriften verpflichten UBS: 
– Kunden zu identifizieren, die Finanzkonten halten (sogenannte 

«Kontoinhaber») und meldepflichtige Personen sind und/oder 
eine oder mehrere beherrschende Personen haben, die melde-
pflichtige Personen sind, und diese an die Eidgenössische Steuer-
verwaltung (ESTV) zu melden, einschliesslich Informationen über 
deren Finanzkonto (gemäss CRS), und 

– Kunden zu identifizieren, die Transaktionen mit relevanten Krypto-
werten (sogenannte «Nutzer») durchführen und meldepflichtige 
Personen sind und/oder eine oder mehrere beherrschende Perso-
nen haben, die meldepflichtige Personen sind, und diese an die 
ESTV zu melden, einschliesslich Informationen über deren Trans-
aktionen mit relevanten Kryptowerten (gemäss CARF). 

Der CRS gilt sowohl für Konten von natürlichen Personen als auch von 
juristischen Personen. Falls ein Konto in treuhänderischer Eigenschaft 
von einer natürlichen Person oder einem Unternehmen, welches kein 
Finanzinstitut ist, für oder im Namen eines Dritten gehalten wird, so 
gilt dieser Dritte bzw. der wirtschaftlich Berechtigte als Kontoinhaber 
im Sinne des CRS. Ebenso würde eine solche Drittpartei oder ein wirt-
schaftlich Berechtigter für CARF-Zwecke als Nutzer angesehen, wenn 
Transaktionen mit relevanten Kryptowerten in ihrem Namen durchge-
führt werden, es sei denn, die Person, die in treuhänderischer Eigen-
schaft handelt, qualifiziert sich als meldender Anbieter von Krypto-
Dienstleistungen. 
Eine meldepflichtige Person ist eine natürliche Person oder ein Unter-
nehmen, die / das in einem Staat steuerlich ansässig ist, mit dem die 
Schweiz den Austausch von CRS- und/oder CARF-Informationen ver-
einbart hat (meldepflichtiger Staat). 
UBS muss jährlich Informationen über Kontoinhaber und Nutzer über-
mitteln, die meldepflichtige Personen sind und/oder eine oder meh-
rere beherrschende Person haben, die meldepflichtige Personen sind. 
Nachdem die ESTV diese Informationen erhalten hat, werden sie an 
die Staaten des Wohnsitzes der meldepflichtigen Person weitergelei-
tet. Informationen werden nur mit meldepflichtigen Staaten ausge-
tauscht. Eine Liste aller meldepflichtigen Staaten für CRS- und CARF-
Zwecke finden Sie unter www.ubs.com/aei-ch. 

Welche Informationen werden gemeldet und ausgetauscht? 
Die meldepflichtigen Daten umfassen personenbezogene Daten des 
Kontoinhabers, Nutzers und/oder der beherrschenden Person (Name, 
Adresse, Staat der steuerlichen Ansässigkeit, Geburtsdatum, Steueri-
dentifikationsnummer), Name und Identifikationsnummer von UBS 
sowie 
– Unter CRS: Kontoinformationen (wie Kontonummer, Gesamtsaldo 

oder -wert des Kontos per Ende des jeweiligen Kalenderjahres, An-
lageerträge, einschliesslich Gesamtbruttoertrag von Zinsen, Dividen-
den und übrigen Einkünften sowie Gesamtbruttoerlös aus der Ver-
äusserung oder dem Rückkauf von Vermögenswerten), und/oder 

– Unter CARF: Informationen über Transaktionen mit relevanten 
Kryptowerten wie Name des relevanten Kryptowertes, Transakti-
onstyp, Betrag oder Wert, Anzahl der Transaktionen und Anzahl 
der betroffenen Einheiten des relevanten Kryptowertes. 

Zu welchem Zweck werden diese Informationen verwendet? 
Die übermittelten Daten dürfen grundsätzlich nur den Steuerbehörden 
des Staates der steuerlichen Ansässigkeit des Kontoinhabers, Nutzers 
und/oder der beherrschenden Person zugänglich gemacht und nur für 

steuerliche Zwecke verwendet werden. Es ist dem Staat der steuerlichen 
Ansässigkeit des Kontoinhabers, Nutzers und/oder der beherrschen-
den Person grundsätzlich und im Rahmen des rechtlichen Regelwerks 
untersagt, die erhaltenen Informationen an einen anderen Staat wei-
terzuleiten oder sie Personen oder Behörden zugänglich zu machen, 
die nicht mit den Steuern dieses Staates oder mit der Aufsicht darüber 
befasst sind. Die Informationen sind vertraulich zu behandeln. 

Welche Rechte haben Sie? 
Nach dem AIA-Gesetz und dem Schweizer Bundesgesetz über den Da-
tenschutz (DSG) haben Sie folgende Rechte: 

Gegenüber UBS: 
– Sie können vollumfänglichen Rechtschutz nach dem DSG geltend 

machen. Namentlich können Sie Auskunft darüber verlangen, 
welche der von UBS über Sie erhobenen Informationen an die 
ESTV gemeldet werden. 

– UBS lässt Ihnen jeweils auf Anfrage den jährlichen CRS/CARF-Kun-
denauszug zukommen. Dieser Auszug enthält die Informationen, 
die der ESTV gemeldet wurden. In diesem Zusammenhang ist zu 
beachten, dass die erhobenen und gemeldeten Informationen ge-
mäss CRS und/oder CARF von Ihren steuerlich relevanten Informa-
tionen abweichen. 

– Sie können zudem verlangen, dass unrichtige Daten in unseren 
Systemen berichtigt werden. 

Gegenüber der ESTV: 
– Gegenüber der ESTV haben Sie ein Auskunftsrecht. Sie können 

verlangen, dass unrichtige Daten, die auf Übermittlungsfehlern 
beruhen, berichtigt werden. 

– Sofern die Übermittlung der Daten für Sie Nachteile zur Folge 
hätte, die Ihnen aufgrund fehlender rechtsstaatlicher Garantien 
nicht zugemutet werden können, stehen Ihnen die Ansprüche 
nach Artikel 25a des Bundesgesetzes über das Verwaltungsverfah-
ren zu. 

– Das Akteneinsichtsrecht steht Ihnen gegenüber der ESTV nicht zu. 
Damit ist das Recht auf die Sperrung der Bekanntgabe von per-
sönlichen Daten gegenüber der ESTV ausgeschlossen. Zudem sind 
Sie weder berechtigt, die Rechtmässigkeit der Weitergabe von In-
formationen ausserhalb der Schweiz überprüfen zu lassen, noch 
die Sperrung einer unrechtmässigen Weitergabe und/oder die Ver-
nichtung von Daten zu verlangen, die ohne ausreichende rechtli-
che Grundlage verarbeitet wurden. 

Was geschieht, wenn Sie keine Selbstauskunft vorlegen? 
Wenn Sie keine AIA- / CARF-Selbstauskunft einreichen, muss UBS Sie 
der ESTV auf der Grundlage der Informationen in unserem Besitz mel-
den. Wenn Sie zudem keine gültige Selbstauskunft innerhalb der von 
UBS festgelegten Fristen vorlegen, kann UBS gesetzlich verpflichtet 
sein, entweder Transaktionen mit relevanten Kryptowerten in Ihrem 
Namen zu unterlassen, bis eine gültige Selbstauskunft vorliegt, oder 
die Beziehung zu beenden. 

Was müssen Sie wissen? 
Sofern Sie als Vertragspartei von UBS weder der Kontoinhaber im 
Sinne des CRS noch der Nutzer im Sinne des CARF sind (siehe «Wie 
funktioniert der CRS und CARF?») oder wenn Sie ein Unternehmen 
sind, für welches UBS eine oder mehrere beherrschende Personen 
identifizieren und melden muss, so bitten wir Sie, Kopien dieses Doku-
ments an alle relevanten Personen zu übersenden. 

Bitte denken Sie daran, dass das Melden von Kunden- und Finanzda-
ten durch UBS im Rahmen des CRS und CARF, Sie nicht von Ihrer 
Pflicht entbindet, Steuererklärungen bei den Steuerbehörden der für 
Sie massgeblichen Staaten der steuerlichen Ansässigkeit einzureichen. 

Sollten Sie sich bezüglich Ihrer Steuerverpflichtungen im Unklaren 
sein, wenden Sie sich bitte an Ihren Rechts- oder Steuerberater. UBS 
erbringt keine Rechts- oder Steuerberatungsdienste. 

Erfahren Sie mehr über CRS und CARF unter www.ubs.com/aei-ch. 
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Daten im Zusammenhang mit der Kundenbeziehung («Kundenda-
ten») nach eigenem Ermessen offenlegen darf: 

1. weltweit an Empfänger wie Korrespondenzbanken, Dritt- und 
Zentralverwahrer, Broker, Börsen, Register, Emittenten oder Ge-
richte und Behörden, im Zusammenhang mit aktuellen, vergan-
genen oder zukünftigen Kundentransaktionen und -dienstleis-
tungen (wie Zahlungen, Handel und Verwahrung von Wert-
schriften, Derivat- und Fremdwährungsgeschäfte), z.B. um ver-
traglichen Verpflichtungen, gesetzlichen oder regulatorischen 
Anforderungen, Selbstregulierungen, Risiko- und Compliance-
Standards, Marktusanzen oder Bedingungen von Emittenten, 
Dienstleistern und anderen Parteien, auf welche UBS für die Ab-
wicklung solcher Transaktionen und Dienstleistungen angewie-
sen ist, nachzukommen. UBS kann weitere Informationen zur 
Offenlegung von Kundendaten für Transaktionen und Dienst-
leistungen und damit zusammenhängende Aktualisierungen 
auf ihrer Webseite veröffentlichen (www.ubs.com/legalnotices); 

2. weltweit an Konzerngesellschaften und an Dritte wie Berater, 
Gerichte oder Behörden, um die berechtigten Interessen von 
UBS zu wahren, insbesondere im Falle potenzieller oder tat-
sächlicher rechtlicher Massnahmen durch oder gegen UBS 
oder eine Konzerngesellschaft, um Ansprüche von UBS gegen 
den Kunden zu sichern, um vom Kunden oder Dritten gestellte 
Sicherheiten zu realisieren, um Betreibungsverfahren durchzu-
führen, um schweizerische oder ausländische Gesetze und 
Vorschriften einzuhalten (z.B. im Zusammenhang mit von 
schweizerischen oder ausländischen Behörden erteilten Lizen-
zen) sowie für Compliance- und Risikomanagementzwecke, 
insbesondere im Zusammenhang mit Know-Your-Client-Pro-
zessen, Geldwäschereibekämpfung, Betrugsprävention, Sankti-
onen und Meldepflichten sowie Risikobewertungen; 

3. in der Schweiz an Konzerngesellschaften und verbundene 
Gesellschaften wie UBS Anlagestiftungen und UBS Vorsorge-
stiftungen zum Zweck des Marketings oder der Bereitstellung 
ihrer Dienstleistungen für den Kunden, wie beispielsweise Ge-
schäftsentwicklung (z.B. um die Bedürfnisse und Vorlieben des 
Kunden besser zu verstehen und personalisierte Informationen 
zu Produktangeboten bereitzustellen) und Kundenmanage-
ment (z.B. Kommunikation mit dem Kunden in Bezug auf Pro-
dukte und Dienstleistungen oder Onboarding-Management). 

Der Kunde stimmt zu, dass jede Offenlegung von Kundendaten ge-
mäss Artikel 12 und 13 eine zulässige Nutzung von Kundendaten dar-
stellt und nicht gegen die Vertraulichkeitspflichten von UBS, ein-
schliesslich des Schweizer Bankgeheimnisses, verstösst. Daten, die an 
Empfänger im Ausland offengelegt werden, unterliegen den Gesetzen 
und regulatorischen Bestimmungen des Ziellandes, einschliesslich der 
Bestimmungen zum Datenzugriff durch ausländische Behörden. 

Kundendaten, die gemäss diesem Artikel 12 offengelegt werden, un-
terliegen der Kontrolle der Empfänger. UBS hat unter Umständen 
weder Kenntnis darüber noch Einfluss darauf, wie diese Daten aufbe-
wahrt, verwendet oder weitergegeben werden. 

Die Datenschutzhinweise für Kunden unter www.ubs.com/data-
privacy-notice-switzerland enthalten Informationen darüber, warum 

und wie UBS Personendaten bearbeitet und wie Kunden ihre Rechte 
gemäss dem geltenden Datenschutzrecht ausüben können. Eine Kopie 
kann über den Kundenberater bezogen werden. 

13. Nutzung von Dienstleistern durch UBS 
UBS kann Dienstleistungen von Konzerngesellschaften und Drittpartei-
en in der Schweiz und im Ausland beziehen (Konzerngesellschaften 
und beauftragte Dritte zusammen «Dienstleister»). Dies betrifft insbe-
sondere die Verwaltung von Wertpapieren und anderen Finanzinstru-
menten, Transaktions- und Zahlungsabwicklung, IT-Dienstleistungen, 
Datenbearbeitung, -verwaltung und -aufbewahrung, Risikomanage-
ment, Compliance, die interne Anti-Geldwäschereifachstelle, Stamm-
datenverwaltung und Rechnungswesen (Finanzbuchhaltung und 
-controlling) sowie die Zurverfügungstellung von Produkten und 
Dienstleistungen für den Kunden, wie beispielsweise Produkt- und 
Dienstleistungsdesign, die gezielte Ausrichtung und Bereitstellung 
sowie die damit verbundenen Kenntnisse und Informationen. 

Um Dienstleistungen in Anspruch zu nehmen, können Kundendaten 
an Dienstleister mit Sitz in der Schweiz und anderen ausgewählten 
Ländern gemäss den Datenschutzhinweisen für Kunden (www.ubs. 
com/data-privacy-notice-switzerland) offengelegt oder übermittelt und 
von den Dienstleistern aufbewahrt oder bearbeitet werden. Die Daten-
schutzhinweise für Kunden können von Zeit zu Zeit gemäss den in 
den Datenschutzhinweisen für Kunden festgelegten Bestimmungen 
geändert werden. 

UBS stellt sicher, dass die von ihr beauftragten Dienstleister angemes-
senen Vertraulichkeitsverpflichtungen unterliegen und geeignete tech-
nische und organisatorische Massnahmen zum Schutz der Kunden-
daten aufrechterhalten. UBS beurteilt die relevanten Risiken, bevor sie 
Dienstleister beauftragt, und hat ein solides Rahmenkonzept für perio-
dische Risikobeurteilungen. 

14. Änderungen der Bedingungen 
UBS steht in begründeten Fällen das Recht zu, die Allgemeinen Ge-
schäftsbedingungen jederzeit zu ändern. Dabei obliegt es UBS, die 
Änderungen vorgängig und in geeigneter Weise, unter anderem 
durch Publikation im Internet, bekannt zu geben. Ohne schriftli-
chen Widerspruch innert Monatsfrist seit Bekanntgabe gelten die 
Änderungen als genehmigt. Im Widerspruchsfall steht es dem Kun-
den frei, die Geschäftsbeziehung mit sofortiger Wirkung zu kündigen. 
Vorbehalten bleiben spezielle Vereinbarungen. 

15. Gleichstellung der Samstage mit Feiertagen 
Samstage sind im Geschäftsverkehr mit UBS einem staatlich anerkann-
ten Feiertag gleichgestellt. 

16. Kündigung der Geschäftsbeziehungen 
Der Kunde und UBS können mit sofortiger Wirkung bestehende Ge-
schäftsbeziehungen aufheben sowie zugesagte oder benützte Kredite 
kündigen, sofern nicht schriftlich etwas anderes vereinbart wurde. Un-
terlässt der Kunde auch nach einer von UBS angesetzten angemesse-
nen Nachfrist, ihr mitzuteilen, wohin die vom Kunden bei UBS hinter-
legten Vermögenswerte und Guthaben zu transferieren sind, kann 
UBS die Vermögenswerte physisch ausliefern oder sie liquidieren. 
Den Erlös sowie die noch vorhandenen Guthaben des Kunden kann 
UBS mit befreiender Wirkung am vom Richter bezeichneten Ort 
hinterlegen. 

65756 D 001 ADBN 12.12.2025 N1 Seite 2/2 
Vertragliche Grundlagen 40 

www.ubs.com/data
www.ubs.com/legalnotices








 

UBS Switzerland AG 
Postfach 
8098 Zürich 

www.ubs.com 

Er
sc

he
in

t 
in

 d
eu

ts
ch

er
, f

ra
nz

ös
is

ch
er

, i
ta

lie
ni

sc
he

r 
un

d 
en

gl
is

ch
er

 S
pr

ac
he

. G
ed

ru
ck

t 
in

 d
er

 S
ch

w
ei

z 
im

 J
an

ua
r 

20
26

. 8
36

43
D

©
 U

BS
 2

02
6.

 D
as

 S
ch

lü
ss

el
sy

m
bo

l u
nd

 U
BS

 g
eh

ör
en

 z
u 

de
n 

ge
sc

hü
tz

te
n 

M
ar

ke
n 

vo
n 

U
BS

. A
lle

 R
ec

ht
e 

vo
rb

eh
al

te
n.

 

www.ubs.com

	43449_Corp Clients_2025-12-02_03-DE
	83340_Corporate_Clients_Corr_DE


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /PageByPage
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.6
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA <FEFF005500740069006c0069007a007a006100720065002000710075006500730074006500200069006d0070006f007300740061007a0069006f006e00690020007000650072002000630072006500610072006500200064006f00630075006d0065006e00740069002000410064006f006200650020005000440046002000700065007200200075006e00610020007300740061006d007000610020006400690020007100750061006c0069007400e00020007300750020007300740061006d00700061006e0074006900200065002000700072006f006f0066006500720020006400650073006b0074006f0070002e0020004900200064006f00630075006d0065006e007400690020005000440046002000630072006500610074006900200070006f00730073006f006e006f0020006500730073006500720065002000610070006500720074006900200063006f006e0020004100630072006f00620061007400200065002000410064006f00620065002000520065006100640065007200200035002e003000200065002000760065007200730069006f006e006900200073007500630063006500730073006900760065002e>
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200066006f00720020007500740073006b00720069006600740020006100760020006800f800790020006b00760061006c00690074006500740020007000e500200062006f007200640073006b0072006900760065007200200065006c006c00650072002000700072006f006f006600650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002000730065006e006500720065002e>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f0062006500200050004400460020007000610072006100200069006d0070007200650073007300f5006500730020006400650020007100750061006c0069006400610064006500200065006d00200069006d00700072006500730073006f0072006100730020006400650073006b0074006f00700020006500200064006900730070006f00730069007400690076006f0073002000640065002000700072006f00760061002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice




